Fiery sunucusu ayarlarini yapilandirma

Configure erisimi

Fiery sunucusunu ilk kez baslattiktan veya sistem yazilimini yiikledikten sonra Fiery sunucusunu kurmaniz gerekir.
Ayarlamazsaniz varsayilan ayarlar kullanilir. Ayarlarin yazdirma ortaminiz icin uygun oldugundan emin olun. A§
veya yazdirma ortami degisirse ayarlarinizi diizenlemeniz gerekebilir.

Proxy sunucular: varsayilan web tarayicist ile kullandiginizda Configure'u, Command WorkStation 6gesinden
baslatmaniz miimkiin olmayabilir. Fiery sunucusu IP adresini varsayilan tarayici ayarlarinda bir istisna olarak
kaydedin. Varsayilan tarayici baglant: ayarlarinizi dogrulayin ve buna gore ayarlayin.

Asagidaki konumlardan erisebileceginiz Configure'it kullanarak Fiery sunucusunu bir istemci bilgisayardan
kurabilirsiniz:

¢ Command WorkStation

e WebTools (desteklenen bir internet tarayicisiyla)

Configure 6gesine Command WorkStation'den erisin

1 Command WorkStation tizerinden istenen Fiery sunucusuna baglanin ve Yonetici olarak oturum agin.
2 Configure 6gesini baslatmak i¢in asagidakilerden birini yapin:
¢ Sunucu meniisiinde Configure 6gesine tiklayin.

¢ Cihaz merkezi'nde, Genel bilgiler 6gesini secin, ardindan sag alt kosedeki Configure 6gesine tiklayin.

3 Configure iizerinden gegerli Fiery sunucusu kurulum seceneklerini degistirin.

Configure 6gesine WebTools'den erigin

1 Bir Internet tarayicisi agin ve Fiery sunucunun IP adresini yazin.
2 WebTools tizerinde Configure sekmesine tiklayin.

Not: Configure 6gesini baslattiginizda tarayici bir giivenlik sertifikasi hatasi gosterebilir. Hataya ragmen giivenle
devam edebilirsiniz.

3 Yonetici ayricaliklariyla oturum agin.

© 2026 Fiery, LLC.
15 Ocak 2026
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Sunucu kurulumu

Fiery server 6gesini kurmak i¢in Configure uygulamasini kullanin. Fiery server ilk defa acildiginda veya sistem
yazilimi yiiklendikten sonra kurulum gerekir. Kullanicilarin Fiery server 6gesine gonderdigi isler icin yazdirma
tercihleri ve ag ortami hakkinda bilgileri belirtmek {izere de Configure uygulamasini kullanirsiniz.

Not: Bazi Configure secenekleri, Fiery server 6geniz tarafindan desteklenmiyor olabilir.

Bu Yardimda ele alinmayan Configure segenekleri hakkinda bilgi icin kullanici kilavuzu setinin bir pargasi olan
Yapuandirma ve Kurulum 6gesine bakin.

Yapilandirma is akisi

Conlfigure ozelligiyle, ag izerinden yazdirma ve isleme isleri i¢in gerekli olan Fiery server ayarlarini goriintiileyebilir
ve koruyabilirsiniz.

1 Sunucu yapilandirma ayarlarini degistirmek icin Command WorkStation'da istediginiz Fiery server 6gesine
baglanin.

2 Ayarlar degistirmek i¢cin Sunucu menisiinden Configure 6gesine tiklayin.
Configure'e erismenin alternatif yollari i¢cin bkz. Configure erisimi sayfa no 1.

3 Configure'den, degistirmek istediginiz ayara gidin.

4 Bir secenegin ayarini degistirdikten sonra Iptal veya Kaydet gesine tiklayin.

¥, ]

Degisikliklerinizi yapmayi bitirdiginizde, Fiery server 6gesini yeniden baslatin.

Not: Yaptiginiz degisiklikler, Fiery server yeniden baslatilana kadar uygulanmaz.

Kullanicilar ve gruplar

Kullanicilar: gruplara atayarak Fiery sunucusuna erigen kullanicilar i¢in ayricaliklar: tanimlayabilirsiniz. Varsayilan
olarak birkag grup verilmistir. Bir grup icindeki tiim kullanicilar ayni ayricaliklara sahiptir.

Kullanici hesaplari'n: secerek kullanicilar ve gruplar hakkinda ayrintili bilgiyi goriintiileyebilirsiniz.

Kullanicilari, olusturdugunuz bir gruba atamaya ek olarak, kurumunuzun kiiresel adres listesinden de kullanici
ekleyebilirsiniz. Bunun i¢in 6ncelikle Fiery sunucusunda LDAP hizmetlerini etkinlestirmelisiniz.

Yeni kullanicilar olusturma

Kullanicilar global adres listesi veya iletisim listesinde degilse el ile kullanicilar1 olusturabilirsiniz. Iletisim listesinde
gortintiilenen tim adlar, bir gruba atadiginiz kullanici haline gelebilir.

Yoneticiler ve Operatorler gruplarinin sirayla yonetici veya operator olarak adlandirilan varsayilan bir kullanicisi
mevcuttur.

1 Configure'den Kullanici hesaplari'ni segin.

2 Fiery iletisim listesi digmesine tiklayin.

3 Fiery iletisim listesi iletisim kutusunda, Kullanici ekle diigmesine tiklayin.

4 Kullanici olustur iletisim kutusunda, gereken bilgileri belirtin. Olustur'a tiklayin.
5

Kapat'a tiklayin.
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Mevcut gruplara kullanici ekleme

Mevcut bir gruba mevcut kullanicilar: ekleyebilir veya yeni kullanicilar olusturup bunlar1 mevcut gruba
ekleyebilirsiniz. Kullanicilari istediginiz kadar gruba ekleyebilirsiniz.

Bir kullanici hesabi olusturmak, kullanici bir gruba ekleninceye kadar onun i¢in herhangi bir ayricalik atamaz.
1 Configure'den Kullanicr hesaplarr'ni segin.

2 Kullanici eklemek istediginiz grubu secin.

3 Kullanicalar ata'ya tiklayin.

4 Asagidaki yaklasimlardan herhangi birini kullanarak kullaniciy1 gruplara gerektigi sekilde atayin:

¢ Yeni bir kullanici olusturmak ve onu gruba atamak i¢in acilir listeden Yeni kullanici olustur ve ata'y: secin,
Kullanici olustur iletisim kutusuna uygun bilgileri yazin, ardindan Kaydet'e tiklayin.

3

o Mevcut kullanic1 hesabini gruba atamak icin iletisim bilgileri listesinden ekle'yi secin. Kullanicilan ata iletisim

kutusunda Fiery iletisim bilgileri listesi kullanicilar altina hesap adini girin ve Geri diigmesine basin veya
listelendiyse hesabi secip Kullanicilan ekle'ye tiklayin.

¢ Gruba bir SSO kullanict hesab: atamak i¢in Azure AD'den ekle se¢imini yapin. Kullanicilari Ata iletisim

kutusunda SSO Kullanicilari listesi se¢cimini yapin ve oturum ag¢in. Kullanicinin aktif bir Azure oturumu zaten

varsa WebTools listesini Azure'dan alir. Aktif bir oturumu yoksa kullanicinin Azure oturum agma bilgisini
girmesi istenir. Listeden SSO kullanicisini arayin, listede goriiniiyorsa hesabi secin ve Kullanicilari ekle'ye
tiklayin.

¢ Global adres listesinden bir kullanict atamak i¢cin Global adres listesinden ekle'yi se¢in. LDAP yapilandirilirsa

ve etkinlestirilirse bu liste organizasyonunuzun sirket veri tabaninda bulunan adlari igerir. LDAP ayarlarini

yapilandir diigmesi gosteriliyorsa LDAP ayarlarini Command WorkStation ile calismak {izere yapilandirmak

icin bu digmeye tiklayin.

5 Gruplara kullanici hesaplari ekleme islemi sona erdiginde Kapat'a tiklayin.

Gruplardan kullanicilari kaldirma

Bir kullaniciy1 bir gruptan kaldirabilirsiniz. Kullanicinin 6nceden Fiery sunucusuna gonderdigi tiim isler islenmeye

devam eder ve Is giinliigii ilgili is bilgileri ile kullanic1 adin1 saklar.

Bir kullaniciy1 bir gruptan kaldirsaniz bile kullanici Fiery iletisim listesinde kalir.

Not: "Yonetici" veya "Operator" olarak adlandirilmis varsayilan kullanicilar: kaldiramazsiniz.
1 Configure'den Kullanicr hesaplarr'ni segin.

2 Kullanicinin bulundugu grubu segin.

3 Imleci gruptan kaldirmak istediginiz kullanici adinin iizerine getirin.
Diizenle ve Sil simgeleri goriintiilenir.

4 Sil ikonuna tiklayin.
Kullanici gruptan silinir, fakat Fiery iletisim listesinde kalir.
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Kullanici 6zniteliklerini degistirme

Kullanicr sifresi ve e-posta adresi gibi kullanici 6zniteliklerini degistirebilirsiniz. Kullanici 6nceden oturum agtiysa,
kullanici oturumu kapatip yeniden oturum agtiginda degisiklikleriniz kullaniciy: etkiler.

Varsayilan Yonetici ve Operator sifrelerini degistirmek icin asagidaki prosediirii kullanabilir veya yeni bir sifre
yapilandirabilirsiniz.

1 Configure'den Kullanicr hesaplari'ni segin.
2 Fiery iletisim listesi digmesine tiklayin.

3 Imleci kullanici adinin {izerine getirin.
Diizenle simgesi goriintiilenir.

4 Diizenle simgesine tiklayin. Kullaniciyi diizenle iletisim kutusundan kullanici 6zniteliklerini diizenleyin ve
Kaydet'e tiklayin.

Grup ayricaliklarini degistirme

1 Configure'den Kullanicr hesaplarr'ni segin.

2 Imleci bir kullanici grubunun tizerine getirin.
Diizenle simgesi goriintiilenir.

3 Diizenle simgesine tiklayin. Grubu diizenle iletisim kutusunda, ayricaliklari segin veya kaldirin ve Kaydet'e
tiklayin.

Not: Bu ayricaliklar tiim Fiery sunucularinda desteklenmeyebilir.

¢ Kalibrasyon - Bu grup tiyelerinin Fiery sunucusunu kalibre etmesine olanak saglar. Varsayilan gruplar i¢in
yalnizca Yonetici ve Operator gruplar: bu ayricaliga sahiptir.

¢ Sunucu 6n ayarlari olustur - Bu ayricaliga sahip grup tiyelerinin, kullanicilarin isleri i¢in segebilecegi bir
yazdirma secenekleri kiimesini kaydetmesine olanak saglar.

« Is akiglarini yénet - Bu ayricaliga sahip grup iiyelerinin, Sunucu 6n ayarlari ve sanal yazicilar olusturmasina,
diizenlemesine ve silmesine olanak saglar.

o Isleri diizenle - Bu ayricaliga sahip grup iiyelerinin Tutuldu veya Yazdirildi kuyruklarindaki isleri
diizenlemesine olanak saglar.

Kullanicilari silme

Bir kullaniciy1 Fiery sunucusundan tamamen silebilirsiniz. Kullanicinin 6nceden Fiery sunucusuna génderdigi tiim
isler islenmeye devam eder ve s giinliigii ilgili is bilgileri ile kullanici adini saklar.

Not: Yonetici veya Operator adli varsayilan kullanicilar: ve Yoneticiler veya Operatérler grubunu silemezsiniz.

1 Configure'den Kullanicr hesaplari'ni segin.
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2 Bir kullaniciy1 Fiery sunucusundan tamamen silmek i¢in su islemi gerceklestirin:
a) Fiery iletisim listesi digmesine tiklayin.

b) Fiery iletisim listesi iletisim kutusunda, imleci silmek istediginiz kullanici adinin tizerine getirin.
Diizenle ve Sil simgeleri goriintiilenir.

Not: Sil simgesi yalnizca kullaniciy: silme izniniz varsa gortintiilenir.

¢) Sil ikonuna tiklayin.
Kullanicy, Fiery sunucusundan tamamen silinir.

d) Kapat'a tiklayin.

Tek Oturum A¢ma (SSO)

Fiery server, Microsoft Entra ID ile bulut tabanli Tek Oturum A¢ma (SSO) kullanici kimlik dogrulamas: yapabilen
OpenID Connect protokoliinii destekler. Kullanicilar Fiery server uygulamasinda mevcut Entra ID oturum a¢gma
bilgilerini kullanarak oturum acar.

SSO kimlik dogrulama yontemi, Cok Faktorlit Kimlik Dogrulama (MFA) teknolojisini destekler. SSO, gerekli bilgileri
dogrulayarak kullanic1 kimliginin belirlenmesine yardimei olur. Uygun erisime sahip olan kullanicilar, SSO sayesinde
her zaman kimlik dogrulamasi yapmak zorunda kalmadan Fiery server uygulamasinda oturum agabilir. Fiery server,
kullanici sifrelerini yerel olarak depolamadigindan SSO giivenli bir sekilde oturum a¢ma firsati sunar.

Fiery server proxy sunucusuna bagl olmamalidir. Dogrudan internete bagli olmalidir. Ayrica internetin ve aktif bir
Microsoft Entra ID hesabinin oldugundan emin olmaniz gerekir.

Microsoft Entra'da yeni bir uygulama kaydetme

Kullanict hesaplarinin bulundugu Microsoft Entra ID kiracisina bir uygulama kaydetmeniz gerekir.
1 Microsoft Entra hesabinda oturum agin.

2 EntraID > Uygulama kayitlari > Yeni kayit yolunu izleyin.

3 Biruygulama kaydet sayfasina bilgileri girin.

Yeniden Yonlendirme URL'sini suradan kopyalayabilirsiniz: WebTools > Configure > Ag > Tek Oturum A¢gma. Bu
islem sirasinda Yeniden Yonlendirme URL'sini eklemeseniz bile uygulama kaydedilir. Yeniden Yonlendirme
URL'sini daha sonra ekleyebilirsiniz.

4 Kaydol'a tiklayin.

Bir uygulamayi kaydettikten sonra Yeniden Yonlendirme URL'si ekleme

1 Genel bakis boliimiinde Yeniden Yonlendirme URL'si ekle'ye tiklayin.
Sag taraftaki bolmede Platform yapilandirmalar: altindan Bir platform ekle'ye tiklayin.

Mobil uygulamalar ve masaiistii uygulamalari'ni secin.
y y ¢

H W N

Ozel Yeniden Yénlendirme URLleri boliimiinden Yeniden Yénlendirme URL'si ekleyin.

5 Configure secenegine tiklayin.
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APl izni verme

Uygulamayi kaydettikten sonra uygulamanin Entra ID'den bilgileri okuyabilmesi i¢in API izni vermeniz gerekir.
1 Entra hesabinizda oturum agin ve Yénet > APl izinleri > izin ekle boliimiine gidin.

2 APl izni iste sayfasindan Microsoft Graph > Yetki verilen izinler se¢imini yapin.

3 Arama ¢ubuguna "directory" yazin ve Directory.Read.All onay kutusunu segin.
4

izin ekle'ye tiklayin.

Istek yonetici tarafindan kabul edilmelidir.

SSO'nun oturum acma yontemi olarak kullanilmasini saglama
SSO kullanicilarinin Command WorkStation ve WebTools uygulamalarinda oturum a¢masina izin verebilirsiniz
Kimlik dogrulama mesajlarini farkli bir dilde gérmek icin tarayici dilinizi degistirin.

1 Configure > Ag > Tek Oturum A¢ma (SSO)bdliimiinde SSO'yu etkinlestir se¢cimini yapin.
Microsoft Entra ID, Configure'de "Azure Active Directory (Azure AD)" olarak adlandirilabilir.

2 Microsoft Entra hesabindan asagidaki bilgileri kopyalayip Tek Oturum A¢gma penceresine yapisgtirin:
¢ OpenlD Connect meta veri belgesi
¢ Dizin (Kirac1) kimligi

e Uygulama (Istemci) kimligi

Dizin (Kirac1) kimligi ve Uygulama (Istemci) kimligi kayith uygulamanin Genel Bakis béliimiinde bulunur. Ayni

boliimdeki Bitis Noktalarima tikladiginizda OpenID Connect meta veri belge URL'si goriiliir.

3 Yeniden Yonlendirme URL'sini kopyalayin ve Entra'da kayitli uygulamanin Kimlik dogrulama béliimiine ekleyin.

Yeniden Yoénlendirme URL'si 6nceden olusturulmustur ve icerisinde Fiery server ad1 bulunur. Ana bilgisayar adi
degisirse Fiery server yeniden baglatilmali ve Entra'da kayitli uygulamanin Kimlik dogrulama béliimiine Yeniden

Yonlendirme URL'si eklenmelidir.

Fiery server, ayni sirket ici agdaki baska bir Fiery server ile ayni ana bilgisayar adina sahip olamaz.
4 Kaydet'e tiklayin.

5 Bilgileri onaylamak i¢cin Dogrula'ya tiklayin.

Web tarayicinizda agilir pencere engelleyicinin kapali olmasi gerekir.
6 Uyari sayfasinda Gelismis'e tiklayip Riski kabul et ve devam et'e tiklayin.
Web tarayiciniza bagl olarak secenek adlari farkli olabilir.

Bilgiler dogruysa dogrulama islemi 180 saniye i¢inde tamamlanir. Dogrulama zaman agimina ugrarsa kimlik
dogrulama prosediiriinii yeniden baslatin.

Configure Uygulamasinda Kullanici Hesabi Ekleme (WebTool)

Yonetici, SSO yapilandirmasindan sonra gruplara belirli kullanici ayricaliklarina sahip kullanicilar ekleyebilir.

1 Susekilde oturum acin: Configure > Kullanici hesaplar > Kullanicilari ata > Azure AD'den ekle.

6
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2 Kullanicilari ata penceresinden Oturum ag'a tiklayin.

Aktif bir Entra ID oturumunuz zaten varsa WebTools kullanici listesini Entra'dan alir. Aktif bir oturumunuz yoksa
Entra oturum a¢ma bilgisini girmeniz istenir.

3 Eklemek istediginiz kullanici adini segin ve sag oka tiklayin.

Sunucu kurulumu

Genel ayarlari belirleme, is seceneklerini ayarlama, Yonetici ve Operator sifrelerini yapilandirma, {s giinliigiinii
yonetme ve JDF ayarlarini belirleme gibi gorevleri gerceklestirebilirsiniz.

Fiery server adini belirleme

Fiery server adini belirleyebilir ve diger genel ayarlar1 yapilandirabilirsiniz.
1 Configure'den, Fiery sunucusu > Sunucu adi'ni segin.

2 Fiery server icin ag tizerinde gormek istediginiz ad1 yazin.

Not: Birden fazla Fiery server varsa bunlara ayni ad1 vermeyin.

Dil ve bolgesel ayarlari yapilandirma

Bir dil sectiginizde, bolgesel ayarlar (saat ve tarih disinda), se¢iminize gore otomatik olarak yapilandirilir. Ayarlarin
herhangi birini gerektiginde el ile de degistirebilirsiniz.

1 Configure’dan Fiery sunucusu > Bolgesel ayarlar seceneklerini belirleyin.
2 Sunucu dili’nde bir dil segin.

3 Bolgesel ayarlar tek tek (6r. yalnizca Olgiim birimlerini) degistirmek istiyorsaniz, gerektigi sekilde ayarlar
degistirin.

4 Degisikliklerinizi kaydedin.

Not: Dil degisikliginin uygulanmasi i¢in Fiery server yeniden baglatilmalidir.

Tarihi ve saati el ile yapilandirma

Bolgesel ayarlar ozelligi saat dilimi ve giin 15181 tasarrufu ayarlarini el ile belirlemenize olanak saglar.

1 Configure’dan Fiery sunucusu > Bolgesel ayarlar seceneklerini belirleyin.

2 Tarih ve saat belirtin.

Tarih ve saati otomatik olarak yapilandirma

Bir saat sunucusu ve bir yoklama aralig1 secerek otomatik bir tarih ve saat mekanizmasi kullanabilirsiniz.

1 Configure'den Fiery sunucusu > Bolgesel ayarlar seceneklerini belirleyin.

2 Tarihi ve saati otomatik olarak ayarla'y: sectikten sonra Yénet baglantisina tiklayin.
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3 Bir saat sunucusu ve yoklama aralig1 secin.

Yoklama araligy, Fiery server iiriiniiniin saat sunucusundan ne siklikta giincelleme aldigini belirler.

is seceneklerini ayarlama

Yazdirilan kuyrugunun etkinlestirilmesi veya etkinlestirilmemesi gibi tiim isleri etkileyen segeneklerin ayarlarin
yapilandirabilirsiniz.

1

Configure'den, is yénetimi > Yazdirilan kuyruksecimlerini yapin, ardindan Yazdirilan isleri kaydet onay kutusunu
secin.

Bu secenek etkinse isleri Fiery server uygulamasina tekrar gondermeden Yazdirilan kuyrugundan yeniden
basabilirsiniz. Bu secenek etkin degilse isler yazdirildiktan sonra Fiery server dgesinden silinir.

Yazdirlan kuyrugunda kaydedilen isler alaninda, Yazdirilan kuyruguna kaydedilmesini istediginiz is sayisin
yazin.

Not: Bu secenek yalnizca Yazdirilan kuyrugunu etkinlestirdiyseniz kullanilabilir. Yazdirilan kuyruguna kaydedilen
islerin, Fiery server 6gesinde yer kapladigini unutmayin.

Fiery server, ice aktarildiginda isin ilk sayfasinin kiigiik resim onizlemesini olusturur. Bu 6nizleme her zaman
bekletilen islerde olusturulur ve bu davranisi kapatmak i¢in hicbir secenek yoktur.

Fiery server uygulamasini bityiik isleri bekletmeden islemeye (RIP uygulamaya) baslayacak sekilde yapilandirmak
icin Is yénetimi'ni ve ardindan Alma sirasinda RIP onay kutusunu segin.

Bu segenegi etkinlestirmeden 6nce su noktalar1 goz 6niinde bulundurun:

¢ Alma sirasinda RIP icin PDF ve VDP isleri desteklenmez ¢iinkii bu islerin islenmeden 6nce tamamen
bekletilmesi gerekir.

¢ Alma sirasinda RIP'i etkinlestirme secenegi ag {izerinden alinan bazi islerin sirasiz bir sekilde basilmasina
neden olabilir.

¢ Ag ortamina ve isi Fiery server uygulamasina gonderen istemci bilgisayarin hizina bagl olarak, Alma sirasinda
RIP secenegini etkinlestirmek Fiery server kaynaklarinin uzun bir siire boyunca yalnizca bu segenek icin
kullanilmasina neden olabilir ve Alma sirasinda RIP isi hala bekletilirken daha kiiciik ve/veya daha hizli islerin
"6ne alinmasini” ve iglenmesini engelleyebilir.

Bir is secenekleri dosyasi ile PS'den PDF'ye déniistiirme'yi kontrol etmek icin is yénetimi > PS'den PDF'ye
doniistiirme 6gelerini segin.

Yaptiginiz degisiklikleri kaydedin.

Yonetici ve Operator sifrelerini yapilandirma

Varsayilan Yonetici ve Operator sifrelerini ayarlayabilirsiniz. Varsayilan olarak Fiery server 6gesinde Operator sifresi
degil, Yonetici sifresi ayarlanir. Fiery server 6gesini yetkisiz degisikliklere karsi korumak i¢in Yonetici sifresini
degistirin.

Not: Ayarladiginiz sifreleri takip edin.

Sifrelerle ilgili daha fazla bilgi i¢in kullanici kilavuz setinin bir parcasi olan Yapilandirma ve Kurulum 6gesine bakin.

1

Configure’dan Giivenlik secenegini belirleyin.
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Asagidakilerden birini se¢in:

¢ Yonetici sifresi

¢ Operator sifresi

Yeni bir sifre girin ve onaylayin.

Degisikliklerinizi kaydedin.

Sistem giinliikleri indirme

Sistem giinliiklerini Configure'den indirebilirsiniz. Bu giinliikler bilgisayariniza ZIP dosyasi olarak kaydedilir ve
sorun giderme amaciyla Teknik destek boliimiine gonderilebilir.

1

2

Configure 6gesinde Fiery sunuculari > Sistem giinliikleri'ne tiklayin.

indir secenegine tiklayin.

is giinliigiinii yonetme

Is giinliigii, Fiery serveriizerinde kaydedilen bir dosyadir. Is giinliigiiniin en son temizlendigi veya Fiery server
yaziliminin yeniden yiiklendigi andan itibaren Fiery server tarafindan iglenen tiim isleri listeler.

Her Is giinliigii girdisinde kullanici adi, belge ad1, yazdirma tarih ve saati ve sayfa sayisi yer alir.

1
2

Configure'den, Fiery sunucusu > is giinliigii secimlerini yapin.

Fiery server s giinligiinii otomatik olarak disa aktaracak sekilde yapilandirmak icin is giinliiklerini otomatik
disa aktarmayi etkinlestir'i secin.

Bunu segerseniz, gonderme isleminin yapilacagi tarih ve saati belirtin. Is giinliigii, CSV (Virgiille ayrilan degerler)

dosyas: olarak gonderilir.

[s giinligii'niin gdnderildikten sonra otomatik olarak temizlenmesi igin Génderdikten sonra is giinligiini
temizle'yi secin.

Not: Gonderme islemi basarisiz olsa bile Is giinliigii temizlenir. {s giinliigii'nii kritik kayit tutma bilgileri olarak
kullanryorsaniz, bu secenegi belirlemeyin. Bu durumda, {s giinliigii'niin basarili olarak kaydedildiginden emin
olduktan sonra Fiery server tiriiniinden temizlemenizi 6neririz.

Is giinligii'nit SMB ile gondermek icin SMB'yi segin ve gerekli bilgileri girin. SMB bilgilerinin dogru sekilde
girildiginden emin olmak i¢in Dogrula'ya tiklayin.

JDF ayarlari

JDF (Is tanimi bicimi) teknolojisi is biletleri icin XML tabanli acik bir sektor standardidir. Farkli grafik sanat
uygulamalari ve sistemleri arasindaki bilgi aligverisini kolaylastirir.

Fiery JDF, JDF biletlerinin olusturulmasina izin veren uygulamalardan JDF islerinin Fiery server 6gesine sunulmasini
saglar.

JDF ayarlarini belirtmek ve Fiery JDF siiriimiinii, JDF cihazi kimligini ve JMF URL'sini goriintiilemek icin Configure'ii
kullanin.
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JDF ve JMF hakkinda daha fazla bilgi icin bkz. Fiery Command WorkStation yardima.
1 Configure'dan is génderme > JDF ayarlan seceneklerini secin
2 JDF'yi etkinlestir secenegini belirleyin.

3 Sanal yazic1 Fiery server 6gesi icin yapilandirildiysa Sanal yazicidan is ayarlarini kullan seceneginden bir tercih
yapin.

Not: Bu secenegi yalnizca is akisiniz icin gegerliyse belirtin.
4 s eylemi icinden varsayilan bir yazdirma kuyrugu eylemi belirtin.

5 JDF biletinde belirtilen ayarlar1 gecersiz kilmak istiyorsaniz Yukaridaki ayarlarla JDF isinin lizerine yaz
secenegini belirleyin.

6 JMF (is mesajlasma bicimi) URL bélumiinde JDF is akiglarini ayarlamak i¢in kullanabileceginiz Fiery server
hakkindaki salt okunur bilgiler gériintiilenir.

7 ]DF islerinin yazdirildiktan sonra nasil kapatilmasini istediginizi belirtin.

8 JDF isini kapatmak icin gerekli 6geleri belirtin. Isin otomatik olarak veya el ile kapatilabilmesi i¢in burada
sectiginiz 6geler doldurulmalidir.

9 Fiery server'nin ortak kaynaklar1 aradig1 ag yollarini belirtin.

Fiery server, gerekli nesneleri bulana kadar bu ag yollarinda belirlediginiz sirayla arama yapar. Bir yol girdiginizde
Fiery server, bu yolun agda olup olmadigini dogrulamaz.

Not: [slerinin kaynaklara erisim saglayabilmesi i¢in kullanicilar1 bu yollar konusunda bilgilendirin.

10 Yaptiginiz degisiklikleri kaydedin.

iletisim bilgilerini belirtme

Fiery server ve yazdirma cihazi icin destek saglayan kisiler icin iletisim bilgilerini belirtebilirsiniz.

1 Configure’dan, Fiery sunucusu secenegini ardindan Fiery destegi iletisim bilgileri veya Yazici destegi iletisim
bilgileri secenegini belirleyin.

2 Mevcut alanlara iletisim bilgilerini yazin.

Not: Bu alana girmis oldugunuz iletisim bilgileri Cihaz merkezi’ndeki WebTools ve Command WorkStation
Ogelerinde de goriintiilenir.

3 Degisikliklerinizi kaydedin.

Ag kurulumu

Fiery server 6gesini aginiza ekleyin.

Birbiriyle iletisim kurarken bilgisayarlar, sunucular ve Fiery server tarafindan kullanilacak ag adreslerini ve adlar:
girin. Fiery server 6gesinin, uygun bilgiler i¢cin ag1 sorgulayabilmek tizere ¢alisan bir aga baglandigindan emin olun.
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Ethernet hizini yapilandirma

Fiery server 6gesinin bagli oldugu agin hizini belirtin. Hiz1 bilmiyorsaniz Otomatik algilama 6zelligini
kullanabilirsiniz.

1 Configure’dan Ag > Ethertnet hizi secenegini belirleyin.

2 Fiery server 6gesinin bagh oldugu agin hizini se¢in.

Ag ortaminiz karisik ise veya ag hizini bilmiyorsaniz, Otomatik (10/100/1000) secenegini belirleyin.

3 Degisikliklerinizi kaydedin.

LDAP'yi yapilandirma

Fiery server'niz bu se¢enegi destekliyorsa, LDAP protokolii araciligiyla kurulusunuzdaki kurumsal bilgi sunuculariyla
iletisim kurmak icin Fiery server'yi yapilandirabilirsiniz. Fiery server, belirli 6zellikler i¢in e-posta adresleri listelerine
erisebilir.

Not: LDAP sunucusu ile Fiery server 'in Sistem Saati (Sunucu > Genel > Tarih ve Saat) arasindaki zaman farki bes
dakika veya daha az olmalidir.

1 Configure'den, Ag > LDAP secimlerini yapin.

2 LDAP Yapilandirma penceresinde LDAP'yi etkinlestir onay kutusunu segin.

w

LDAP sunucusunun adini veya IP adresini yazin.

LDAP sunucusu IP adresi ve ana bilgisayar adi, DNS sunucusunda kayith olmalidir.

LDAP sunucusu ile iletisim kurmak i¢in gerekli baglanti noktasi numarasini yazin.

Gtvenli iletisimi zorunlu kilmak i¢in Giivenli iletisim(TLS) secimini yapin.

Kimlik dogrulama gerekliyse, Kimlik dogrulama gerekli 6gesini secin ve kimlik dogrulama tiiriinii belirtin.

LDAP sunucusuna baglanmak i¢in kullanic1 adin1 ve sifresini girin.

0 N & U b

Kimlik dogrulama tiirii olarak GSSAPI yontemini sectiyseniz, Alan adi kismina LDAP sunucusunun alan adint
yazin.

9 Arama tabani kismina, Fiery server tirtintiniin LDAP sunucusunu bulmak i¢in arama yaptig1 konumu yazin.
Arama tabani konumunu dogrulamak i¢in ekranin alt kismindaki Dogrula diigmesine tiklayin.

10 Maksimum giris alanina, Fiery server 6gesinin LDAP sunucusundan kabul ettigi maksimum giris sayisini yazin.

11 Arama zaman asimi alaninda, Fiery server 6gesinin LDAP sunucusu ile iletisim kurmaya ¢alisirken harcadigt
maksimum siireyi belirtin..

12 Yaptiginiz degisiklikleri kaydedin.

Web hizmetlerini ve IPP yazdirmay: yapilandir

Web hizmetlerini etkinlestirme, kullanicilarin WebTools kullanmasini saglar.

Fiery server tizerinde ve kullanici bilgisayarlarinda TCP/IP etkinlestirilmelidir. Her bir bilgisayar Java 6zelligi etkin
yuikli bir Web tarayicisi ve gegerli bir IP adresi veya DNS ana bilgisayar adi gerektirir.
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Web hizmetlerini etkinlestirdikten sonra Internet yazdirma protokolii'nii (1PP) etkinlestirebilirsiniz. Fiery server'in
tium modelleri IPP yazdirmayi desteklemiyor.

Tarayici ve bilgisayar gereksinimleri hakkinda bilgi icin bkz. Yapilandirma ve Kurulum. Kullanicilarin
bilgisayarlarinda IPP yazdirmanin kullanilmas: hakkinda daha fazla bilgi almak amaciyla bkz. Yazdirma. Bu belgeler
kullanici kilavuz setinin parcgasidir.

1 Configure'den is génderme'ye tiklayin ve IPP'yi segin.

2 Yaptiginz degisiklikleri kaydedin.

SNMP'yi yapilandir

Uzaktan erisimi yapilandirmaya ve diger Fiery server 6zelliklerine izin vermek icin SNMP'yi etkinlestirin.
1 Configure'den, Ag > SNMP secimlerini yapin.

2 SNMP'yi etkinlestir secimini yapin.

3 Fiery server 6gesini kendi orijinal SNMP ayarlarina geri yiiklemek icin Geri yiikle diigmesine tiklayin.

Not: SNMP sayfasini yiiklendikten sonra SNMP ayarlari degistirildiyse, degisiklik yapmadan 6nce Geri yiikle
secenegine tiklamaniz gerekir.

4 Givenlik diizeyi listesinden asagidakilerden birini se¢in:
¢ Minimum - SNMP siiriim 1'deki islevsellige karsilik gelir.
¢ Orta -SNMP siiriim 3 i¢in daha fazla giivenlik sunar.
e Maksimum - SNMP siiriim 3 i¢in en giivenli ayar.

5 Okuma toplulugu ve Yazma toplulugunun isimlerini girin.

6 SNMP sunucusuyla kimlik dogrulama veya sifreleme gerektirmeyen bir kullanici adi1 belirlemek icin Giivenli
olmayan kullanici ad1 alanina ad1 yazin.

7 SNMP sunucusuyla kimlik dogrulama veya sifreleme gerektiren bir kullanici ad1 belirlemek i¢in Giivenli kullanici
adi alanina ad1 yazin ve asagidaki bilgileri belirleyin.

e Kullanic1 kimlik dogrulama tipi
¢ Kullanic1 kimlik dogrulama sifresi - giivenli kullanici adi baz alinarak MIB degerlerini okuma sifresi
o Kullanic gizliligi tiirdi - sifreleme tiirii

o Kullania gizlilik sifresi

8 Yaptiginiz degisiklikleri kaydedin.

Protokolleri yapilandirma

TCP/IP ayarlarini belirttiginizde, bir DHCP veya BOOTP sunucusundan otomatik olarak adresler atayabilirsiniz.

Bu yaklasimi kullanirsaniz, sertifikalar, IPsec, giivenlik, WINS sunucusu, DNS veya Ethernet icin TCP/IP ayarlarini
yapilandirmadan 6nce uygun sunucunun ¢alistirildigindan emin olun.
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Ethernet icin TCP/IP’yi yapilandirma

Fiery server 6gesinin, IP adresini otomatik olarak almasini belirtebilir veya adresi el ile ayarlayabilirsiniz.

Not: Fiery server, TCP/IP’yi daha sonra devre dis1 biraksaniz da atanan IP adreslerini depolar. Fiery server 6gesinin
IP adresini bagka bir cihaza atamaniz gerekiyorsa, 6nce Fiery server adresini geri dongii adresine (127.0.0.1)
ayarlayin.

Fiery server, benzersiz ve gegerli IP adresi gerektirir. Fiery server 6gesinin, IP adresini otomatik olarak almasini
belirtebilir veya adresi el ile ayarlayabilirsiniz. Fiery server 6gesinin IP adresini otomatik olarak almasina izin
verirseniz, ag gecidi adresini de otomatik olarak alir.

DNS veya WINS sunucusu icin IP adresleri gibi diger IP adresi tiirlerini otomatik olarak ayarlamak istiyorsaniz, Fiery
server 0gesinin kendi IP adresini otomatik olarak almasina izin vermeniz gerekir.

Fiery server 6gesinin TCP/IP adresini otomatik olarak almasina izin verme

Fiery server 6gesinin IP adresini, alt ag maskesini ve varsayilan ag gecidi adresini otomatik olarak almasin
saglayabilirsiniz.

1 Configure’dan Ag > IPv4 adresi seceneklerini belirleyin.

2 Configure IP adresi 6gesini Otomatik olarak ayarlayin.

3 DNS sunucusunun ve WINS sunucusunun otomatik olarak veya el ile yapilandirilmasini sec¢in.
4 Degisikliklerinizi kaydedin.
5

Aginiz IPv6 adresleri kullaniyorsa, Ag > IPv6 adresi 6gesini secin ve IPv6 adresini etkinlestir secenegini
belirleyin.

Not: IPv6'nin calismasi icin IPv4’tin etkinlestirilmesi gerekir.

6 Degisikliklerinizi kaydedin.

Fiery server icin TCP/IP adreslerini el ile ayarlama

TCP/IP adreslerini el ile ayarlamak icin IP adresini, alt a§ maskesini ve varsayilan ag gecidi adresini belirtmeniz
gerekir.

1 Configure’dan Ag > IPv4 adresi seceneklerini belirleyin.

2 Configure IP adresi 6gesini El ile olarak ayarlayin.

3 Ilgili alanlara IP adresini, alt ag maskesini ve varsayilan ag gecidi adresini girin.

4 DNS sunucusunun ve WINS sunucusunun otomatik olarak veya el ile yapilandirilmasini secin.
5 Degisikliklerinizi kaydedin.
6

Aginiz IPv6 adresleri kullaniyorsa, Ag > IPv6 adresi 6gesini secin ve IPv6 adresini etkinlestir secenegini
belirleyin.

Not: [Pv6, IPv4 68esinin etkinlestirilmis olmasini gerektirir.

7 Degisikliklerinizi kaydedin.
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DNS'yi yapilandirma

Fiery server'in bir IP adresine ad vermesine izin vermek icin DNS ayarlarini yapilandirin.

Fiery server iiriiniiniin DNS adresini otomatik olarak almasina izin vermek icin ilk olarak Fiery server tiriiniiniin
kendi IP adresini otomatik olarak almasina izin vermeniz gerekir.

1 Configure'den Ag > IPv4 adresi secenegini belirleyin.
DNS sunucusunu yapilandir sectikten sonra Otomatik veya El ile secenekleri arasindan tercihinizi yapin.

El ile secenegini belirlerseniz, birincil ve ikincil DNS sunuculari i¢in IP adresini ve DNS sonekini (alan adi) yazin.

H W N

Yaptiginiz degisiklikleri kaydedin.

WINS sunucusunu yapilandirma (ad ¢oziimlemesi)

WINS sunucusunu otomatik olarak veya el ile yapilandirmayi segebilirsiniz. WINS sunucusu sayesinde kullanicilar
IP adresi yerine ad ile ag kaynaklarina erigim saglayabilirler.

WINS sunucusunun Fiery server tarafindan otomatik olarak yapilandirilmasina izin vermek icin Fiery server IP
adresi de otomatik olarak yapilandirilmalidir.

1 Configure'den Ag > IPv4 adresi secenegini belirleyin.
2 WINS sunucusunu yapilandir seceneginin yaninda, Otomatik veya El ile segenegini belirleyin.

3 Elile secenegini belirlerseniz Fiery server iriiniiniin IP adresini yazin.

Kullanicilar SMB (Sunucu ileti blogu) araciligiyla Fiery server tiriiniine eristiginde ad ag tizerinde goriintiilenir.
Bu ad, Fiery server ad1 ile aynidur.

4 Yaptiginiz degisiklikleri kaydedin.

Baglanti noktalarini ve IP adreslerini kontrol etme

Fiery server 6gesine yapilan baglantilari1 kontrol etmek icin belirli IP baglant: noktalar: izerinden iletisim
kurulmasina izin verebilir veya IP adresi araligini kisitlayabilirsiniz.

Belirlenen IP baglanti noktalari iizerinden iletisime izin verme

Fiery server 6gesinde yetkisiz baglantilar1 kisitlamak icin ag etkinligini belirli baglant: noktalarina
kasitlayabilirsiniz. Yetkisiz baglant1 noktalarindan gonderilen komutlar veya isler, Fiery server tarafindan
yoksayilr.

1 Configure’dan Giivenlik > TCP/IP baglanti noktasi filtreleme secenegini belirleyin.

2 TCP/IP baglanti noktasi filtrelemeyi etkinlestir 6gesini se¢in ve etkinlestirilecek baglanti noktalarini belirtin.
Fiery server 6gesinde yalnizca yetkilendirmek istediginiz baglanti noktalarini segin.

3 Degisikliklerinizi kaydedin.

Fiery server 6gesinde Uzak masaiistii erisimini etkinlestirmek icin baglanti noktasi 3389’un ve (Fiery
sunucusu bolimiinde bulunan) Uzak masatistii seceneginin etkinlestirildiginden emin olun.

Not: Her Fiery server, baglanti noktasi 3389 secenegini desteklemez.
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Bir IP adresleri araligina izin verme veya kisitlama

IP adreslerinin kabul edilmesine veya reddedilmesine iliskin belirlemeyi yaparak Fiery server 6gesine yetkisiz
baglantilar1 kisitlayin.

Ozellikle kabul ettiginiz IP adresleri disindaki tiim IP adreslerini varsayilan olarak reddedebilirsiniz veya
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ozellikle reddettiginiz IP adresleri disindaki tiim IP adreslerini varsayilan olarak kabul edebilirsiniz. Kabul etmek

veya reddetmek icin birden fazla aralik veya IP adresi belirleyebilirsiniz. Yetkisiz IP adreslerinden gonderilen
komutlar veya isler, Fiery server tarafindan yoksayilir. IP adreslerini varsayilan olarak reddederseniz ve kabul
edilecek gecerli IP adreslerini belirtmezseniz, Fiery server icin tiim ag iletisimi devre dis1 birakilir.

1 Configure’dan Giivenlik > IP adresi filtreleme secenegini belirleyin.

2 [Pv4 adresi filtrelemeye izin vermek i¢in IPv4 adresi filtreleme onay kutusunu secin, IPv4 icin Varsayilan
filtre politikasinin reddettikleriniz disindaki IP adreslerini kabul etme seklinde mi yoksa kabul ettikleriniz

disindaki IP adreslerini reddetme seklinde mi olmasi gerektigini belirleyin. IP adresi araligini ve aralig1 kabul
etmek veya reddetmek isteyip istemediginizi belirlemek tizere IPv4 adres filtreleme ekle secenegini tiklatin.

Birden fazla aralik ekleyebilirsiniz.

3 IPv6 adresi filtrelemeye izin vermek i¢in IPv6 adresi filtreleme onay kutusunu se¢in, IPv6 icin Varsayilan
filtre politikasinin reddettikleriniz disindaki IP adreslerini kabul etme seklinde mi yoksa kabul ettikleriniz
disindaki IP adreslerini reddetme seklinde mi olmasi gerektigini belirleyin. IP adresi ve 6neki uzunlugunu,
ayrica bu adresi kabul etmek veya reddetmek isteyip istemediginizi belirlemek iizere IPv6 adres filtreleme
ekle secenegini tiklatin. Birden fazla IP adresi ekleyebilirsiniz.

4 Degisikliklerinizi kaydedin.

IPsec’i (internet protokolii giivenligi) yapilandirma

Kullanicilarin bilgisayar: IPsec’i destekliyorsa, kullanicilardan gelen sifrelenmis iletisimleri kabul etmek icin Fiery
server Ogesini etkinlestirebilirsiniz.

1 Configure’dan Gilivenlik > IPSec’i secin.
2 IPSec'i etkinlestir secenegini belirleyin.
3 Onceden paylasilan tusu tamimlamak icin Onceden paylagilan tus kutusuna yazin.
Onceden paylasilan tusu tanimlarsaniz, IPsec kullanan tiim gelen iletisimlerin bu anahtari icermesi gerekir.

4 Degisikliklerinizi kaydedin.

Yapilandirma kismindan sertifikalari yonetme

Fiery sunucusu, kullanici bilgisayarlar: ve Fiery sunucusu bilesenleri arasinda giivenli baglanti gerektirir. TLS
tizerinden HTTPS, iki son nokta arasindaki iletisimi sifreler. WebTools 6gesinden Fiery sunucusuna baglanti i¢in
HTTPS gereklidir. Bu iletisimler, TLS 1.2 ve 1.3 ile sifrelenir.

Fiery sunucusu, Yoneticinin TLS iletisimleri sirasinda kullanilan sertifikalar1 yonetmesine olanak tanir (Base64'te
kodlanmuis X.509 sertifika bi¢imi). Fiery sunucusu, 4096, 3072 ve 2048 bit anahtar uzunluguna sahip RSA
sertifikalarini destekler.
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Sertifikalar1 su sekillerde yonetebilirsiniz:

e Otomatik olarak imzalanan djjital sertifikalar olusturun.

o Fiery sunucusu icin bir sertifika ve onun ilgili 6zel anahtarini ekleyin.

o Givenilir bir sertifika yetkilisinden sertifika ekleme, tarama, goriintiileme ve kaldirma.

Not: Otomatik olarak imzalanan sertifikalar giivenli olmadigindan giivenilir Sertifika yetkilisinden (CA) bir sertifika
kullanmaniz gerekir.

Gvenilir bir Sertifika yetkilisi tarafindan imzali bir sertifika aldiktan sonra sertifikay1 Configure icinde Fiery
sunucusuna yiikleyebilirsiniz.

Bir sertifika veya 6zel anahtar ekle

Bir sertifika veya 6zel anahtar eklediginizde, konumunu belirtirsiniz.

1

Bir sertifikayla ilgili bilgileri gortintiilemek icin fareyi sertifika adinin tizerine getirin ve ardindan goz
simgesine tiklayin.

Ayrica ¢op kutusu simgesine tiklayarak sertifikayi silebilirsiniz.
Configure'den, Giivenlik > Giivenilir sertifikalarsecimlerini yapin.
Ekle'ye tiklayin.

Dosyay1 se¢gmek icin Gozat'a ve ardindan Ekle'ye tiklayin.

Web sunucusuna sertifika atama

Web sunucusu tarafindan kullanilan bir sertifikay1 atayabilir veya yeniden atayabilirsiniz.

1

2
3
4

Configure'den, Giivenlik > Sunucu sertifikasi'ni yapin.
Otomatik Olarak imzalanan Sertifika Olustur'a tiklayin.
Sertifika bilgilerinizi belirtin ve kaydedin.

Web sunucusu tarafindan kullanilan sertifikay1 degistirmek icin sertifikay: secin, Sertifikay1 Degistir'e
tiklayin ve sertifikanin veya 6zel anahtarin konumunu belirtin.

Atanan bir sertifikayi silme

Atanan bir sertifikayi silebilirsiniz.

1

2

3

Configure'den, Giivenlik > Giivenilir sertifikalarsecimlerini yapin.

Imleci silmek istediginiz sertifikanin tizerine getirin.

Sil simgesine (¢op kutusu) gorintilendigine dikkat edin.

Sil ikonuna tiklayin.
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Giivenlik se¢eneklerini yapilandirma

Fiery sunuculari, 6n taniml giivenlik profili segme veya kullanici verilerini sifreleme gibi giivenlik yonetiminde
kullanabileceginiz bircok arag sunar.

PostScript glivenligini yapilandirma

PostScript giivenligi, yazilim, yaz: tipleri, renk dosyalar1 ve islere erisimi Fiery server iizerinde kisitlar.
Yazi tiplerini PostScript tabanli bir yazi tipi indirme araci kullanarak yiiklemek i¢in bu secenegi temizleyin.

1 Configure'dan Gilivenlik'i segin.

2 PostScript Giivenligi icin onay kutusunu isaretleyin.

Giivenlik profili secme

Fiery giivenlik profilleri, Fiery server 6gesini koruma altina almanizi saglayan ayarlara hizlica ulasmanizi saglar.
1 Configure'den su se¢imi yapin: Glivenlik > Glvenlik profilleri.

2 Standart veya Yiiksek icin stitunun altindaki Se¢ diigmesine tiklayin.

Profiller stitunlu diizende goriintiilenir.

e Standart: varsayilan giivenlik ayar:

e Yiiksek: Fiery server 6gesinin daha da giivenli olmasini saglar ve en yaygin kullanilan giivenlik 6zelliklerini
etkinlestirir

e Gegerli: gecerli giivenlik ayarlarinin salt okunur 6zeti
3 Kaydet'e tiklayin.

Bazi kurulum segenekleri, Glivenlik profilleri'nde goriintillenmeyen ek alt seceneklere sahiptir. Guivenlik profili,
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temel (yiiksek diizey) ayari agip kapatmaniza olanak tanir. Mevcut alt secenekler varsayilan ayarlarinda tutulur. Profil

secip tercihlerinizi kaydettikten sonra alt segenekleri yapilandirabilirsiniz.

Giivenlik olaylarini topla

Kurulusunuzdaki uygunluk gereksinimlerine yardimci olmak icin Fiery server 6gesi Giivenlik denetimi giinligii'ne
kaydedilen gtivenlikle ilgili olaylar: toplar.

Gunliikler, ortak SIEM giinliik toplama ve analiz ¢6ziimleri tarafindan desteklenen bir bicimdedir.

Olaylar JSON bi¢imindedir. Olaylari Fiery, LLC miidahalesi olmadan okuyabilirsiniz.
1 Configure'den Giivenlik > Giivenlik denetimi giinliigl se¢imini yapin.
2 Giivenlik denetimi giinliigiinii etkinlestir'i secin.

3 Toplanan olaylar1 gériintiilemek icin indir'e tiklayin.

Giinliik ZIP dosyas: olarak saglanir.

4 fieryauditlog.evtx'i ayikla ve Windows olay goriintiileyicisi'nde a¢
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Giivenlik olaylari, ayrilan Fiery server depolama kapasitesine gore korunur. Giinliik boyutu, maksimum depolama
sinirina (400 MB) ulastig1 zaman, daha eski olaylar otomatik olarak kaldirilir.

Yazici ayarlarini yapilandirma

Baski baglantilarini yayinlayabilir ve is islemeyi etkileyen diger ayarlari yapabilirsiniz.
1 isgénderme > Kuyruklar seceneginde, Fiery server 6gesinde yayinlamak iizere yazdirma baglantilarini secin.

* Baski kuyrugunu yayinla - Islerin alindiklari siraya gore islendigi ve yazdirildig1 standart Fiery server
kuyrugudur. Fiery server 6genizde bu secenegin farkli bir ad1 olabilir veya kuyruk her zaman etkin oldugundan
kullanilamaz.

¢ Tutma kuyrugunu yayinla - Baski islerini daha sonra is yonetimi araglariyla basmak i¢in kullanilan bir
depolama alanidir.

¢ Yazi tipi kuyrugunu yayinla - Yazi tiplerini indirmek icin bunu se¢in. Ayrica PostScript giivenligini devre dis1
birakmaniz gerekir (Glivenlik > PostScript Guvenligi).

2 Islerin Fiery Hot Folders kullanilarak gonderilmesini saglamak icin is génderme ve ardindan Fiery Hot Folders
onay kutusunu segin.

3 Yaptiginz degisiklikleri kaydedin.

RIP ayarlarini yapilandirma

Dosyalarin Fiery server tarafindan nasil islendigini belirlemek icin ayarlar1 belirtin.

Adobe PDF Print Engine (APPE)

Fiery server, PDF isleri PostScript'e doniistiirmeye gerek kalmadan islemek ve goriintiilemek icin daima Adobe PDF
Print Engine (APPE) kullanir. Configure i¢cinde buna yonelik bir secenek olsa da, bu ayar her zaman agiktir.

PostScript ayarlarini yapilandirma

PostScript islerini etkileyen ayarlar: yapilandirabilirsiniz. Bu ayarlar, kullanicilarin bir ayar belirtmedigi isleri etkiler.

Baz1 ayar birlesimleri uygun olmayabilir (6rnegin, saydamlar tizerine ¢ift tarafli yazdirmayi belirtme). Uygun
olmayan bir ayar birlesimi belirtirseniz, bir hata mesaj1 goriintiilenmez.

1 Configure’dan RIP > PS ayarlari seceneklerini belirleyin.
2 Segenekler icin ayarlari belirtin.
3 Degisikliklerinizi kaydedin.

PostScript ayarlar1 hakkinda bilgi i¢in kullanici kilavuzu setinin bir parcasi olan Yapilandirma ve Kurulum 6gesine
bakin.
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VDP ayarlarini yapilandirma

Degisken veri baskisi (VDP) tarafindan kullanilan nesneler i¢in FreeForm islerine ve ag konumlarina (yollar) 6nceden
ayristirilacak kayit sayisini belirleyebilirsiniz.

1 Configure'den, RIP > VDP secimlerini yapin.

2 Kullanicilar bir FreeForm 1 veya FreeForm Create isine yiikleme ya da ¢ift tarafli yazdirma uygulayacaksa, kaydin
uzunlugunu segin:
e Is - Kayit sinirini tiim is olarak tanimlar.
¢ Ana FreeForm - Kayit sinirini1 Ana FreeForm olarak tanimlar.

3 Bir is bekletilirken incelenecek kayit sayisini belirleyin.
Bir say1 yazarsaniz Fiery server, kayit uzunlugunun kayitlar arasinda tutarli olup olmadigini belirlemek i¢in bu
say1 kadar kaydi 6rnek olarak inceler. Bu 6rnekteki kayitlar ayni uzunluga sahipse Fiery server, isteki tim
kayitlarin ayni uzunluga sahip oldugunu varsayar.
Fiery server herhangi bir kaydin farkli uzunluga sahip oldugunu algilarsa (ister Tim kayitlar' ister bir 6rnek sayisi
belirtin) Fiery server, isleme veya yiikleme amaglari i¢in gerekli oldugunda tiim kayitlari inceler. Fiery server,
bekleme siiresinde 6rnek kayitlar arasinda farkli bir uzunluk algilamaz ancak daha sonra farkli bir uzunluga sahip
ardisik kayit algilarsa, kullanicidan ek eylem gerceklestirmesi istenir.

4 Fiery server 0gesinin ortak nesneleri aradig1 ag yollarini belirtmek icin Ekle'ye tiklayin.

5 Goriinen pencereye yol adini yazin.
Yolun adin1 yazarken, eslenen siiriicii bi¢imini (6r. Z:\klasér) ya da bir UNC (6r. \\bilgisayar adi\klasor) kullanin.

6 Yol, kimlik dogrulamasi gerektiren bir bilgisayarda bulunursa Uzak sunucu kimlik dogrulamasi'ni secin, ardindan
uygun kullanici adini ve sifreyi girin.

7 Tamam'a tiklayin.

8 Daha fazla yol eklemek i¢in Ekle'ye tiklayin ve bu adimlari tekrarlayin.

9 Yaptiginiz degisiklikleri kaydedin.

HyperRIP Modu

HyperRIP yazdirma islerini ayn1 anda isleyerek yazdirma islerinin performansini en iist diizeye ¢ikarir. Bu 6zellik,
yazdirma isleri genellikle bir veya iki sayfadan uzun oldugunda ¢ok kullanighdur.

HyperRIP Moduna erismek i¢in Configure > RIP > HyperRIP Modu se¢imini yapin.

Islerin en verimli sekilde islenmesi icin Otomatik'i secin.

Isler genellikle 10-20 sayfadan kisa oldugunda, ¢coklu yazdirma islerini ayni anda islemek icin Goklu is 6gesini
secin.

Isler genellikle 10-20 sayfadan uzun oldugunda, ayr1 ayri isleri ayni anda islenecekleri béliimlere ayirmak icin Tek
is 0gesini secin.

Not: En verimli se¢im, islenmekte ve yazdirilmakta olan islerin sayisina ve tiiriine bagldir. En yiiksek verimlilik icin,
tipik bir isleme ve yazdirma isleri karisimi sirasinda her bir se¢im icin ¢ikt1 oraninin karsilastirilmasini 6neririz.
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Dagitilan RIP

Uygun lisansla, Fiery server isleri birden fazla kanatta isleyebilir. Arka ug bask: hattinin her zaman dolu olmasin
saglamak icin birden fazla karmasik is hizli ve paralel bir sekilde islenebilir. Isler Fiery server'e geldiginde,
iretkenligi en st dlizeye ¢ikarmak icin islenmek tizere kanatlara dagitilirlar.

Dagitilan RIP Fiery server'in mevcut tiim islevselligini korur ve mevcut tiim Fiery uygulamalari ile uyumludur.

Donanim gereksinimleri

Dagitilan RIP'in minimum 64 GB RAM ile Fiery XB kanatlarini ¢alistirabilmesi gerekir. CPU veya disk siiriictisit
icin ozel gereksinimler yoktur.

HyperRIP

Her Dagitilan RIP, tizerinde HyperRIP ¢alistirabilir. Ancak, dagitilan RIP etkin oldugunda Configure'deki
HyperRIP secenegi kullanilamaz. Bunun yerine bu is isleme dagitimi otomatik olarak gerceklesir.

o Isler, Is paralel modda oldugu gibi kanatlar arasinda islenir. Her kanat ayni anda farkli bir isi isleyebilir.
e Her kanat icinde isler, Sayfa paralel moddaki gibi islenir.

Dagitilan RIP olsa bile Band paralel modu her zaman agiktir (Fiery server Band paralel modu i¢in
yapilandirilmigsa). Band paralel modu bir Configure segenegi icermiyor. Yalnizca bir veya iki sayfanin PDF'lerini
isler ve APPE etkinlestirilmelidir.

Yazi tipleri

Yaz tipleri yonetimi penceresi Fiery sunucusunda bulunan tiim yazi tiplerini listeler. Ayrica yazi tipi listesini yerel bir
yaziciya da yazdirabilirsiniz.

Fiery sunucusu'nda yazi tiplerini yonetme
Yazi tipi listesini basabileceginiz gibi yazi tipi ekleyebilir, giincelleyebilir ve silebilirsiniz.
Configure'de su ayarlar1 yapin:

is génderme > Kuyruklar > Yazi tip kuyrugunu yayinla 6gelerini etkinlestirin. Giivenlik nedeniyle Yazi tipi
kuyrugu'nu yalnizca yazi tiplerini yiiklerken etkinlestirin.

PostScript yazi tipleri i¢in Giivenlik > PostScript glivenligi 6gelerini devre disi1 birakin.

Not: Sunucuda bulunan veya desteklenen bir uygulama ile indirilen tiim Japonca yazi tipleri kilitlidir. Fiery
sunucusuna indirilen Japonca yazi tipleri yalnizca yiikleme uygulamasi kullanilarak silinebilir.

1 Cihaz merkezi'ni su islemlerden biriyle agin:
¢ Sunucular bolmesinde sunucu ad: yanindaki Daha fazla simgesine (ii¢ dikey nokta) tiklayin.
¢ Sunucular bolmesindeki sunucu adina c¢ift tiklayin.
¢ Sunucu > Cihaz merkezi'ne tiklayin.
¢ Sunucu adina sag tiklayin ve Cihaz merkezi'ni secin.
2 Kaynaklar > Yazi tipleri'ne tiklayin.
3 PSyaz tipleri se¢imini yapin.

Fiery sunucusunda bulunan mevcut yazi tiplerinin listesi goriiniir.
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Yazi tipi eklemek veya mevcut yazi tiplerini giincellemek icin Yeni ekle'ye tiklayin. Indirmek istediginiz yazi tipini
bulmak i¢in Ekle'ye ve ardindan sirayla Tamam'a ve Yenile'ye tiklayin.

Adobe PostScript Tip 1 yazi tiplerini ekleyebilirsiniz.

Bir yazi tipini silmek i¢in Yazi tipi listesinden kilitli olmayan bir yaz tipini secin ve Sil'e tiklayin. Kilitli yazi tipleri
silinemez.

Yaz1 tipi listesini yazdirmak icin Yazdir'a tiklayin.

PostScript yazi tiplerini eklediyseniz Guivenlik > PostScript glivenligi 6gelerini yeniden etkinlestirin.

Yazi tiplerini yedekleme ve geri yiikleme

Fiery sunucusundaki tiim yazi tiplerini yedekleyebilir ve geri ytikleyebilirsiniz. Tek tek yaz: tiplerini secemezsiniz.

Fiery sunucusunda yazi tiplerini yedeklemek ve geri yiiklemek icin Yonetici olarak oturum a¢mis olmaniz gerekir.

1
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Cihaz merkezi'ni su islemlerden biriyle agin:

¢ Sunucular bolmesinde sunucu ad: yanindaki Daha fazla simgesine (li¢ dikey nokta) tiklayin.
¢ Sunucular bolmesindeki sunucu adina cift tiklayin.

¢ Sunucu > Cihaz merkezi'ne tiklayin.

¢ Sunucu adina sag tiklayin ve Cihaz merkezi'ni secin.

Kaynaklar > Yazi tipleri'ne tiklayin.

Yedekle'ye veya Geri yiikle'ye tiklayin.

Goriintiilenen web tarayicis: penceresinde giivenlik isteklerini uygulayin.
Yedekleme kaynaklari ve ayarlarialtinda Simdi yedekle'ye tiklayin.
Istendiginde yonetici olarak oturum acin.

Yedeklenecek ogeler listesinde Yazi tipleri'ni secin.

Su genel bilgileri izleyin:
Yazi tiplerini, Fiery sunucusunu da iceren bir dahili siiriiciiye yedeklemeyin. Yazi tiplerini yalnizca baslangicta
icinden yedeklendigi ayni Fiery sunucusuna geri yiiklemeniz gerekir.

Configure'den ¢ikma

Bazi degisiklikler Fiery sunucusunu yeniden baslatana kadar etkin hale gelmez. Bir ayar degisikligi icin yeniden
calistirma, yeniden baslatma veya diger bir eylemin yapilmas: gerekiyorsa, sayfanin {istiindeki baslikta bir ileti
goriintiilenir.
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1 Uygun degisiklikleri yapin.

Yeniden baglatmay: gerektirecek sekilde birden fazla ayarda degisiklik yapiyorsaniz, tim ayar degisikliklerini
bitirdikten sonra yeniden baslatabilirsiniz.

Onyiikleme gerektirmeyen degisiklikler icin, 6nyiikleme yerine yeniden baslatma secenegi sunulur. Fiery
sunucusunun kullanilabilir hale gelmesi i¢in 6nyiikleme islemi daha uzun stirer.

2 Degisikliklerin etkin hale gelmesi i¢in Fiery sunucusunda dnyiikleme islemi yapin veya sunucuyu yeniden
baglatin.

Sunucu ayarlarini goriintiileme, kaydetme veya yazdirma

Command WorkStation'daki Sunucu yapilandirmasi sekmesi gecerli Fiery sunucunun ayarlarini listeler.

Sunucu yapilandirmasi ayarlarini goriintiileme

Sunucu yapilandirmasi sekmesinden, Fiery sunucusu ayarlarina ait kategorileri goriintiileyebilir veya Kurulum
seceneklerini degistirebilirsiniz.

1 Command WorkStation'dan, istediginiz Fiery sunucusuna baglanin ve Cihaz merkezi > Genel > Sunucu
yapilandirmasi'na tiklayin.

2 Sunlardan birini yapin:

e Belirli bir kategorideki ayarlar1 goriintiilemek i¢in sayfanin sol tarafindaki kisayollara tiklayin.

¢ Gegerli Fiery sunucusu kurulum segeneklerini degistirmek i¢in pencerenin sag alt kosesindeki Configure
secenegine tiklayin.

Sunucu yapilandirmasini dosya olarak kaydetme

Bagli oldugunuz her Fiery sunucusu i¢in sunucu yapilandirmasini dosya olarak kaydedebilirsiniz. Birden fazla Fiery
sunucusu yonetiyorsaniz ve Fiery sunucusu kurulumunda yapilan tiim degisiklikleri takip etmek istiyorsaniz bu islem
ozellikle faydalidir.

1 Command WorkStation'dan, istediginiz Fiery sunucusuna baglanin.
Cihaz merkezi > Genel > Sunucu yapilandirmasi'na tiklayin.

Farkli kaydet'e tiklayin.

2

3

4 Dosya adin1 ve konumunu belirleyin.

5 Dosya tipi i¢in PDF veya Metin seceneklerini belirleyin.
6

Kaydet'e tiklayin.
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Sunucu yapilandirmasi sayfasini yazdirma

Kurulumu gerceklestirdikten sonra yaptiginiz ayarlari onaylamak i¢in sunucu yapilandirmasini yazdirin ve hizh
referans icin Fiery server tirtiniiniin yakinina yerlestirin. Kullanicilar, bu sayfadaki gecerli varsayilan ayarlar gibi
bilgilere ihtiyac¢ duyar.

1 Yapilandirma dosyasini kaydedin.

2 Kaydedilen dosyay1 bir ofis yazicisina yazdirin.

Yedekleme ve geri ylikleme hakkinda

Fiery kaynaklari ve ayarlari'ni veya tiim Fiery sunucusu sistem goruintiisiinii yedekleyebilirsiniz.

Sistem goriintiisiinii yedekleme hakkinda bilgi icin kullanici kilavuzu setinin Yapilandirma ve Kurulum boliimiine
goz atin.

Command WorkStation'da (FS400/400 Pro ve iistii) Fiery sunucusu ayarlarini yedekleme

Command WorkStation 6gesinden hangi Fiery sunucusu ayarlarini yedeklemek istediginizi secebilirsiniz.

Yedekleme dosyasini Fiery sunucusu yerine bir ag sunucusuna kaydetmenizi 6neririz. Aksi takdirde, sistem
yazilimini yeniden yiiklediginizde yedekleme dosyas silinir.

Ayarlar ayn1 model ve siiriimdeki baska bir Fiery sunucusuna geri yiiklenebilir ancak Sunucu ady, IP adresi ve Ag
ayarlari gibi ayarlar geri yiikklenmez. Mevcut ayarlar degistirilmeden ayni kalir. Bu islem, ayni agda bulunan iki Fiery
sunucusuyla sorun yasanmasini engeller.

1 Fiery sunucusuna Yonetici olarak baglanin ve asagidakilerden birini yapin:

¢ Cihaz Merkezi > Genel > Araclar > Fiery Kaynaklari ve Ayarlari'na tiklayin.
¢ Sunucu > Yedekle ve Geri Yiikle secimini yapin.

Agcilan yeni web tarayici penceresinde Fiery kaynaklari ve ayarlari'na tiklayin.

Simdi yedekle'ye tiklayin.

H W N

Yedeklemek istediginiz 6geleri secin ve Devam'a tiklayin.

Goriintiilenen pencerede yedekleme dosyasi i¢in bir ad belirtin.

S U

(Istege bagli) Dosya adina tarih ekle'yi segin.

N

Devam et'e tiklayin.

8 Istediginiz dosyay1 indirin ve dosya i¢in bir konum belirtin.

Bir .fbf ve .DAT dosyasi se¢meniz gerekir.
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Fiery sunucusu ayarlarini Command WorkStation (FS400/400 Pro ve listii) uygulamasindan
geri yiikleme

Daha 6nce Fiery sunucusu ayarlarini yedeklediyseniz o ayarlart Command WorkStation uygulamasindan geri
yiikleyebilirsiniz.

Ayarlar ayn1 model ve siiriimdeki baska bir Fiery sunucusuna geri yiiklenebilir ancak Sunucu ady, IP adresi ve Ag
ayarlari gibi ayarlar geri yiikklenmez. Mevcut ayarlar degistirilmeden ayni kalir. Bu islem, ayni agda bulunan iki Fiery
sunucusuyla sorun yasanmasini engeller.

1 Fiery sunucusuna Yonetici olarak baglanin ve asagidakilerden birini yapin:

¢ Cihaz Merkezi > Genel > Araclar > Fiery kaynaklari ve ayarlari'na tiklayin.

¢ Sunucu > Yedekle ve Geri Yiikle se¢cimini yapin.

2 Agilan yeni web tarayici penceresinde Fiery kaynaklari ve ayarlari'na tiklayin.
3 Geriyukle'ye tiklayin.

4 @Goriinen pencerede Dosya seg'e tiklayin, geri yiiklemek istediginiz yapilandirma ayarlarinin konumuna gidin ve
Ac'a tiklayin.

Bir .fbf ve .DAT dosyasi se¢meniz gerekir.
5 Devam et'e tiklayin.
6 Geri yiiklemek istediginiz 6geleri secin ve Devam'a tiklayin.

7 Geri yiikleme islemi tamamlandiktan sonra sorulursa Fiery sunucusunu yeniden baslatin.

Sorun giderme

Bu sorun giderme adimlari yaygin sorunlarin ¢cogunun ¢oziilmesine yardimci olabilir.

Ek bilgi veya destek i¢in kayitli kullanicilar Fiery Communities araciligiyla bir tartisma baslatabilir. Ayrica buray1
ziyaret edebilirsiniz: Fiery Command WorkStation yardima.

1 Fiery server i¢in gerekli olan tiim kablolarin saglam oldugundan ve dogru baglanti noktalarina tam olarak
takildigindan emin olun.

Bir sorunun en yaygin nedeni, hatali veya gevsek kablolardir.

Fiery server donaniminin kapaklarini asla ¢ikarmayin veya bagka herhangi bir sekilde agmayin. Kasa
icindeki parcalarin ve dahili kablolarin bakimi, yalnizca yetkili servis teknisyenleri tarafindan
gerceklestirilebilir.

2 Fiery server agilamiyorsa gii¢ kordonunun saglam oldugundan ve prizde yeterli gii¢ bulundugundan emin olun.

3 Fiery server yavas yazdirtyor veya isleri beklenen sekilde yonetemiyorsa, ayarlarin aginiz ve yazdirma ortaminiz
icin en iyi durumda oldugunu dogrulamak {izere Fiery server yapilandirmasini gézden gegirin.
Ag ortaminiz ya da is akisinizdaki herhangi bir degisiklik, Fiery server yapilandirmasinda da degisiklik
yapilmasini gerektirebilir.

4 Fiery server 6gesinde tigtincii taraf uygulamalarinin yiikli olmadigindan emin olun.

Uciincii taraf uygulamalari, Fiery server 6gesinde desteklenmez ve sistem sorunlarina neden olabilir. Buna
multimedya mesajlasma hizmeti (MMS) uygulamalari da dahildir (istemci bilgisayarlara veya aga yiiklenebilir).


https://communities.fiery.com/s/
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5 Fiery server 6gesini taramak icin kullanilan herhangi bir antiviriis uygulamasinin yalnizca istek tizerine ¢alisacak
sekilde ayarlandigindan ve siirekli calismadigindan emin olun.

6 Fiery server 6gesindeki Windows isletim sistemi ayarlarinin degistirilmediginden ve isletim sisteminin
yiikseltilmediginden (teknik destek tarafindan onaylanmadik¢a) emin olun.

Isletim sistemi ayarlar1 veya siiriimiinde yapilan degisiklikler sistem sorunlarina neden olabilir.
7 Windows giivenlik duvarinin devre dis1 birakilmadigindan emin olun.
8 Command WorkStation Sunuculart listesinde goriinen tiim hata mesajlarini gézden gegirin.

9 Command WorkStation ekrani ve tiim hata mesajlarinin bir ekran goériinttisiinii aldiktan sonra Command
WorkStation'1 kapatip yeniden acin. Yeniden baglatildiginda herhangi bir hata mesaji goriintiilenirse teknik destek
ile irtibata gecin.

10 Hata denetimi yapmak icin Preflight secenegini kullanabilirsiniz. Daha fazla bilgi icin bkz. Fiery Command
WorkStation yarduma.

11 Fiery server uygulamasini yeniden baslatin. Fiery server bosta durumuna gegmiyorsa veya ¢oziilmemis bagka bir
sorun varsa ilgili bilgileri toplayip teknik destek ile irtibata gecin.

is hatasi raporu olusturma

Bir i hata raporu olusturdugunuzda Command WorkStation, Fiery server ile ilgili bilgilerin, giinliiklerin ve giincel is
dosyalarinin zip dosyasini olusturur. Yazdirma isi hata durumunda degilse bile bir i hata raporu olusturabilirsiniz.

Not: Hata giinliik girislerinin bir siire sonra tizerine yazilir. Hata giinliiklerinin ilgili bilgileri icermesini saglamak
izere is hatasi raporunu, hata goriildiikten sonra miimkiin olan en kisa siirede olusturun. Eger miimkiinse herhangi
bir ek yazdirma isi islenmeden veya yazdirilmadan, Fiery server 6gesini yeniden baglatmadan 6nce is hata raporunu
olusturun.

Tutuldu listesindeki herhangi bir is i¢in is hata raporu olusturabilirsiniz.
1 Command WorkStation 6gesinde Tutuldu listesinden bir is secin.

2 Eger bir Windows bilgisayarindan erisiyorsaniz, Ctrl tusuna basarak ise sag tiklayin. Eger bir Mac bilgisayarindan
erisiyorsaniz Command+Control tuslarina basin ve ise sag tiklayin.

3 Kisayol mentisiinde Hata raporu olustur secenegini tiklatin.
4 s hatast ile ilgili bilgileri girin.

a) Tiim yorumlar1 ve ek bilgileri metin alanina girin.

Asagidaki bilgileri de saglamanizi 6neririz:

e Hatanin olustugu tarih ve saat

e Varsa gozlemlenen hata kodlar1

¢ Beklenen sonuca iligkin agiklama

e Hatali sonuca iliskin agiklama

¢ Hatanin nasil olustugunu agiklayan adimlar

e Hata siklig1 (tek olay, nadiren, bazen, sik sik, her zaman gibi)
e Hatanin birden fazla dosyada olusup olusmadig bilgisi

e Rapor i¢in se¢ilen dosyanin, hatanin olustugu dosya ile ayn1 olup olmadig bilgisi
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e Yazdirma isi bir istemci bilgisayara gonderilmisse igletim sistemi stiriimit
e Fiery server kullanici yaziliminin siirtimi yiikla

e Aynizaman dilimi i¢inde Fiery server 6gesinde gerceklestirilen diger tiim islere iligskin agiklama

b) Is, tarama verileri iceriyorsa, Taramalar' secerek rapora dahil edebilirsiniz.

Dosya diizgiin sekilde islenmezse taramay1 da eklemek faydal olabilir. Ancak, bu durumda izin verilen rapor

boyutu agilabilir. Bu nedenle, taramayi ayr1 olarak saglamak ise yarayabilir.

c) Eger is raporda renk profilleri iceriyorsa, bunlar1 rapora Renk Profillerisecerek dahil edebilirsiniz.

Renk profilleri; 6zel profiller ve yazdirilan renkler yanlhssa eklemek i¢in kullanish olabilir.

d) is dosyalarini haric tutmak icin Yalnizca giinliikleri kaydet (is dosyasi harig) secenegini belirleyin.

Yazdirma isleri gizli olarak ele aliniyorsa bu secenegi kullanin.

e) Rapora yerel kaynak dosyay1 eklemek icin Ekle + secenegini tiklayin.

[s islenmiyor veya yazdirilmiyorsa yerel kaynak dosyay: eklemek faydali olabilir. Ancak, bu durumda izin
verilen rapor boyutu agilabilir. Bu nedenle, taramayi ayr1 olarak saglamak ise yarayabilir.

5 Tim ilgili ek dosyalar1 rapora ekleyin.
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Isin dosya boyutu 6 GB'den diisiik olmalidir, ancak hata raporu, ekler ve ilgili dosyalar nedeniyle 6 GB'yi asabilir.

6 [shatasi raporunu kaydedin.

Sistem giinliikleri indirme

Sistem giinliiklerini Configure'den indirebilirsiniz. Bu giinliikler bilgisayariniza ZIP dosyasi olarak kaydedilir ve
sorun giderme amaciyla Teknik destek bolimiine gonderilebilir.

1 Configure 6gesinde Fiery sunuculari > Sistem giinliikleri'ne tiklayin.

2 indir secenegine tiklayin.

Calisma zamani hatalarini ¢6zme

Cogu calisma zamani hatasi baglanti sorunlariyla ilgilidir ve bu boliimdeki ipuglari kullanilarak kolaylikla ¢o6ziilebilir.

Yazici bulunamadi

Agdaki bir yazicty1 bulamamanin nedeni cogunlukla Fiery server icin eksik veya ¢akisan bir ad veya IP adresi
olmasidur.
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Fiery server dgesinde:

e Configure > Fiery Server > Sunucu adi boliimiine ana bilgisayar adinin (DNS ad1) girildiginden emin olun. Daha
fazla bilgi i¢in bkz. Fiery Command WorkStation yardumi.

Her bir Windows veya Mac istemci bilgisayarda:

o Istemci bilgisayardan Fiery server'a bir ping testi uygulayin ve tiim baglanti sorunlarina yénelik standart sorun
giderme iglemini gerceklestirin.

e Standart sorun giderme ile sorun ¢oziilmezse ana bilgisayarlar dosyasinda Fiery server ana bilgisayar adini (DNS
name) belirtebilirsiniz.

Not: istemci bilgisayarda ana bilgisayar adini belirttikten sonra adin degistigi her seferde giincellenmesi gerekir.

o Istemci bilgisayardaki Command WorkStation ve diger Command WorkStation yardimci programlarinin Fiery
server'a baglanmasina izin vermek icin, Fiery server IP adresinin veya DNS adinin sunucu listesinde
yapilandirilmis olmasi gereklidir. Daha fazla bilgi i¢in bkz. Yardimct uygulamalar.

Fiery server iiriiniiyle Command WorkStation veya yardimci uygulamalar arasinda baglanti
kuramama

Command WorkStation veya yardimci uygulamalarla Fiery server iiriintine baglanamiyorsaniz ag baglantisini
kontrol edin ve kullanicilarin dogru IP adresini veya DNS adini girdigini dogrulayin.

e Yardimci uygulamalar veya WebTools'un ¢alistirildigr uzak bir bilgisayar ile durum bilgilerini alarak miidahale
edin. Mimkiinse, uzak uygulamay1 kapatin ve yeniden baglanmay: deneyin.

¢ Command WorkStation yazilimini yeniden baslatin ve yeniden baglanmay1 deneyin.

o Fiery server 6gesini yeniden baslatin.

Fiery server tiriiniinde yapilandirma ayarlarini dogrulayin. Command WorkStation yazilimiyla baglanti
kuramiyorsaniz WebTools Configure 6gesini kullanin.

¢ Bilgisayarin Configure > Fiery sunucusubdliimiinden Sunucu adi ayarini kontrol edin.
o Bilgisayarin Configure > Agboéliimiinden IP adresi ayarlarini ve diger ag ayarlarini kontrol edin.

o Istemci bilgisayarda gerekli ag protokollerinin yiiklii oldugunu onaylayin.
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