Konfigurowanie ustawien serwera Fiery

Uzyskiwanie dostepu do programu Configure

Po pierwszym uruchomieniu serwera Fiery lub zainstalowaniu oprogramowania systemowego nalezy skonfigurowac
serwer Fiery. Jezeli nie przeprowadzisz konfiguracji, zastosowane zostana ustawienia domyslne. Nalezy upewnic sie,
ze ustawienia sa odpowiednie dla danego §rodowiska drukowania. W przypadku zmian w sieci lub srodowisku
drukowania moze by¢ wymagane dostosowanie ustawien.

W przypadku korzystania z serweréw proxy z domyslna przegladarka internetowa uruchomienie programu
Configure moze nie by¢ mozliwe z poziomu Command WorkStation. Zarejestruj adres IP serwera Fiery jako wyjatek
w domyslnych ustawieniach przegladarki. Sprawdz domyslne ustawienia polaczenia z przegladarka i dostosuj je
odpowiednio.

Mozesz skonfigurowaé serwer Fiery z poziomu komputera klienckiego za pomoca programu Configure, do ktérego
mozesz uzyskac dostep z nastepujacych lokalizacji:

¢ Command WorkStation

e WebTools (przy uzyciu obslugiwanej przegladarki internetowej)

Przejdz do rozwigzania Configure z poziomu aplikacji Command WorkStation

1 W aplikacji Command WorkStation nawiaz polaczenie z odpowiednim serwerem Fiery i zalogyj si¢ jako
Administrator.

2 Wykonaj jedna z ponizszych czynnosci, aby uruchomié¢ program Configure:
¢ W menu Serwer kliknij element Configure.

¢ W Centrum urzadzen wybierz karte Informacje ogélne, a nastepnie kliknij element Configure w prawym
dolnym rogu.

3 W oknie Configure zmien ustawienia konfiguracji biezacego serwera Fiery.

Przejdz do rozwigzania Configure z poziomu aplikacji WebTools

1 Otworz przegladarke internetowa i wpisz adres IP serwera Fiery.
2 W oknie WebTools kliknij karte Configure.

Uwaga: Po uruchomieniu programu Configure w przegladarce moze zosta¢ wyswietlony komunikat o btedzie
certyfikatu zabezpieczeni. Mimo tego btedu mozna bezpiecznie kontynuowacé prace.

3 Zalogyj sie z uprawnieniami administratora.

© 2026 Fiery, LLC.
15 stycznia 2026



Konfigurowanie ustawien serwera Fiery | 2

Konfigurowanie serwera

Program Configure umozliwia skonfigurowanie serwera Fiery server. Konfiguracja jest wymagana po pierwszym
wlaczeniu serwera Fiery server lub zainstalowaniu oprogramowania systemowego. Program Configure umozliwia
takze okreslenie informacji o srodowisku sieciowym i preferencjach drukowania dla zadan wysylanych przez
uzytkownikéw do serwera Fiery server.

Uwaga: Niektdre opcje programu Configure moga nie by¢ obslugiwane przez dany serwer Fiery server.

Aby uzyska¢ informacje o opcjach programu Configure, ktére nie zostaly oméwione w tej Pomocy, zapoznaj sie z
cze$cia Konfiguracja i instalacja w zestawie dokumentacji uzytkownika.

Przeptyw roboczy konfiguracji

W programie Configure mozna wyswietli¢ i skonfigurowa¢ ustawienia serwera Fiery server wymagane do
drukowania i przetwarzania zadan przez siec.

1 Aby zmieni¢ ustawienia konfiguracyjne serwera, w programie Command WorkStation potacz sie z odpowiednim
serwerem Fiery server.

2 Aby zmieni¢ ustawienia, w menu Serwer kliknij opcje Configure.

Alternatywne metody uzyskania dostepu do programu Configure: zob. Uzyskiwanie dostepu do programu
Configure na stronie 1.

3 W programie Configure przejdz do ustawienia, ktére chcesz zmienic.
4 Po dokonaniu zmiany ustawienia dla danej opcji kliknij przycisk Anuluj lub Zapisz.

5 Do zakoniczeniu wprowadzania zmian uruchom ponownie serwer Fiery server.

Uwaga: Wprowadzone zmiany zostang zastosowane dopiero po ponownym uruchomieniu serwera Fiery server.

Uzytkownicy i grupy

Uprawnienia uzytkownikéw uzyskujacych dostep do serwera Fiery server mozna definiowad, przypisujac ich do
grup. Domysélnie okreslono kilka grup. Wszyscy uzytkownicy w grupie dysponuja takimi samymi uprawnieniami.
Informacje szczegélowe dotyczace uzytkownikéw i grup mozna wyswietli¢, wybierajac Konta uzytkownikéw.

Poza przypisywaniem utworzonych uzytkownikéw do grupy mozna dodawac ich z globalnej listy adresowej
organizacji. Aby to zrobi¢, nalezy najpierw wlaczy¢ ustugi LDAP na serwerze Fiery.

Tworzenie nowych uzytkownikow

Jezeli uzytkownicy nie znajduja si¢ na globalnej liscie adreséw ani na li$cie kontaktéw, mozna utworzy¢ ich recznie.
Kazda nazwa znajdujaca sie na liscie kontaktéw moze by¢ nazwa uzytkownika przypisanego do grupy.

W grupach Administratorzy i Operatorzy istnieje uzytkownik domyslny o nazwie odpowiednio ,administrator” lub
»operator”.

1 W programie Configure wybierz Konta uzytkownikéw.
2 Kliknij przycisk Lista kontaktow Fiery.

3 W oknie dialogowym Lista kontaktow Fiery kliknij przycisk Dodaj uzytkownika.
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4 W oknie dialogowym Utwdrz uzytkownika podaj wymagane informacje. Kliknij przycisk Utwérz.

5 Kliknij przycisk Zamknij.

Dodawanie uzytkownikéw do istniejacych grup

Mozna dodac¢ istniejacych uzytkownikéw do istniejacej grupy lub utworzy¢ uzytkownikéw i dodacé ich do istniejacej
grupy. Uzytkownikéw mozna doda¢ do dowolnej liczby grup.

Utworzenie konta uzytkownika nie powoduje przypisania mu zadnych uprawniert do momentu dodania go do grupy.
1 W programie Configure wybierz Konta uzytkownikéw.

2 Wybierz grupe, do ktérej chcesz dodac uzytkownikéw.

3 Kliknij przycisk Przypisz uzytkownikow.

4 Przypisz uzytkownika do odpowiednich grup, korzystajgc z nastepujacych metod:

¢ Aby utworzy¢ nowego uzytkownika i przypisa¢ go do grupy, wybierz pozycje Utwérz i przypisz nowego
uzytkownika z listy rozwijanej, wpisz odpowiednie informacje w oknie dialogowym Utwérz uzytkownika, a
nastepnie kliknij przycisk Zapisz.

e Aby przypisac istniejace konto uzytkownika do grupy, wybierz pozycje Dodaj z listy kontaktéw. W oknie
dialogowym Przypisz uzytkownikdw wprowadz nazwe konta pod opcja Uzytkownicy listy kontaktéw Fiery, a
nastepnie nacié$nij klawisz Enter lub wybierz konto z listy i kliknij przycisk Dodaj uzytkownikow.

¢ Aby przypisa¢ konto uzytkownika SSO do grupy, wybierz polecenie Dodaj z ustugi Azure AD. W oknie
dialogowym Przypisz uzytkownikdw wybierz opcje Lista uzytkownikoéw SSO i zalogyj sie. Jesli uzytkownik ma
juz aktywna sesje ustugi Azure, rozwiazanie WebTools pobierze liste uzytkownikéw z ustugi Azure. Jesli nie,
uzytkownikowi zostanie wy$wietlony monit o wprowadzenie danych logowania do uslugi Azure. Wyszukaj
uzytkownika SSO na liscie, wybierz konto, jesli znajduje si¢ ono na liScie, a nastepnie kliknij przycisk Dodaj
uzytkownikéw.

e Aby przypisa¢ uzytkownika z globalnej listy adreséw, wybierz pozycje Dodaj z globalnej listy adresow. Jezeli
protokét LDAP jest skonfigurowany i wlaczony, lista ta zawiera nazwy uzytkownikéw z bazy danych
organizacji. Jezeli widoczny jest przycisk Konfiguruj ustawienia protokotu LDAP, kliknij ten przycisk, aby
skonfigurowa¢ ustawienia protokotu LDAP do wspélpracy z Command WorkStation.

5 Kliknij przycisk Zamknij po zakoriczeniu dodawania kont uzytkownikéw do grup.

Usuwanie uzytkownikéw z grup

Mozna usuna¢ uzytkownika z grupy. Zadania wystane przez uzytkownika do serwera Fiery zostang przetworzone, a
w dzienniku zadan pozostanie nazwa uzytkownika i okreslone informacje dotyczace zadania.

Uzytkownik usuniety z grupy pozostaje na liscie kontaktow Fiery.

Uwaga: Nie mozna usuwac uzytkownikéw domyslnych o nazwie ,Administrator” ani ,Operator”.
1 W programie Configure wybierz Konta uzytkownikow.

2 Wybierz grupe, w ktérej znajduje sie uzytkownik.

3 Przesun kursor myszy na nazwe uzytkownika, ktérego chcesz usunac z grupy.
Wyswietlone zostana ikony Edytuj i Usun.
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Kliknij ikone Usun.
Uzytkownik zostal usuniety z grupy, ale nie z listy kontaktéw Fiery.

Zmienianie atrybutow uzytkownika

Istnieje mozliwo$¢ zmiany atrybutéw uzytkownika, takich jak hasto i adres e-mail. Jezeli uzytkownik jest juz
zalogowany, wprowadzone zmiany sg uwzgledniane po jego wylogowaniu i ponownym zalogowaniu.

Aby zmieni¢ domyslne hasto uzytkownika Administrator i Operator, mozna wykonaé ponizsza procedure lub
skonfigurowa¢ nowe hasto.

1
2

W programie Configure wybierz Konta uzytkownikéw.
Kliknij przycisk Lista kontaktow Fiery.

Przesun kursor na nazwe uzytkownika.
Wyswietli sie ikona Edytuj.

Kliknij ikone Edytuj. W oknie dialogowym Edytuj uzytkownika edytuj atrybuty uzytkownika i kliknij przycisk
Zapisz.

Zmiana uprawnien grupy

1
2

3

W programie Configure wybierz Konta uzytkownikéw.

Przesun kursor na nazwe grupy.
Zostanie wyswietlona ikona Edytuj.

Kliknij ikone Edytuj. W oknie dialogowym Edytuj grupe zaznacz uprawnienia (lub usun ich zaznaczenia) i kliknij
przycisk Zapisz.

Uwaga: Uprawnienia te moga nie by¢ obstugiwane przez niektdre serwery Fiery.

¢ Kalibracja — umozliwia czlonkom tej grupy kalibrowanie serwera Fiery. W grupach domyslnych uprawnienie
to nalezy wylacznie do grup Administrator i Operator.

¢ Utworz ustawienia wstepne serwera — umozliwia cztonkom grupy, ktérzy maja to uprawnienie, zapisanie
zestawu opcji drukowania, ktére uzytkownicy moga wybra¢ dla zadania.

¢ Zarzadzaj kolejnoscig zadan — umozliwia cztonkom grupy, ktérzy maja to uprawnienie, tworzenie,
edytowanie i usuwanie ustawien wstepnych serwera i drukarek wirtualnych.

¢ Edytuj zadania — umozliwia cztonkom grupy, ktérzy maja to uprawnienie, edytowanie zadan dostepnych w
kolejce zadan wstrzymanych lub wydrukowanych.

Usuwanie uzytkownikow

Uzytkownika mozna catkowicie usunac z serwera Fiery. Zadania wystane przez uzytkownika do serwera Fiery
zostana przetworzone, a w dzienniku zadan pozostanie nazwa uzytkownika i okres$lone informacje dotyczace
zadania.

Uwaga: Nie mozna usuna¢ uzytkownikéw domyslnych o nazwie Administrator i Operator. Nie mozna tez usuna¢
grupy Administratorzy ani Operatorzy.
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1 W programie Configure wybierz Konta uzytkownikow.
2 Aby catkowicie usunac uzytkownika z serwera Fiery, wykonaj nastepujace czynnosci:
a) Kliknij przycisk Lista kontaktow Fiery.

b) W oknie dialogowym Lista kontaktow Fiery przesun kursor myszy na nazwe uzytkownika, ktérego chcesz
usunad.
Wyswietlone zostana ikony Edytuj i Usun.

Uwaga: Ikona Usun jest widoczna tylko wtedy, jezeli masz uprawnienia do usuniecia tego uzytkownika.

¢) Kliknij ikone Usun.
Uzytkownik zostal catkowicie usuniety z serwera Fiery.

d) Kliknij przycisk Zamknij.

Logowanie jednokrotne (SSO)

Fiery server obsluguje protokét OpenID Connect dla opartego na chmurze uwierzytelniania uzytkownika metoda
logowania jednokrotnego (SSO) z wykorzystaniem Microsoft Entra ID. Uzytkownicy loguja sie na serwer Fiery
server, korzystajac ze swoich istniejacych danych logowania Entra ID.

Metoda uwierzytelniania SSO obsluguje funkcje uwierzytelniania wielosktadnikowego (MFA). SSO pomaga ustali¢
tozsamos¢ uzytkownika poprzez weryfikacje niezbednych informacji. Dzieki funkcji SSO uzytkownicy z
odpowiednim dostepem moga logowac sie do serwera Fiery server bez koniecznosci uwierzytelniania za kazdym
razem. Funkcja SSO zapewnia bezpieczne logowanie, poniewaz na serwerze Fiery server nie sa przechowywane
lokalnie zadne hasta uzytkownikdéw.

Urzadzenie Fiery server nie moze by¢ podlaczone do serwera proxy. Musi by¢ podlaczone bezposrednio do
Internetu. Nalezy réwniez zapewni¢ dostepno$¢ Internetu oraz aktywne konto Microsoft Entra ID.

Rejestrowanie nowej aplikacji w Microsoft Entra

Nalezy zarejestrowac aplikacje w module dzierzawcy ustugi Microsoft Entra ID, gdzie znajduja si¢ konta
uzytkownikéw.

1 Zalogyj sie do konta Microsoft Entra.
2 PrzejdZz do Entra ID > Rejestracje aplikacji > Nowa rejestracja.

3 Wprowadz szczegdly na stronie Zarejestruj aplikacje.

Adres URL przekierowania mozna skopiowa¢, wybierajac kolejno WebTools > Configure > Sie¢ > Logowanie
jednokrotne. Aplikacja zostanie zarejestrowana, nawet jesli w tym momencie uzytkownik nie doda adresu URL
przekierowania. Adres URL przekierowania mozna doda¢ pdzniej.

4 Kliknij przycisk Zarejestruj.

Dodawanie adresu URL przekierowania po zarejestrowaniu aplikacji

1 Kliknij pozycje Dodaj adres URL przekierowania w sekcji przegladu.
2 Kliknij pozycje Dodaj platforme w obszarze Konfiguracje platformy w okienku po prawej stronie.

3 Wybierz opcje Aplikacje mobilne i komputerowe.
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4 Dodaj adres URL przekierowania w obszarze Niestandardowe adresy URL przekierowania.

5 Kliknij przycisk Konfiguruj.

Przyznanie uprawnienia interfejsu API

Po zarejestrowaniu aplikacji nalezy udzieli¢ aplikacji uprawnienia interfejsu API do odczytywania informacji z ustugi
Entra ID.

1 Zalogyj sie do konta Entra i przejdZ kolejno do opcji Zarzadzaj > Uprawnienia interfejsu APl > Dodaj
uprawnienie.

2 Na stronie Zazadaj uprawnien interfejsu API wybierz kolejno Microsoft Graph > Przekazane uprawnienia.
3 Na pasku wyszukiwania wpisz "katalog" i zaznacz pole wyboru Directory.Read.All.

4 Kliknij przycisk Dodaj uprawnienia.

Zadanie musi zosta¢ uwzglednione przez administratora.

Udostepnianie SSO jako metody logowania

Mozna zezwoli¢ uzytkownikom SSO na logowanie sie¢ do Command WorkStation oraz WebTools
Aby wyswietli¢ komunikaty uwierzytelniania w innym jezyku, nalezy zmieni¢ jezyk przegladarki.

1 Wybierajac kolejno Configure > Sie¢ > Logowanie jednokrotne (S50)zaznacz opcje Whacz protokét SSO.

Identyfikator Microsoft Entra moze by¢ okreslany jako ,,Azure Active Directory (Azure AD)” w narzedziu
Configure.

2 Skopiuj te informacje z konta Microsoft Entra i wklej je w oknie Logowanie jednokrotne

¢ Dokument metadanych OpenlD Connect
¢ Identyfikator katalogu (dzierzawca)
e Identyfikator aplikacji (klient)

Identyfikator katalogu (dzierzawca) i identyfikator aplikacji (klient) sa dostepne w sekcji Przeglad zarejestrowanej
aplikacji. Adres URL dokumentu metadanych OpenID Connect jest widoczny po kliknieciu opcji Punkty
koncowe w tej samej sekcji.

3 Skopiuj Adres URL przekierowania i dodaj go w sekcji Uwierzytelnianie zarejestrowanej aplikacji w ustudze
Entra.

Adres URL przekierowania jest wstepnie wygenerowany i zawiera nazwe serwera Fiery server. W przypadku
zmiany nazwy hosta nalezy ponownie uruchomic¢ serwer Fiery server i doda¢ nowy Adres URL przekierowania w
sekcji Uwierzytelnianie zarejestrowanej aplikacji w ustudze Entra.

Serwer Fiery server nie moze miec takiej samej nazwy hosta jak inny serwer Fiery server w tej samej sieci
intranet.

4 Kliknij przycisk Zapisz.

5 Aby uwierzytelni¢ szczegoély, kliknij przycisk Uwierzytelnij.

Funkcja blokowania wyskakujacych okienek w przegladarce musi by¢ wylaczona.
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6 Kliknij opcje Zaawansowane na stronie ostrzezenia, a nastepnie kliknij przycisk Zaakceptuj ryzyko i kontynuuj.

W zaleznos$ci od uzywanej przegladarki nazwy poszczegélnych opcji moga by¢ inne.

Jezeli szczegoly sa prawidlowe, weryfikacja zostanie zakoriczona po uplywie 180 sekund. Jezeli limit czasu
weryfikacji wygasnie, nalezy ponownie uruchomic procedure uwierzytelniania.

Dodawanie kont uzytkownikéw w programie Configure (WebTool)

Po skonfigurowaniu protokotu SSO administrator moze dodawa¢ uzytkownikéw z okreslonymi uprawnieniami
uzytkownika do grup.

1 Zalogyj sie, wybierajac kolejno Configure > Konta uzytkownikéw > Przypisz uzytkownikéw > Dodaj z ustugi
Azure AD.

2 W oknie Przypisz uzytkownikéw kliknij przycisk Zaloguj sie.

Je$li masz juz aktywna sesje ustugi Entra ID, rozwiazanie WebTools pobierze liste uzytkownikéw z ustugi Entra.
Jesli nie, zostanie wy$wietlony monit o wprowadzenie danych logowania do uslugi Entra.

3 Wybierz nazwe uzytkownika, ktérego chcesz doda¢, a nastepnie kliknij strzatke w prawo.

Ustawienia serwera

Mozna wykonywa¢ czynnosci takie jak okreslanie ustawien ogdlnych, ustawianie opcji zadan, konfigurowanie hasel
administratora i operatora, zarzadzanie Dziennikiem zadan oraz okre$lanie ustawien: JDF.

Ustawianie nazwy serwera Fiery server

Uzytkownik moze okresli¢ nazwe serwera Fiery server i skonfigurowac inne opcje ogélne.
1 W programie Configure wybierz kolejno pozycje Serwer Fiery > Nazwa serwera.

2 Wprowadz nazwe serwera Fiery server, ktéra bedzie wyswietlana w sieci.

Uwaga: W przypadku stosowania wielu serweréw Fiery server nalezy nada¢ im rézne nazwy.

Konfigurowanie jezyka i ustawien regionalnych

Po wybraniu jezyka ustawienia regionalne (oprdécz godziny i daty) sa konfigurowane automatycznie na podstawie
dokonanego wyboru. W razie potrzeby mozna réwniez zmieni¢ dowolne ustawienie recznie.

1 W programie Configure wybierz kolejno Serwer Fiery > Ustawienia regionalne.
2 Wybierz jezyk z listy Jezyk serwera.

3 Aby zmieni¢ poszczegdlne ustawienia regionalne (na przyktad tylko Jednostki miary), mozna je zmodyfikowaé
odpowiednio do potrzeb.

4 Zapisz zmiany.

Uwaga: Aby zastosowac zmiane jezyka, nalezy ponownie uruchomic serwer Fiery server.
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Reczne konfigurowanie daty i godziny

8

Funkcja Ustawienia regionalne umozliwia reczne wybranie strefy czasowej oraz ustawien czasu letniego i zimowego.

1 W programie Configure wybierz kolejno Serwer Fiery > Ustawienia regionalne.

2 DPodaj date i godzine.

Automatyczne konfigurowanie daty i godziny
Mozna uzy¢ mechanizmu automatycznego ustawiania daty i godziny, wybierajac serwer czasu oraz czas miedzy
odpytaniami.

1 W programie Configure wybierz kolejno Serwer Fiery > Ustawienia regionalne.
2 Wybierz opcje Ustaw date i godzine automatycznie, a nastepnie kliknij tacze Zarzadzaj.

3 Wybierz serwer czasu i czas miedzy odpytaniami.

Czas miedzy odpytaniami okresla, jak czesto serwer Fiery server odbiera aktualizacje z serwera czasu.

Ustawianie opcji zadan

Mozna skonfigurowa¢ ustawienia opcji majacych wplyw na wszystkie zadania, na przyklad w zakresie domyslnego
wlaczania kolejki wydruku.

1 W programie Configure wybierz kolejno Zarzadzanie zadaniami > Kolejka wydruku , a nastepnie zaznacz pole
wyboru Zapisz wydrukowane zadania.

W przypadku wlaczenia tej opcji mozna ponownie drukowac zadania z kolejki Wydrukowane bez konieczno$ci
ich ponownego przesylania do serwera Fiery server. Jesli nie wlaczono tej opcji, wydrukowane zadania sa
usuwane z serwera Fiery server.

2 W polu Zadania zachowane w kolejce wydruku wprowadz liczbe zadan, ktéra chcesz zachowywac w kolejce
wydruku.

Uwaga: Ta opcja jest dostepna tylko w przypadku wlaczenia kolejki wydruku. Nalezy pamieta¢, ze zadania
zapisywane w kolejce Wydrukowane zajmuja miejsce na Fiery server.

3 Serwer Fiery server generuje podglad miniatury pierwszej strony zadania w trakcie importowania. Podglad jest
zawsze generowany pod katem zbuforowanych zadar i nie ma mozliwosci jego wyltaczenia.

4 Aby skonfigurowaé serwer Fiery server w celu rozpoczynania przetwarzania (rasteryzowania) duzych zadan
przed ukoniczeniem ich buforowania, wybierz Zarzadzanie zadaniami, a nastepnie zaznacz pole wyboru
Przetwarzanie obrazu rastrowego podczas odbierania.
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Przed wlaczeniem tej opcji nalezy rozwazy¢ nastepujace kwestie:

¢ Opcja przetwarzania obrazu rastrowego podczas odbierania nie obstuguje zadan PDF i VDP, poniewaz jest
wymagane ich calkowite zbuforowanie przed rozpoczeciem przetwarzania.

¢ Wtaczenie funkcji RIP podczas odbierania moze spowodowa¢ drukowanie niektérych zadan niezgodnie z
kolejnoscia ich odebrania za posrednictwem sieci.

¢ W zaleznosci od §rodowiska sieciowego i szybkos$ci komputera klienckiego przesylajacego zadanie do serwera
Fiery server, wlaczenie opcji przetwarzania obrazu rastrowego podczas odbierania moze spowodowaé
zmonopolizowanie zasob6w serwera Fiery server na dlugi czas, a przez to uniemozliwi¢ szybsze drukowanie
mniejszych zadan i ich przetwarzanie, gdy nadal bedzie trwa¢ buforowanie zadania w ramach funkcji RIP.

5 Aby sterowac konwersja PS na PDF za pomoca pliku opcji zadania, wybierz kolejno Zarzadzanie zadaniami >
Konwersja PS na PDF.

6 Zapisz zmiany.

Konfigurowanie haset administratora i operatora

Istnieje mozliwo$¢ ustawienia domys$lnego hasta administratora i operatora. Domy$lnie hasto administratora jest
ustawione na serwerze Fiery server, ale hasto operatora juz nie. Haslo administratora nalezy zmieni¢, aby
zabezpieczy¢ serwer Fiery server przed nieautoryzowanymi zmianami.

Uwaga: Ustawione hasta nalezy zanotowac.

Aby uzyska¢ wiecej informacji na temat haset, zob. Konfiguracja i instalacja w zestawie dokumentacji uzytkownika.
1 W programie Configure wybierz Zabezpieczenia.
2 Wybierz jedna z nastepujacych opcji:
¢ Hasto administratora
¢ Haslo operatora
3 Wprowadz i potwierdZ nowe hasto.

4 Zapisz zmiany.

Pobierz dzienniki systemowe

Motzliwe jest pobranie dziennikéw systemowych z serwera Configure. Te dzienniki sa zapisywane jako plik ZIP na
komputerze uzytkownika i mozna je przesyta¢ do dzialu pomocy technicznej w celu rozwiazywania probleméw.

1 W rozwiazaniu Configure kliknij opcje Serwer Fiery > Dzienniki systemowe.

2 Kliknij Pobierz.

Zarzadzanie dziennikiem zadan

Dziennik zadan to plik zapisywany na serwerze Fiery server. Zawiera on wszystkie zadania przetworzone przez
serwer Fiery server od momentu ostatniego oczyszczenia dziennika zadan lub zainstalowania oprogramowania
serwera Fiery server.

9
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Kazdy wpis dziennika zadan obejmuje nazwe uzytkownika, nazwe dokumentu, godzine i date drukowania oraz
liczbe stron.

1 W programie Configure wybierz kolejno Serwer Fiery > Dziennik zadan.

2 Aby skonfigurowac serwer Fiery server w celu automatycznego eksportowania dziennika zadan, wybierz
polecenie Wlacz automatyczne eksportowanie dziennikéw zadan.

Jezeli wybierzesz te opcje, podaj date i godzine wykonywania eksportu. Dziennik zadan zostanie wyeksportowany
jako plik CSV.

3 Aby automatycznie wyczysci¢ dziennik zadan po wyeksportowaniu, wybierz polecenie Wyczy$¢ dziennik zadan
po wyeksportowaniu.

Uwaga: Dziennik zadan zostanie wyczyszczony, nawet jesli eksport si¢ nie powiedzie. Opcji tej nie nalezy
wybierad, jesli w dzienniku zadan sa przechowywane istotne informacje rozliczeniowe. W takim przypadku
zalecane jest upewnienie sie, czy dziennik zadan zostal prawidlowo zapisany, a nastepnie wyczyszczenie go z
poziomu kontrolera Fiery server.

4 Aby wyeksportowac dziennik zadan poprzez SMB, wybierz opcje SMB i podaj niezbedne informacje. Kliknij
przycisk Uwierzytelnij, aby upewnic sie, ze wprowadzone informacje dotyczace uslugi SMB sa prawidlowe.

Ustawienia JDF

Technologia JDF (Job Definition Format) to otwarty standard branzowy etykiet zadan oparty na formacie XML.
Upraszcza wymiane informacji miedzy réznymi aplikacjami i systemami do obstugi grafiki artystycznej.

Zestaw funkgji Fiery JDF pozwala na przesylanie zadan JDF do serwera Fiery server z aplikacji umozliwiajacych
tworzenie etykiet JDF.

Nalezy skorzysta¢ z narzedzia Configure, aby zdefiniowa¢ ustawienia zestawu funkcji JDF oraz wyswietli¢ wersje
zestawu funkcji Fiery JDF, identyfikator urzadzenia JDF oraz adres URL JMFE.

Wiecej informacji na temat JDF i JMF znajduje sie w Pomoc programu Fiery Command WorkStation .
1 W narzedziu Configure, wybierz kolejno elementy Przesylanie zadan > Ustawienia JDF.
2 Wybierz opcje Wiacz JDF.

3 Jesli dla produktu Fiery server skonfigurowano drukarke wirtualna, wybierz urzadzenie w sekcji Uzyj ustawien
zadan z drukarki wirtualnej.

Uwaga: Te opcje nalezy okresli¢ wylacznie w przypadku jej stosowania do danej kolejnosci zadan.
4 Okresl domyslna akcje kolejki drukowania, wybierajac ustawienie opcji Akcja zadania.

5 Wybierz opcje Zastap zadania JDF przy uzyciu powyzszych ustawien, jezeli chcesz zastapi¢ ustawienia
okreslone w etykiecie JDF.

6 W sekcji URL formatu JMF (Job Messaging Format) wyswietlone sa informacje tylko do odczytu na temat
serwera Fiery server, na podstawie ktérych mozna skonfigurowac przeplywy pracy JDFE.

7 Okresl sposéb zamykania zadan JDF po ich wydrukowaniu.

8 Okredl elementy wymagane do zamkniecia zadania JDF. Elementy wybrane w tym miejscu muszg zosta¢
wypelnione przed zamknieciem zadania, automatycznie lub recznie.
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.....

Serwer Fiery server przeszukuje okreslone przez uzytkownika $ciezki sieciowe do momentu znalezienia
wymaganych obiektow. Serwer Fiery server nie weryfikuje istnienia wprowadzanej §ciezki sieciowe;j.

Uwaga: Nalezy poinformowac uzytkownikdéw o $ciezkach, aby mogli korzysta¢ z zasobéw podczas tworzenia
zadan.

10 Zapisz zmiany.

Okreslanie informacji kontaktowych

Mozna okresli¢ informacje kontaktowe oséb swiadczacych pomoc techniczng w zakresie serwera Fiery server i
urzadzen stuzacych do drukowania.

1 W programie Configure wybierz opcje Serwer Fiery, a nastepnie wybierz Informacje kontaktowe dotyczace
pomocy technicznej Fiery lub Informacje kontaktowe dotyczace pomocy technicznej drukarki.

2 Wpisz informacje kontaktowe w dostepnych polach.

Uwaga: Informacje kontaktowe wprowadzone w tym miejscu sa réwniez wyswietlane w narzedziu WebTools
oraz w Command WorkStation, w Centrum urzadzen.

3 Zapisz zmiany.

Konfiguracja sieci

Dodaj Fiery server do swojej sieci.

Wprowadz adresy sieciowe i nazwy, ktére maja by¢ uzywane przez komputery, serwery i kontroler Fiery server
podczas wzajemnej komunikacji. Upewnij sie, czy kontroler Fiery server jest polaczony z dzialajaca siecig, tak aby
mogl wysytac do niej zapytania o wymagane informacje.

Konfigurowanie predkosci sieci Ethernet

Okresl predko$¢ sieci, do ktérej podtaczony jest serwer Fiery server. Jezeli predkosc jest nieznana, mozna takze uzy¢
funkcji Automatyczne wykrywanie.

1 W programie Configure wybierz kolejno Sie¢ > Predkos¢ sieci Ethernet.
2 Wybierz predkos¢ sieci, do ktérej podiaczony jest serwer Fiery server.

Jezeli srodowisko sieciowe jest zréznicowane lub nie znasz predkosci sieci, wybierz opcje Automatycznie
(10/100/1000).

3 Zapisz zmiany.

Konfigurowanie protokotu LDAP

Jezeli dany serwer Fiery server obstuguje te opcje, mozna skonfigurowaé serwer Fiery server w celu komunikacji z
firmowymi serwerami informacji w organizacji z wykorzystaniem protokolu LDAP. Fiery server moze uzyska¢
dostep do list adreséw e-mail dla okreslonych funkcji.
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Uwaga: Réznica czasu miedzy serwerem LDAP a czasem systemowym serwera Fiery server (Serwer > Ogélne >
Data i godzina) moze wynosi¢ maksymalnie pie¢ minut.

1 W programie Configure wybierz kolejno Sie¢ > LDAP.
2 W oknie konfiguracji protokotu LDAP zaznacz pole wyboru Wkacz protokét LDAP.

3 Wpisz nazwe lub adres IP serwera LDAP.

Adpres IP i nazwa hosta serwera LDAP musza by¢ zarejestrowane na serwerze DNS.
4 Wpisz numer portu do komunikacji z serwerem LDAP.
5 Aby wymagac bezpiecznej komunikacji, wybierz opcje Bezpieczna komunikacja (TLS).

6 Jezeli wymagane jest uwierzytelnianie, wybierz opcje Wymagane jest uwierzytelnienie, a nastepnie okresl typ
uwierzytelniania.

7 Wpisz nazwe uzytkownika i hasto umozliwiajace potaczenie z serwerem LDAP.
8 Jezeli jako typ uwierzytelniania wybrano GSSAPI, w polu Domena wpisz nazwe domeny serwera LDAP.

9 W polu Baza wyszukiwania wpisz lokalizacje, w ktérej serwer Fiery server ma szuka¢ serwera LDAP. Aby
zweryfikowa¢ lokalizacje bazy wyszukiwania, kliknij przycisk Uwierzytelnij u dotu ekranu.

10 W polu Maksymalnie wpiséw wprowadZ maksymalna liczbe wpiséw akceptowanych przez serwer Fiery server z
serwera LDAP.

11 W polu Limit czasu wyszukiwania okresl maksymalny czas, przez jaki serwer Fiery server ma podejmowac préby
nawigzania potaczenia z serwerem LDAP.

12 Zapisz zmiany.

Konfigurowanie ustug internetowych i drukowania IPP

Wilaczenie ustug internetowych umozliwia uzytkownikom korzystanie z narzedzi WebTools.

Protokét TCP/IP musi by¢ wlaczony na serwerze Fiery server i komputerach uzytkownikéw. Na kazdym komputerze
musi by¢ zainstalowana przegladarka internetowa zgodna ze srodowiskiem Java. Komputer musi mie¢ takze
prawidlowy adres IP lub nazwe hosta DNS.

Po wlaczeniu ustug internetowych mozna wlaczy¢ protokét Internet Printing Protocol (IPP). Nie wszystkie modele
serwera Fiery server obstuguja drukowanie IPP.

Informacje na temat wymagan dotyczacych przegladarki i komputera znajduja si¢ w dokumencie Konfiguracja i
instalacja. Informacje na temat konfigurowania komputeréw uzytkownikéw w celu korzystania z drukowania IPP
znajduja sie¢ w dokumencie Drukowanie. Dokumenty te naleza do zestawu dokumentacji uzytkownika.

1 W programie Configure kliknij opcje Przesytanie zadan i wybierz opcje IPP.

2 Zapisz zmiany.

Konfiguruj protokét SNMP

Wlaczenie protokotu SNMP umozliwia zdalny dostep do programu Configure i innych funkcji serwera Fiery server.

1 W programie Configure wybierz kolejno Sie¢ > SNMP.
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2 Wybierz opcje Whacz protokot SNMP.
3 Aby przywrécic pierwotne ustawienia protokolu SNMP serwera Fiery server, kliknij przycisk Przywré¢.

Uwaga: Jezeli ustawienia protokotu SNMP zostaly zmienione od momentu zaladowania strony SNMP, przed
wprowadzeniem zmian nalezy klikna¢ przycisk Przywroc.

4 Zlisty Poziom zabezpieczenn wybierz jedna z nastepujacych pozycji:
¢ Minimum — odpowiada funkcjonalnosci protokolu SNMP w wersji 1.
* Sredni — zapewnia wigksze bezpieczenstwo w wersji 3 protokotu SNMP.

¢ Maksimum — najbezpieczniejsze ustawienie w wersji 3 protokolu SNMP.
5 Wpisz nazwy wspdlnoty do odczytu i wspélnoty do zapisu.

6 Aby okresli¢ nazwe uzytkownika, ktéra nie wymaga uwierzytelniania ani szyfrowania za pomoca serwera SNMP,
wpisz nazwe w polu Nazwa uzytkownika niezabezpieczonego.

7 Aby okresli¢ nazwe uzytkownika, ktéra wymaga uwierzytelniania lub szyfrowania za pomoca serwera SNMP,
wpisz nazwe w polu Nazwa uzytkownika zabezpieczonego i okresl nastepujace informacje:

¢ Typ uwierzytelnienia uzytkownika

¢ Haslto uwierzytelnienia uzytkownika — hasto odczytywania wartosci MIB na podstawie nazwy uzytkownika
zabezpieczonego

¢ Typ prywatnosci uzytkownika — typ szyfrowania

¢ Haslo prywatnosci uzytkownika

8 Zapisz zmiany.

Konfigurowanie protokotéw

Podczas okreslania ustawien protokotu TCP/IP mozna przypisa¢ adres automatycznie z serwera DHCP lub BOOTP.

W przypadku uzycia tej metody nalezy — przed skonfigurowaniem ustawien protokotu TCP/IP dla sieci Ethernet,
serwera DNS, serwera WINS, zabezpieczen, protokotu IPsec lub certyfikatéw — upewnic sig, czy uruchomiony jest
odpowiedni serwer.

Konfigurowanie protokotu TCP/IP dla sieci Ethernet

Serwer Fiery server mozna skonfigurowac tak, aby uzyskiwal swoj adres IP automatycznie; mozna tez ustawic adres
recznie.

Uwaga: Serwer Fiery server zapamieta przypisane adresy IP nawet po p6Zniejszym wylaczeniu protokotu TCP/IP.
Jezeli konieczne jest przypisanie adresu IP serwera Fiery server do innego urzadzenia, najpierw nalezy ustawi¢ adres
serwera Fiery server na adres sprzezenia zwrotnego (127.0.0.1).

Serwer Fiery server wymaga niepowtarzalnego i prawidlowego adresu IP. Serwer Fiery server mozna skonfigurowaé
tak, aby uzyskiwal swoj adres IP automatycznie; mozna tez ustawic adres recznie. Po umozliwieniu automatycznego
uzyskiwania adresu IP przez Fiery server automatycznie uzyskiwany jest takze adres bramy.

Aby automatycznie ustawi¢ inne typy adreséw IP, na przyklad dla serwera DNS lub WINS, nalezy umozliwi¢
serwerowi Fiery server automatyczne uzyskiwanie jego wlasnego adresu IP.
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Zezwalanie serwerowi Fiery server na automatyczne uzyskiwanie jego adresu TCP/IP

Mozesz zezwoli¢ serwerowi Fiery server na automatyczne uzyskiwanie jego adresu IP, maski podsieci i adresu
bramy domyslne;j.

1 W programie Configure wybierz kolejno Sie¢ > Adres IPv4.
2 Ustaw opcje Konfiguruj adres IP na Automatycznie.

3 Wybierz, czy serwer DNS i serwer WINS beda konfigurowane automatycznie czy recznie.
4 Zapisz zmiany.
5

Jezeli w sieci wykorzystywane sa adresy IPv6, wybierz opcje Sie¢ > Adres IPv6 i wybierz opcje Wlacz adres
IPv6.

Uwaga: Obstuga IPv4 musi by¢ wlaczona, aby umozliwi¢ obstuge IPv6.

6 Zapisz zmiany.

Reczne ustawianie adreséw TCP/IP dla serwera Fiery server
Aby ustawi¢ recznie adresy TCP/IP, nalezy podac adres IP, maske podsieci i adres bramy domyslne;j.
1 W programie Configure wybierz kolejno Sie¢ > Adres IPv4.
2 Ustaw opcje Konfiguruj adres IP na Recznie.
3 Wpisz adres IP, maske podsieci i adres bramy domyslnej w odpowiednich polach.
4

Wybierz, czy serwer DNS i serwer WINS beda konfigurowane automatycznie czy recznie.

V)]

Zapisz zmiany.

6 Jezeli w sieci wykorzystywane sa adresy IPv6, wybierz kolejno Sie¢ > Adres IPv6 i wybierz opcje Wkacz adres
IPvé6.

Uwaga: IPv6 wymaga wlaczenia obstugi IPv4.

7 Zapisz zmiany.

Konfigurowanie serwera DNS

Ustawienia serwera DNS nalezy skonfigurowaé, aby umozliwi¢ serwerowi Fiery server rozpoznanie nazwy na
podstawie adresu IP.

Aby umozliwi¢ serwerowi Fiery server automatyczne uzyskanie adresu DNS, nalezy najpierw zezwoli¢ serwerowi
Fiery server na automatyczne uzyskanie jego adresu IP.

1 W programie Configure wybierz kolejno Sie¢ > Adres IPv4.
2 Wybierz kolejno Konfiguruj serwer DNS, a nastepnie wybierz opcje Automatycznie lub Recznie.

3 Jezeli wybierzesz konfigurowanie reczne, wpisz adres IP dla podstawowego i dodatkowego serwera DNS oraz
sufiks DNS (nazwe domeny).

4 Zapisz zmiany.
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Konfigurowanie serwera WINS (rozpoznawanie nazw)

Istnieje mozliwo$¢ okreslenia, czy serwer WINS ma by¢ konfigurowany automatycznie czy recznie. Serwer WINS
umozliwia uzytkownikom uzyskanie dostepu do zasobéw sieciowych na podstawie nazwy, a nie adresu IP.

Aby zezwoli¢ serwerowi Fiery server na automatyczne konfigurowanie serwera WINS, adres IP serwera Fiery server
musi by¢ réwniez automatycznie konfigurowany.

1 W programie Configure wybierz kolejno Sie¢ > Adres IPv4.
2 Obok opcji Konfigurowanie serwera WINS wybierz opcje Automatycznie lub Recznie.

3 Po wybraniu opcji Recznie wpisz adres IP serwera Fiery server.

Nazwa zostanie wy$wietlona w sieci, gdy uzytkownicy uzyskaja dostep do serwera Fiery server z wykorzystaniem
protokotu SMB (Server Message Block). Nazwa ta jest taka sama jak nazwa serwera Fiery server.

4 Zapisz zmiany.

Porty sterujacei adresy IP

Aby kontrolowa¢ polaczenia z serwerem Fiery server, mozna zezwoli¢ na komunikacje przez okreslone porty IP lub
ograniczy¢ zakres adreséw IP.

Zezwalanie na komunikacje przez okreslone porty IP

Aby ograniczy¢ nieautoryzowane polaczenia z serwerem Fiery server, mozna ograniczy¢ komunikacje sieciowa
do okreslonych portéw. Polecenia lub zadania wyslane z nieautoryzowanych portéw sa ignorowane przez serwer
Fiery server.

1 W programie Configure wybierz kolejno Zabezpieczenia > Filtrowanie portu TCP/IP.
2 Wybierz opcje Whacz filtr portu TCP/IP i okresl porty do wlaczenia.

Wybierz tylko te porty, ktére maja by¢ autoryzowane na serwerze Fiery server.
3 Zapisz zmiany.

Aby wlaczy¢ dostep za pomoca funkcji Pulpit zdalny na serwerze Fiery server, nalezy sprawdzi¢, czy
wlaczono port 3389 i opcje Pulpit zdalny (w sekcji Serwer Fiery).

Uwaga: Nie kazdy serwer Fiery server obstuguje opcje komunikacji przez port 3389.

Zezwalanie lub ograniczanie dostepu z zakresu adreséw IP

Ograniczanie nieautoryzowanych polaczen z serwerem Fiery server poprzez zdefiniowanie adreséw IP, ktére
maja by¢ akceptowane lub odrzucane.

Mozesz odrzuci¢ domyslnie wszystkie adresy IP z wyjatkiem adreséw, ktére wyraznie zaakceptujesz, lub
akceptowac domyslnie wszystkie adresy IP z wyjatkiem adres6w, ktére wyraznie odrzucisz. Mozesz wskaza¢
wiele zakres6w lub adreséw IP, ktére maja by¢ akceptowane badz odrzucane. Polecenia lub zadania wystane z
nieautoryzowanych adreséw IP sa ignorowane przez serwer Fiery server. Jezeli domyslnie odrzucisz adresy IP i
nie wskazesz prawidtowych adreséw IP, ktére maja by¢ akceptowane, wszelka komunikacja sieciowa z serwerem
Fiery server zostanie wytaczona.

1 W programie Configure wybierz kolejno Zabezpieczenia > Filtrowanie adreséw IP.
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2 Aby zezwoli¢ na filtrowanie adreséw IPv4, zaznacz pole wyboru Filtrowanie adresow IPv4, wskaz, czy
Domyslna strategia filtrowania dla IPv4 ma by¢ akceptowanie adreséw IP z wyjatkiem adreséw, ktére
odrzucasz, czy tez odrzucanie adreséw IP z wyjatkiem adres6w, ktére akceptujesz, oraz kliknij opcje Dodaj
filtrowanie adresow IPv4, aby okresli¢ zakres adreséw IP oraz wskazal, czy dany zakres ma by¢ akceptowany
lub odrzucany. Mozesz doda¢ wiele zakreséw.

3 Aby zezwoli¢ na filtrowanie adreséw IPv6, zaznacz pole wyboru Filtrowanie adresow IPv6, wskaz, czy
Domyslna strategia filtrowania dla IPv6 ma by¢ akceptowanie adreséw IP z wyjatkiem adreséw, ktére
odrzucasz, czy tez odrzucanie adreséw IP z wyjatkiem adres6w, ktére akceptujesz, oraz kliknij opcje Dodaj
filtrowanie adreséw IPv6, aby okresli¢ zakres adreséw IP oraz wskazad, czy dany zakres ma by¢ akceptowany
lub odrzucany. Mozesz doda¢ wiele adreséw IP.

4 Zapisz zmiany.

Konfigurowanie protokotu IPsec (Internet Protocol Security)

Jezeli komputery uzytkownikéw obstuguja protoké? IPsec, mozna wiaczy¢ na serwerze Fiery server odbieranie
zaszyfrowanych informacji od uzytkownikéw.

1 W programie Configure wybierz Zabezpieczenia > IPSec.
2 Wybierz opcje Wiacz IPSec.

3 Aby zdefiniowa¢ klucz wstepnie wspéldzielony, wpisz go w polu Klucz wstepnie wspotdzielony.

Po zdefiniowaniu klucza wstepnie wspoétdzielonego wszystkie odbierane dane przestane z wykorzystaniem
protokotu IPsec musza zawiera¢ ten klucz.

4 Zapisz zmiany.

Zarzadzaj certyfikatami w Konfiguracji

Serwer Fiery wymaga bezpiecznego potaczenia miedzy komputerami uzytkownikéw a sktadnikami serwera Fiery.
Protokét HTTPS za posrednictwem protokotu TLS szyfruje komunikacje miedzy dwoma punktami koicowymi.
Protokét HTTPS jest wymagany do nawigzania polaczenia z serwerem Fiery z poziomu WebTools. Te komunikaty sa
szyfrowane przy uzyciu protokotéw TLS 1.2 1.3.

Serwer Fiery umozliwia administratorowi zarzadzanie certyfikatami uzywanymi podczas komunikacji przy uzyciu
protokotu TLS (format certyfikatu X.509 zakodowany w standardzie Base64). Serwer Fiery obsluguje certyfikaty RSA
z kluczami o 4096, 3072 i 2048-bitowej dtugosci klucza.

Certyfikatami mozna zarzadzaé, korzystajac z nastepujacych metod:
o Tworzenie certyfikatéw cyfrowych z podpisem wlasnym.
e Dodawanie certyfikatu i odpowiadajacego mu klucza prywatnego dla serwera Fiery.

o Dodawanie, przegladanie, wyswietlanie i usuwanie certyfikatéw z zaufanego urzedu certyfikacji.

Uwaga: Poniewaz certyfikaty z podpisem wlasnym nie sa zabezpieczone, nalezy uzy¢ certyfikatu z zaufanego urzedu
certyfikacji (CA).

Po uzyskaniu certyfikatu podpisanego przez zaufany urzad certyfikacji mozna przesta¢ certyfikat do serwera Fiery w
narzedziu Configure.
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Dodawanie certyfikatu lub klucza prywatnego

W przypadku dodawania certyfikatu lub klucza prywatnego nalezy okresli¢ jego lokalizacje.

1 Aby wyswietli¢ informacje na temat certyfikatu, ustaw kursor myszy na nazwe certyfikatu, a nastepnie kliknij
ikone oka.

Mozesz takze usunaé certyfikat, klikajac ikoneg kosza.
2 W programie Configure wybierz kolejno Zabezpieczenia > Zaufane certyfikaty.
3 Kliknij przycisk Dodaj.

4 Kliknij przycisk Przegladaj, wybierz plik, a nastepnie kliknij przycisk Dodaj.

Przypisywanie certyfikatu do serwera sieci Web
Certyfikat uzywany przez serwer sieci Web mozna przypisa¢ lub przypisa¢ ponownie.
1 W programie Configure wybierz kolejno Zabezpieczenia > Certyfikat serwera.
2 Kliknij opcje Utworz certyfikat z podpisem wiasnym.
3 Okresli zapisz informacje swojego certyfikatu.
4

Aby zmieni¢ certyfikat uzywany przez serwer sieci Web, wybierz go, kliknij przycisk Zmien certyfikat, a
nastepnie okresl lokalizacje certyfikatu lub klucza prywatnego.

Usuwanie przypisanego certyfikatu
Przypisany certyfikat mozna usunad.

1 W programie Configure wybierz kolejno Zabezpieczenia > Zaufane certyfikaty.

2 Ustaw kursor myszy na certyfikat, ktéry chcesz usunad.

Wyswietli sie ikona Usun (symbol kosza).

3 Kiliknij ikone Usun.

Konfigurowanie opcji zabezpieczen

Serwer Fiery oferuje wiele narzedzi do zarzadzania zabezpieczeniami, takich jak wybieranie wstepnie
zdefiniowanego profilu zabezpieczen lub szyfrowanie danych uzytkownika.

Konfigurowanie zabezpieczen PostScript

Zabezpieczenia PostScript ograniczaja dostep do oprogramowania, czcionek, plikéw koloréw i zadan na serwerze
druku Fiery server.
Usun zaznaczenie tej opcji, aby zainstalowaé czcionki za pomoca narzedzia do pobierania czcionek PostScript.

1 W programie Configure wybierz opcje Zabezpieczenia.

2 Zaznacz pole wyboru Zabezpieczenia PostScript.
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Wybierz profil zabezpieczen

Profil zabezpieczen Fiery zapewnia szybki dostep do ustawien, ktére pozwalaja chroni¢ serwer Fiery server.
1 W programie Configure wybierz kolejno opcje Bezpieczenistwo > Profile zabezpieczen.

2 Kliknij przycisk Wybierz znajdujacy sie w dolnej czesci kolumny dla opcji Standardowy lub Wysoki.

Profile s3 wyswietlane w uktadzie kolumnowym.

¢ Standardowy: domyslne ustawienie zabezpieczen

e Wysoki: umozliwia Fiery server zachowanie wigkszego bezpieczenstwa, a takze umozliwia korzystanie z
najczesciej uzywanych funkcji zabezpieczen

¢ Biezacy: podsumowanie biezacych ustawien zabezpieczen tylko do odczytu
3 Kliknij przycisk Zapisz.

Niektére opcje konfiguracji maja dodatkowe opcje podrzedne, ktére nie sa wyswietlane w oknie Profile
zabezpieczen . Profil zabezpieczerh umozliwia wlaczenie lub wylaczenie ustawienia gléwnego (wysokiego poziomu).
Jezeli dostepne sa opcje podrzedne, pozostang one z ustawieniami domys$lnymi. Opcje podrzedne mozna
skonfigurowaé po wybraniu profilu i zapisaniu wybranego ustawienia.

Zbieranie zdarzen zabezpieczen

Aby uzyskac¢ informacje na temat wymagan w zakresie zgodnosci w organizacji, serwer druku Fiery server zbiera
zdarzenia zwigzane z zabezpieczeniami, ktdre sa zapisywane w dzienniku inspekcji zabezpieczen.

Dzienniki znajduja si¢ w formacie obslugiwanym przez wspdlne rozwigzania do zbierania i analizy dziennikéw
SIEM.

Zdarzenia sa zapisywane w formacie JSON. Zdarzenia mozna odczytywac bez interwencji Fiery, LLC.
1 W programie Configure wybierz opcje Zabezpieczenia > Dziennik inspekcji zabezpieczen.
2 Wybierz opcje Whacz dziennik inspekcji zabezpieczen.

3 Aby wyswietli¢ zebrane zdarzenia, kliknij przycisk Pobierz.

Dziennik jest dostarczany jako plik ZIP.
4 Wyodrebnij plik fieryauditlog.evtx i otwérz go w Podgladzie zdarzen systemu Windows

Zdarzenia zabezpieczen sg zachowywane na podstawie alokowanej pojemnoéci Fiery server. Gdy rozmiar dziennika
osiagnie maksymalny limit magazynowania (400 MB), starsze zdarzenia beda usuwane automatycznie.

Konfigurowanie ustawien drukarki

Mozliwe jest opublikowanie potaczen drukowania i zdefiniowanie innych ustawient dotyczacych przetwarzania
zadan.



Konfigurowanie ustawien serwera Fiery | 19

1 W pozycji Przesytanie zadan > Kolejki wybierz potaczenia drukowania do opublikowania na serwerze Fiery
server

¢ Opublikuj kolejke prasy — standardowa kolejka serwera Fiery server, w ktdrej zadania sg przetwarzane i
drukowane w kolejnosci ich odebrania. Na serwerze Fiery server opcja ta moze mie¢ inna nazwe lub moze nie
by¢ dostepna, poniewaz kolejka jest zawsze wilaczona.

¢ Opublikuj kolejke wstrzymania — obszar przechowywania w celu péZniejszego wydrukowania zadan z
poziomu narzedzi do zarzadzania zadaniami.

¢ Opublikuj kolejke czcionek — wybierz te opcje, aby pobraé czcionki. Nalezy takze wylaczy¢ zabezpieczenia
PostScript (Zabezpieczenia > Zabezpieczenia PostScript).

2 Aby zezwoli¢ na przesylanie zadan z wykorzystaniem Fiery Hot Folders, wybierz opcje Przesytanie zadan, a
nastepnie zaznacz pole wyboru Fiery Hot Folders.

3 Zapisz zmiany.

Konfigurowanie ustawien RIP

Wybierz ustawienia okreslajace sposob przetwarzania plikow przez serwer Fiery server.

Interpreter APPE (Adobe PDF Print Engine)

Serwer Fiery server zawsze przetwarza i renderuje zadania PDF za pomocg interpretera APPE (Adobe PDF Print
Engine) bez koniecznosci ich konwersji do formatu PostScript. Opcja pozwalajaca na obsluge tego rozwiazania jest
dostepna w programie Configure, jednak jest ona zawsze wtaczona.

Konfigurowanie ustawien PostScript

Istnieje mozliwo$¢ skonfigurowania ustawien dotyczacych zadan PostScript. Ustawienia te dotycza zadan, dla
ktérych uzytkownicy nie okreslili ustawien.

Niektére kombinacje ustawient moga by¢ nieodpowiednie (na przyktad drukowanie dwustronne na foliach). W
przypadku okreslenia nieprawidlowej kombinacji ustawien nie jest wy$wietlany komunikat o btedzie.

1 W programie Configure wybierz kolejno RIP > Ustawienia PS.
2 Okresl ustawienia opcji.
3 Zapisz zmiany.

Aby uzyskac¢ informacje na temat ustawien PostScript, zob. Konfiguracja i instalacja w zestawie dokumentacji
uzytkownika.

Konfigurowanie ustawien VDP

Mozna okresli¢ liczbe rekordéw do wstepnej analizy dla zadan FreeForm i lokalizacji sieciowych ($ciezek)
dotyczacych obiektéw uzywanych przez funkcje drukowania zmiennych danych (ang. variable data printing —
VDP).

1 W programie Configure wybierz kolejno RIP > VDP.
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Jezeli uzytkownicy beda stosowa¢ do zadania FreeForm 1 lub zadania FreeForm Create impozycje lub
drukowanie dwustronne, wybierz dlugo$¢ rekordu:

¢ Zadanie — okresla granice rekordu jako cale zadanie.

¢ Wzorzec FreeForm — okre$la granice rekordu jako dtugo$¢ wzorca FreeForm.

Okredl liczbe rekordéw do sprawdzenia podczas buforowania zadania.

Po wpisaniu liczby serwer Fiery server sprawdzi te liczbe rekordéw jako prébke w celu okreslenia, czy w kazdym z
nich dlugo$¢ rekordu jest jednakowa. Jezeli rekordy w prébce beda miaty te sama diugosc¢, serwer Fiery server
przyjmie, ze wszystkie rekordy zadania majg te sama dlugos¢.

Jezeli serwer Fiery server wykryje, ze jakikolwiek rekord ma inng dlugo$¢ (bez wzgledu na to, czy wybrano opcje
Wszystkie rekordy czy okreslono liczbe rekordéw prébnych), serwer Fiery server sprawdzi wszystkie rekordy,
jezeli bedzie to wymagane do przetwarzania lub impozycji. Jezeli serwer Fiery server nie wykryje réznych
dlugos$ci w rekordach prébnych w momencie buforowania, ale wykryje kolejne rekordy o réznych dtugosciach,
zostanie wyswietlony monit o podjecie dalszych dzialan.

Klikniecie przycisku Dodaj pozwala okresli¢ $ciezki sieciowe, ktore sa przez serwer Fiery server przeszukiwane
pod katem wspélnych obiektéw.

W wys$wietlonym oknie wpisz nazwe $ciezki.

Wpisujac nazwe $ciezki, uzyj formatu zmapowanego dysku (na przyktad Z:\folder) lub nazwy UNC (na przykiad \
\nazwa komputera\folder).

Jezeli §ciezka znajduje si¢ na komputerze wymagajacym uwierzytelniania, wybierz opcje Zdalne uwierzytelnianie
serwera, a nastepnie wprowadz odpowiednia nazwe uzytkownika i hasto.

Kliknij przycisk OK.
Aby dodac kolejne $ciezki, kliknij przycisk Dodaj i powtérz powyzsze kroki.

Zapisz zmiany.

Tryb HyperRIP

Tryb HyperRIP umozliwia osiagniecie maksymalnej wydajnosci dzieki jednoczesnemu przetwarzaniu kilku zadan
druku. Funkcja ta przydaje sie szczegdlnie w przypadku drukowania zadan, w ktérych liczba arkuszy przekracza
jedna czy dwie strony.

Aby wlaczy¢ tryb HyperRIP, wybierz po kolei opcje Configure > RIP > Tryb HyperRIP.

Aby zapewnic¢ najwyzsza wydajno$¢ przetwarzania zadan, wybierz opcje Automatyczny.

Jezeli zadania zwykle nie przekraczaja 10-20 stron, nalezy wybra¢ opcje Wiele zadan, aby umozliwic¢
jednoczesne przetwarzanie wielu zadan drukowania.

Jezeli zadania zwykle przekraczaja 10-20 stron, nalezy wybra¢ opcje Pojedyncze zadanie, aby podzieli¢
poszczegdlne zadania na sekcje przetwarzane jednoczes$nie.

Uwaga: Wybér najwydajniejszej opcji zalezy od liczby i rodzaju przetwarzanych i drukowanych zadan. W celu
uzyskania najwyzszej wydajno$ci zalecane jest poréwnanie szybkos$ci drukowania dla kazdej opcji w czasie typowego
przetwarzania i drukowania réznych zadan.

Rozmieszczone rasteryzowanie RIP

Korzystajac z odpowiedniej licencji, serwer Fiery server moze przetwarza¢ zadania na wielu ostrzach. Wiele
ztozonych zadan mozna przetwarzaé szybko i réwnolegle, dzieki czemu potok drukowania z tylu urzadzenia jest
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zawsze pelny. Po odebraniu zadan na serwerze Fiery server sa one rozmieszczane na ostrza w celu ich
przetworzenia i maksymalizacji przepustowosci.

Rozmieszczone rasteryzowanie RIP zachowuje wszystkie istniejace funkcje serwera Fiery server i jest zgodne ze
wszystkimi istniejacymi aplikacjami Fiery.
Wymagania dotyczace sprzetu komputerowego

Rozmieszczone rasteryzowanie RIP powinno by¢ w stanie obstuzy¢ ostrza Fiery XB przy minimum 64 GB
pamieci RAM. Brak specyficznych wymagan dotyczacych procesora CPU lub dysku.

Technologia HyperRIP

Kazdy rozmieszczone rasteryzowanie RIP moze uruchamiac technologie HyperRIP. Jednak opcja HyperRIP w
narzedziu Configure jest niedostepna, gdy rozmieszczone rasteryzowanie RIP jest aktywne. Zamiast tego
rozklad przetwarzania zadan odbywa sie automatycznie.

e Zadania sg przetwarzane miedzy ostrzami tak jak w trybie réwnolegltym zadania. Kazdy blok moze
przetwarzac inne zadanie w tym samym czasie.

o W przypadku kazdego z ostrzy zadania sa przetwarzane tak, jakby byly w trybie réwnoleglym strony.

Nawet w przypadku rozmieszczonego rasteryzowania RIP tryb pasma réwnoleglego jest wlaczony przez caly
czas (jezeli skonfigurowano go w serwerze Fiery server dla trybu réwnoleglego pasma). W trybie réwnoleglym
pasma nie jest dostepna opcja Configure. Przetwarza tylko pliki PDF z jednej lub dwéch stron, a mechanizm
APPE musi by¢ wlaczony.

Czcionki

Okno zarzadzania czcionkami zawiera liste czcionek dostepnych na serwerze Fiery. Liste czcionek mozna réwniez
wydrukowac¢ za pomoca drukarki lokalnej.

Zarzadzanie czcionkami na serwerze Fiery

Mozna dodawac, aktualizowac i usuwac czcionki, a takze drukowac liste czcionek.
W narzedziu Configure nalezy wprowadzi¢ nastepujace ustawienia:

Wtacz opcje Przesytanie zadan > Kolejki > Opublikuj kolejke czcionki. Ze wzgledéw bezpieczeristwa nalezy wlaczy¢
Kolejke czcionek tylko na czas instalacji czcionek.

W przypadku czcionek PostScript nalezy wylaczy¢ Zabezpieczenia > Zabezpieczenia PostScript.

Uwaga: Wszystkie czcionki japonskie znajdujace si¢ na serwerze lub pobrane przez obstugiwana aplikacje sa
zablokowane. Czcionki japoniskie pobrane na serwer Fiery mozna usuna¢ jedynie za pomoca aplikacji, ktéra
postuzyla do ich zainstalowania.

1 Otwoérz Centrum urzadzen za pomoca jednego z ponizszych sposobéw:
¢ Kliknij ikone Wiecej (trzy pionowe kropki) obok nazwy serwera w okienku Serwery.
¢ Kliknij dwukrotnie nazwe serwera w okienku Serwery.
¢ Kliknij opcje Serwer > Centrum urzadzen.

¢ Kliknij nazwe serwera prawym przyciskiem myszy i wybierz opcje Centrum urzadzen.

2 Kliknij opcje Zasoby > Czcionki.
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3 Wybierz opcje Czcionki PS.
Zostanie wy$wietlona lista czcionek na serwerze Fiery.

4 Aby dodaé lub zaktualizowaé czcionki, kliknij polecenie Dodaj nowy. Kliknij przycisk Dodaj, aby zlokalizowa¢
czcionke, ktdéra chcesz pobra¢, a nastepnie kliknij przyciski OK i Odswiez.

Mozna dodawac¢ czcionki Adobe PostScript typu 1.

5 Aby usuna¢ czcionke, wybierz odblokowana czcionke na liScie czcionek i kliknij przycisk Usui. Nie mozna
usuwac czcionek zablokowanych.

6 Aby wydrukowac liste czcionek, kliknij przycisk Drukuj.

7 W przypadku dodania czcionek PostScript nalezy ponownie wylaczy¢ Zabezpieczenia > Zabezpieczenia
PostScript.

Tworzenie kopii zapasowej i przywracanie czcionek

Mozna utworzy¢ kopie zapasowa i przywrdci¢ wszystkie czcionki na serwerze Fiery. Nie mozna wybiera¢
pojedynczych czcionek.

Aby utworzy¢ kopie zapasowa i przywracac czcionki na serwerze Fiery, nalezy zalogowac¢ si¢ jako administrator.
1 Otwoérz Centrum urzadzen za pomoca jednego z ponizszych sposobéw:
¢ Kliknij ikong Wigcej (trzy pionowe kropki) obok nazwy serwera w okienku Serwery.
¢ Kliknij dwukrotnie nazwe serwera w okienku Serwery.
¢ Kliknij opcje Serwer > Centrum urzadzen.
¢ Kliknij nazwe serwera prawym przyciskiem myszy i wybierz opcje Centrum urzadzen.
2 Kliknij opcje Zasoby > Czcionki.
Kliknij przycisk Kopia zapasowa lub Przywro¢.
Postepuj zgodnie z monitami o zabezpieczeniach w wy$wietlonym oknie przegladarki internetowe;j.
W obszarze Zasoby kopii zapasowych i ustawienia kliknij opcje Utworz teraz kopie zapasowa.
W przypadku wyswietlenia monitu zalogyj si¢ jako administrator.

Wybierz czcionki na liScie elementéw do utworzenia kopii zapasowej.

® N & u »~ W

Uwzglednij nastepujace zalecenia:

Nie nalezy zapisywa¢ czcionek na wewnetrzny dysk twardy, ktéry zawiera takze serwer Fiery. Czcionki nalezy
przywracac¢ tylko na ten sam serwer Fiery, z ktérego pierwotnie utworzono ich kopie zapasowq.
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Zamykanie programu Configure

Niektore zmiany zostana zastosowane dopiero po ponownym uruchomieniu serwera Fiery. Jezeli zmiana danego
ustawienia wymaga ponownego uruchomienia, zrestartowania lub innego dziatania, informacje takie beda
wys$wietlane w pasku u géry strony.

1 Nalezy dokona¢ odpowiednich zmian.

Jezeli wprowadzasz zmiany w wielu ustawieniach, wymagajace ponownego uruchomienia, mozesz poczekac z
ponownym uruchomieniem do czasu zakonczenia wprowadzania wszystkich zmian w ustawieniach.

W przypadku zmian, ktére nie wymagaja ponownego uruchomienia, uzytkownik ma mozliwo$¢ ponownego
uruchomienia, a nie ponownego zainicjalizowania. W przypadku ponownej inicjalizacji serwer Fiery bedzie
dostepny po diuzszym czasie.

2 Zainicjuj lub uruchom ponownie serwer Fiery, aby zastosowa¢ zmiany.

Wyswietlanie, zapisywanie lub drukowanie ustawien serwera

Na karcie Konfiguracja serwera w Command WorkStation znajduja sie biezace ustawienia serwera Fiery.

Wyswietlanie ustawien konfiguracji serwera

Na karcie Konfiguracja serwera mozna wy$wietla¢ kategorie ustawien serwera Fiery lub zmienia¢ opcje konfiguracji.

1 Z poziomu Command WorkStation potacz sie z odpowiednim serwerem Fiery i kliknij kolejno Centrum
urzadzen > Ogolne > Konfiguracja serwera.

2 Wykonaj jedna z nastepujacych czynnosci:
¢ Klikaj skréty z lewej strony, aby wyswietla¢ ustawienia w okre$lonej kategorii.

¢ Kliknij przycisk Configure w prawym dolnym rogu okna, aby zmieni¢ opcje konfiguracji biezacej serwera Fiery.

Zapisywanie konfiguracji serwera w pliku

Mozna zapisa¢ konfiguracje serwera jako plik w przypadku kazdego serwera Fiery, z ktérym nawigzano polaczenie.
Funkcja ta jest szczegdlnie przydatna w przypadku zarzadzania wieloma serwerami Fiery; umozliwia §ledzenie
wszelkich zmian wprowadzanych w konfiguracji serweréw Fiery.

1 Z poziomu Command WorkStation potacz sie z odpowiednim serwerem Fiery.
2 Kliknij kolejno Centrum urzadzen > Ogoélne > Konfiguracja serwera.

3 Kliknij przycisk Zapisz jako.

4 Okresl nazwe i lokalizacje pliku.

5 W obszarze typu pliku wybierz opcje PDF lub Tekst.

6

Kliknij przycisk Zapisz.
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Drukowanie strony konfiguracji serwera

Po przeprowadzeniu czynno$ci konfiguracji warto wydrukowac strone konfiguracji serwera i umiescic ja w poblizu
serwera Fiery server w celach pomocniczych. Uzytkownicy moga potrzebowa¢ informacji dostepnych na tej stronie,
na przyklad dotyczacych domys$lnych ustawien drukarki.

1 Zapisz plik konfiguracji.

2 Zapisany plik wydrukuj na drukarce biurowej.

Tworzenie kopii zapasowej i przywracanie ustawien

Mozna utworzy¢ kopie zapasowa dla sekcji Zasoby Fiery i ustawienia albo calego obrazu systemu serwera Fiery.

Aby uzyska¢ wiecej informacji na temat tworzenia kopii zapasowej obrazu systemu, zob. Konfiguracja i instalacja w
zestawie dokumentacji dla uzytkownika.

Tworzenie kopii zapasowej ustawien serwera Fiery w programie Command WorkStation
(wersja FS400/400 Pro i nowsze)

W programie Command WorkStation mozna okresli¢, dla ktérych ustawien serwera Fiery ma zosta¢ utworzona
kopia zapasowa.

Zalecane jest zapisanie pliku kopii zapasowej na serwerze sieci, a nie na serwerze Fiery. W przeciwnym wypadku po
ponownym zainstalowaniu oprogramowania systemowego plik kopii zapasowej zostanie usuniety.

Ustawienia mozna przywrdcic¢ na inny serwer Fiery (model i wersja musza by¢ takie same), ale ustawienia takie jak
Nazwa serwera, Adres IP i Ustawienia sieci nie zostang przywrécone. W tym przypadku zostang zachowane
istniejace ustawienia. Zapobiega to powstawaniu probleméw, jezeli oba serwery Fiery dzialaja w tej samej sieci.

1 DPolacz sie jako administrator z odpowiednim serwerem Fiery i wykonaj jedna z nastepujacych czynnosci:
¢ Kliknij kolejno Centrum urzadzen > Ogoélne > Narzedzia > Zasoby i ustawienia Fiery.
¢ Wybierz kolejno Serwer > Kopia zapasowa i przywracanie.

2 W wyswietlonym nowym oknie przegladarki internetowej kliknij opcje Ustawienia i zasoby Fiery.

Kliknij opcje Utwérz kopie zapasowa teraz.

H W

Wybierz elementy, ktérych kopie zapasowa chcesz utworzy¢ i kliknij przycisk Kontynuuj.

V]

W wyswietlonym oknie okre$l nazwe pliku kopii zapasowej.
6 (opcjonalnie) Wybierz opcje Dodaj date do nazwy pliku.
7 Kliknij przycisk Kontynuuj.

8 DPobierz odpowiedni plik i okresl jego lokalizacje.
Trzeba wybra¢ plik .fbf oraz .DAT.



Konfigurowanie ustawien serwera Fiery | 25

Przywracanie ustawien serwera Fiery za pomoca programu Command WorkStation (wersja
FS400/400 Pro i nowsze)

Jesli wezeéniej wykonano kopie zapasowa ustawien serwera Fiery, mozna je przywrdci¢ z programu Command
WorkStation.

Ustawienia mozna przywréci¢ na inny serwer Fiery (model i wersja musza by¢ takie same), ale ustawienia takie jak
Nazwa serwera, Adres IP i Ustawienia sieci nie zostang przywrécone. W tym przypadku zostang zachowane
istniejace ustawienia. Zapobiega to powstawaniu problemdw;, jezeli oba serwery Fiery dzialaja w tej samej sieci.

1 Polacz sie jako administrator z odpowiednim serwerem Fiery i wykonaj jedna z nastepujacych czynnosci:

¢ Kliknij kolejno Centrum urzadzen > Ogoélne > Narzedzia > Zasoby i ustawienia Fiery.

¢ Wybierz kolejno Serwer > Kopia zapasowa i przywracanie.

2 W wyswietlonym nowym oknie przegladarki internetowej kliknij opcje Ustawienia i zasoby Fiery.
3 Kliknij przycisk Przywroc.
4 W wyswietlonym oknie kliknij polecenie Wybierz plik i przejdZ do lokalizacji ustawien konfiguracji, ktére chcesz

przywroécié, a nastepnie kliknij przycisk Otworz.
Trzeba wybra¢ plik .fbf oraz .DAT.

5 Kliknij przycisk Kontynuuj.
6 Wybierz elementy, ktére chcesz przywrécic, i kliknij przycisk Kontynuuj.

7 Do zakoniczeniu operacji przywracania ponownie uruchom serwer Fiery, jesli pojawi si¢ monit z prosba o
wykonanie tej czynnosci.

Rozwigzywanie probleméw

Opisane w tej sekcji operacje z zakresu rozwigzywania probleméw moga pomoéc usungé najczesciej wystepujace
usterki.

Aby uzyska¢ dodatkowe informacje lub pomoc techniczng, zarejestrowani uzytkownicy moga rozpoczaé dyskusje za
posrednictwem Fiery Communities. Zobacz réwniez Pomoc programu Fiery Command WorkStation .

1 Sprawdz, czy wszystkie kable wymagane do podtaczenia Fiery server sa nieuszkodzone, a ich wtyczki sa
poprawnie umieszczone w odpowiednich portach.

Najczestsza przyczyna problemoéw jest uszkodzenie lub nieprawidlowe podiaczenie kabla.

NSS4 B3] Nie demontowad pokryw elementéw sprzetowych Fiery server ani ich nie otwierad.
Czesci znajdujace sie wewnatrz obudowy i kable wewnetrzne moga by¢ serwisowane
wylacznie przez autoryzowanych technikéw serwisowych.

2 Jezeli nie mozna wlaczy¢ Fiery server, sprawdz, czy kabel zasilajacy nie jest uszkodzony i czy gniazdko
elektryczne zapewnia doplyw pradu o odpowiedniej mocy.

3 Jezeli serwer druku Fiery server drukuje wolno lub nie zarzadza zadaniami zgodnie z oczekiwaniami, sprawdz
konfiguracje serwera druku Fiery server i upewnij sie, ze wybrano optymalne ustawienia dla uzywanej sieci i
$rodowiska drukowania.

Zmiany dokonane w $rodowisku sieciowym lub stosowanej kolejnosci zadain moga wymaga¢ modyfikacji
konfiguracji serwera druku Fiery server.


https://communities.fiery.com/s/
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4 Sprawdz, czy na dysku serwera druku Fiery server nie zainstalowano aplikacji innych producentéw.

Serwer druku Fiery server nie obstuguje aplikacji innych producentéw, dlatego ich instalacja moze spowodowac
problemy. Dotyczy to takze aplikacji do korzystania z ustug przesytania informacji multimedialnych (Multimedia
Messaging Services — MMS) (mozna je zainstalowac¢ na komputerze klienckim lub uzywac za posrednictwem
sieci).

5 Upewnij sie, ze programy antywirusowe uzywane do skanowania serwera druku Fiery server zostaty
skonfigurowane tak, aby byly uruchamiane wylacznie na zadanie, i nie pracuja stale w tle.

6 Sprawdz, czy ustawienia systemu operacyjnego zainstalowanego na serwerze druku Fiery server nie zostaly
zmienione, a system operacyjny nie zostal zaktualizowany (chyba Ze operacja ta zostala zatwierdzona przez dziat
pomocy technicznej).

Zmiana ustawien lub wersji systemu operacyjnego moze spowodowac problemy systemowe.
7 Sprawdz, czy nie zostala wylaczona zapora systemu Windows.

8 Zapoznaj sie z tre$cia komunikatéw o btedach wyswietlanych na liscie Serwery w programie Command
WorkStation.

9 Wykonaj zrzut ekranu przedstawiajacy okno programu Command WorkStation oraz wszelkie komunikaty o
btedach, a nastepnie zamknij i ponownie uruchom program Command WorkStation. Jezeli po ponownym
uruchomieniu zostang wyswietlone jakiekolwiek komunikaty o btedach, skontaktuj si¢ z dzialem pomocy
techniczne;j.

10 W celu sprawdzenia, czy wystapily bledy, mozna skorzysta¢ z funkcji Przebieg wstepny. Aby uzyskaé wiecej
informacji, zobacz Pomoc programu Fiery Command WorkStation .

11 Zainicjalizuj ponownie serwer druku Fiery server. Jezeli serwer druku Fiery server nie przechodzi w tryb
Bezczynny lub istniejg nierozwigzane problemy, zbierz niezbedne informacje i skontaktuj sie z dzialem pomocy
technicznej.

Tworzenie raportéw dotyczacych bltedow w zadaniu

Gdy tworzony jest raport dotyczacy btedéw w zadaniu, program Command WorkStation generuje plik .zip
zawierajacy pliki zadania, dzienniki i pliki z informacjami o serwerze druku Fiery server. Raport dotyczacy btedéw
w zadaniu mozna utworzy¢, nawet jeéli zadanie drukowania nie jest oznaczone bledem.

Uwaga: Po okreslonym czasie wpisy dotyczace btedéw w dzienniku sa nadpisywane. W celu zagwarantowania, ze
dzienniki bledéw zawieraja odpowiednie informacje, raport dotyczacy btedéw w zadaniu nalezy utworzy¢
natychmiast po wykryciu, ze wystapil btad. Raport dotyczacy bledéw w zadaniu powinien zosta¢ utworzony przed
ponownym zainicjowaniem serwera druku Fiery server oraz, jesli to mozliwe, przed przetworzeniem lub
wydrukowaniem kolejnych zadan drukowania.

Raport dotyczacy bledéw w zadaniu mozna utworzy¢ dla dowolnych zadan na liScie Wstrzymane.
1 W programie Command WorkStation wybierz zadanie z listy Wstrzymane.

2 Jezeli uzyskujesz dostep za pomoca komputera z systemem Windows, naci$nij klawisz Ctrl i kliknij zadanie
prawym przyciskiem. Jezeli uzyskujesz dostep za pomoca komputera z systemem Mac OS, naci$nij klawisze
Command+Control i kliknij zadanie prawym przyciskiem.

3 W menu skrotéw kliknij polecenie Utwdrz raport dotyczacy btedow.

4 Wprowadz informacje dotyczace bledéw w zadaniu.

a) Wpisz wszelkie komentarze i dodatkowe szczegétowe informacje w polu tekstowym.
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Zalecamy podanie nastepujacych informacji:

e Dataigodzina wystapienia btedu

¢ Odnotowane kody btedéw, jesli dotyczy

¢ Opis oczekiwanych rezultatéw

¢ Opis nieprawidlowych rezultatéw

¢ Czynnosci wykonane przed wystapieniem btedu

e Czestotliwo$¢ wystepowania btedu (np. pojedyncze zdarzenie, rzadko, od czasu do czasu, czesto, stale)
e Czy blad, ktéry wystapil, dotyczy jednego pliku czy tez kilku

e Czy plik, dla ktérego utworzono raport, jest takze plikiem, ktérego dotyczy btad

¢ Wersja systemu operacyjnego, w przypadku gdy zadanie drukowania zostalo przestane z komputera
klienckiego

e Zainstalowana wersja oprogramowania uzytkownika dla serwera Fiery server

¢ Opis innych operacji wykonanych za pomoca serwera druku Fiery server w przedziale czasu, w ktérym
wystapit btad
b) Jesli zadanie zawiera dane rastrowe, mozna dolaczy¢ je do raportu, wybierajac opcje Rastry.

Dolaczenie rastra moze by¢ przydatne, jezeli raster nie zostal poprawnie przetworzony. Moze to jednak
spowodowac przekroczenie dopuszczalnego rozmiaru raportu. W takiej sytuacji, najlepiej jest przeslac raster
oddzielnie.

c) Jesli zadanie zawiera profile koloréw w raporcie, mozna je uwzglednic¢ w raporcie, wybierajac opcje Profile
kolorow.
Dotaczenie profili koloréw moze by¢ przydatne, jezeli sa to profile niestandardowe, a kolory na wydruku sa
nieprawidlowe.

d) Aby wykluczy¢ pliki zadan, wybierz pozycjeZapisz tylko dzienniki (bez plikow zadan).
Tej opcji nalezy uzy¢, jezeli zadania druku sa poufne.

e) Aby dotaczy¢ do raportu natywny plik zZrédtowy, kliknij przycisk Dodaj +.

Dolaczenie natywnego pliku Zrédlowego moze by¢ przydatne, jezeli zadanie nie jest przetwarzane lub
drukowane. Moze to jednak spowodowac przekroczenie dopuszczalnego rozmiaru raportu. W takiej sytuacji,
najlepiej jest przestaé raster oddzielnie.

5 Dolacz do raportu wszelkie inne powiazane pliki.

Rozmiar pliku zadania musi by¢ mniejszy niz 6 GB, natomiast raport dotyczacy btedéw moze przekroczy¢ 6 GB
ze wzgledu na zalaczniki i powiazane pliki.

6 Zapisz raport dotyczacy bledéw w zadaniu.

Pobierz dzienniki systemowe

Motzliwe jest pobranie dziennikéw systemowych z serwera Configure. Te dzienniki sa zapisywane jako plik ZIP na
komputerze uzytkownika i mozna je przesyta¢ do dzialu pomocy technicznej w celu rozwiazywania probleméw.

1 W rozwiazaniu Configure kliknij opcje Serwer Fiery > Dzienniki systemowe.

2 Kliknij Pobierz.
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Rozwigzywanie problemow wywotujacych btedy w czasie wykonywania

Wiekszo$¢ btedéw w czasie wykonywania jest zwiazana z problemami dotyczacymi tacznoéci i moze by¢ usunieta
dzieki zastosowaniu wskazdwek zawartych w tej sekcji.

Nie mozna znalez¢ drukarki

W wiekszosci przypadkéw niemozno$¢ znalezienia drukarki w sieci wynika z braku lub konfliktu nazwy albo adresu
IP serwera druku Fiery server.

Na serwerze druku Fiery server:

o Upewnij sie, Ze nazwa hosta (nazwa DNS) zostala wprowadzona w oknie wy$wietlanym po kliknieciu kolejno
elementéw Configure > Serwer Fiery > Nazwa serwera. Aby uzyskac wiecej informacji, zobacz Pomoc programu
Fiery Command WorkStation .

Na kazdym z komputerow klienckich z systemem Windows lub macOS:

e Zapomoca programu Ping przeprowadz diagnoze serwera druku Fiery server z poziomu komputera klienckiego,
a nastepnie wykonaj podstawowe czynno$ci z zakresu rozwigzywania probleméw w odniesieniu do
jakichkolwiek probleméw z potaczeniem.

o Jezeli standardowe operacje z zakresu rozwiazywania probleméw nie usuna usterki, okresl nazwe hosta (nazwe
DNS) serwera druku Fiery server w pliku hosta.

Uwaga: Po zdefiniowaniu nazwy hosta na komputerze klienckim konieczne jest jej aktualizowanie po kazdej
zmianie tej nazwy.

e Aby program Command WorkStation i inne narzedzia oprogramowania Command WorkStation zainstalowane
na komputerze klienckim mogly nawiazywac polaczenie z serwerem druku Fiery server, konieczne jest
skonfigurowanie adresu IP lub nazwy DNS serwera druku Fiery server na li$cie serweréw. Aby uzyskac wiecej
informacji, zob. Narzedzia.

Nie mozna nawiazac potaczenia z serwerem druku Fiery server za pomoca aplikacji Command
WorkStation lub narzedzi

Jezeli nie mozna nawigza¢ polaczenia z serwerem Fiery server z poziomu aplikacji Command WorkStation lub
narzedzi, nalezy sprawdzi¢ status polaczenia z siecig i skontrolowa¢, czy uzytkownicy wprowadzaja prawidlowy
adres IP oraz nazwe DNS.

o Komputer zdalny, na ktérym uruchomiono aplikacje lub narzedzie WebTools, moze zaktécaé pobieranie
informacji o stanie. Jesli to mozliwe, zamknij aplikacje zdalng i sprébuj ponownie nawigzaé potaczenie.

e Uruchom ponownie aplikacje Command WorkStation i sprébuj ponownie nawigzaé potaczenie.

e Zainicjalizuj ponownie serwer druku Fiery server.

Sprawdz ustawienia konfiguracyjne serwera Fiery server. Jezeli nie mozna nawigza¢ potaczenia za pomocg aplikacji
Command WorkStation, nalezy skorzysta¢ z narzedzia Configure w aplikacji WebTools.

e W sekcji dostepnej po wybraniu kolejno opcji Configure > Serwer Fierysprawdz ustawienie skonfigurowane dla
opcji Nazwa serwera.

e W sekcji dostepnej po wybraniu kolejno opcji Configure > Sieésprawdz ustawienia adresu IP oraz inne
ustawienia sieciowe.

e Sprawdz na komputerze klienckim, czy zatadowane zostaly wymagane protokoly sieciowe.
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