Configuracion de los valores del Servidor Fiery

Acceso a Configure

Tras iniciar el servidor Fiery por primera vez o al instalar el software del sistema, debe configurar el servidor Fiery. Si
no lo hace, se utiliza la configuracion por defecto. Asegirese de que la configuracion sea la mas adecuada para su
entorno de impresion. Si su entorno de red o impresion varia, puede que deba cambiar la configuracién.

Cuando utilice los servidores proxy con el navegador web por defecto, es posible que no pueda iniciar Configure
desde Command WorkStation. Registre la direccién IP del servidor Fiery como una excepcién en la configuracién
por defecto del navegador. Verifique los valores de conexion por defecto del navegador y ajistelos en consecuencia.

Puede configurar el servidor Fiery desde un equipo de cliente mediante Configure, que estard disponible desde las
siguientes ubicaciones:

¢ Command WorkStation

e WebTools (con un navegador de Internet compatible)

Acceso a Configure desde Command WorkStation

1 En Command WorkStation, conéctese al servidor Fiery deseado e inicie una sesién como Administrador.
2 Realice una de las siguientes operaciones para iniciar Configure:

¢ En el mend Servidor, haga clic en Configure.

¢ En Centro de dispositivo, seleccione Informacién general, y a continuacién haga clic en Configure en la
esquina inferior derecha.

3 Desde Configure, cambie las opciones de configuracién actuales del servidor Fiery.

Acceso a Configure desde WebTools

1 Abra un navegador de Internet y escriba la direccién IP del servidor Fiery.
2 En WebTools, haga clic en la pestaiia Configure.

Nota: Es posible que el navegador muestre un error de certificado de seguridad al iniciar Configure. Puede
continuar con seguridad a pesar del error.

3 Inicie una sesi6én con privilegios de administrador.
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Configuracion del servidor

Utilice Configure para configurar el Fiery server. La configuracion es requerida siempre que encienda el Fiery server
por primera vez o después de cargar el nuevo software del sistema. Utilice Configure para especificar informacién
acerca del entorno de red y las preferencias de impresion para los trabajos que los usuarios envian al Fiery server.

Nota: Es posible que algunas opciones de Configure no se admitan en su Fiery server.

Para obtener informacién acerca de las opciones de Configure que no se describen en esta Ayuda, consulte
Instalacion y configuracion que es parte del conjunto de documentacién del usuario.

Flujos de trabajo de configuracion

Con Configure, puede ver y mantener los valores del Fiery server que son necesarios para imprimir y procesar los
trabajos en la red.

1 Para cambiar los valores de configuracién del servidor en Command WorkStation, conéctese al Fiery server
deseado.

2 Para cambiar la configuracion, en el ment Servidor, haga clic en Configure.

Para conocer otras formas de acceder a Configure, consulte Acceso a Configure en la pagina 1.
3 En Configure, desplacese hasta el valor que desee cambiar.
4 Después de cambiar la configuracién de una opcion, haga clic en Cancelar o Guardar.

5 Cuando haya terminado de realizar los cambios, rearranque el Fiery server.

Nota: Los cambios que realice no se aplican hasta que se rearranque el Fiery server.

Usuarios y grupos

Puede definir privilegios para los usuarios que tienen acceso al servidor Fiery asigndndolos a grupos. Se facilitan
varios grupos por defecto. Todos los usuarios de un grupo tienen los mismos privilegios.

Puede ver informacién detallada acerca de usuarios y grupos seleccionando Cuentas de usuario.

Ademads, para asignar los usuarios que ha creado a un grupo, puede aiadir los usuarios desde la lista de direcciones
general de la organizacién. Para hacer esto, debe habilitar primero los servicios de LDAP en el servidor de impresién.

Crear nuevos usuarios

Si los usuarios no existen en la lista de direcciones global o en la lista de contactos, puede crearlos manualmente.
Cualquier nombre que aparezca en la lista de contactos puede convertirse en un usuario para asignarlo a un grupo.

Los grupos Administradores y Operadores tienen un usuario por defecto denominado "Administrador” u
"Operador", respectivamente.

1 En Configure, seleccione Cuentas de usuario.

2 Haga clic en el botén Lista de contactos de Fiery.

3 Enlaventana Lista de contactos de Fiery, haga clic en el botén Agregar usuario.

4 En la ventana Crear usuario, especifique la informacién requerida. Haga clic en Crear.
5

Haga clic en Cerrar.
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Agregar usuarios a los grupos existentes

Puede agregar usuarios existentes a un grupo que ya existe o puede crear usuarios y agregarlos al grupo existente.
Puede agregar usuarios a tantos grupos como desee.

Al crear una cuenta de usuario, no se asigna ningin privilegio a dicho usuario hasta que agregue el usuario a un
grupo.

1 En Configure, seleccione Cuentas de usuario.

2 Seleccione el grupo al que desea agregar usuarios.

3 Haga clic en Asignar usuarios.

4 Asigne el usuario a los grupos segun sea necesario, mediante alguno de los siguientes métodos:

¢ Para crear un nuevo usuario y asignarlo a un grupo, seleccione Crear nuevo usuario y asignar en la lista
desplegable, escriba la informacién adecuada en la ventana Crear usuario y, a continuacién, haga clic en
Guardar.

e Para asignar una cuenta existente a un grupo, seleccione Agregar desde la lista de contactos. En la ventana

3

Asignar usuarios, introduzca el nombre de cuenta debajo de Usuarios de la lista de contactos de Fiery y pulse

Intro o seleccione la cuenta si aparece enumerada y haga clic en Agregar usuarios.

¢ Para asignar una cuenta de usuario SSO a un grupo, seleccione Agregar desde Azure AD. En la ventana

Asignar usuarios, seleccione Lista de usuarios de SSO e inicie sesién. Si el usuario ya tiene una sesion activa de

Azure, WebTools buscari la lista de usuarios de Azure. En caso contrario, se pedira al usuario que introduzca

las credenciales de inicio de sesién de Azure. Busque el usuario de SSO en la lista, seleccione la cuenta si
aparece y haga clic en Agregar usuarios.

e Para asignar un usuario desde la Lista de direcciones global, seleccione Agregar desde la Lista de direcciones

global. Si LDAP esta configurado y habilitado, la lista contiene nombres de la base de datos de su organizacién.

Si aparece el bot6n Configurar valores de LDAP, haga clic en el botén para configurar los valores de LDAP
para que funcionen con Command WorkStation.

5 Haga clic en Cerrar cuando haya terminado de agregar las cuentas de usuarios a los grupos.

Quitar usuarios de los grupos

Puede quitar un usuario de un grupo. Sin embargo, todos los trabajos que el usuario ya haya enviado al servidor
Fiery serdn procesados y el Registro de trabajo conserva el nombre de usuario con la informacién de trabajo
pertinente.

Después de quitar un usuario de un grupo, el usuario sigue apareciendo en la Lista de contactos de Fiery.
Nota: No puede borrar los usuarios por defecto "Administrador” u "Operador".

1 En Configure, seleccione Cuentas de usuario.

2 Seleccione el grupo en el que esta el usuario.

3 Mueva el cursor sobre el nombre del usuario que desee quitar del grupo.
Observe que se muestran los iconos de Editar y Eliminar.

4 Haga clic en el icono Eliminar.
El usuario se elimina del grupo, pero no de la Lista de contactos del Fiery.
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Cambiar atributos de usuario

Puede cambiar los atributos de usuario, como por ejemplo, la contrasefa de usuario y la direccién de correo
electrénico. Si el usuario ya ha iniciado una sesién, sus cambios afectan al usuario cuando el usuario cierre la sesién y
la inicie de nuevo.

Para cambiar las contraseiias por omision de Administrador y de Operador, puede utilizar el siguiente
procedimiento o configurar una nueva contrasefia.

1 En Configure, seleccione Cuentas de usuario.
2 Haga clic en el botén Lista de contactos de Fiery.

3 Mueva el cursor sobre el nombre de un usuario.
Observe que se muestra el icono de Editar.

4 Haga clic en el icono Editar. En el cuadro de didlogo Editar usuario, edite los atributos de usuario y haga clic en
Guardar.

Cambiar privilegios de grupo

1 En Configure, seleccione Cuentas de usuario.

2 Mueva el cursor sobre el nombre de un grupo.
Observe que se muestra el icono de Editar.

3 Haga clic en el icono Editar. En la ventana Editar grupo, seleccione o deseleccione privilegios y haga clic en
Guardar.

Nota: Es posible que estos privilegios no se admitan en todos los modelos de servidor Fiery.

¢ Calibracion: permite a los miembros de este grupo calibrar el servidor Fiery. Por defecto, solo los grupos
Administrador y Operador tienen acceso a este privilegio.

¢ Crear valores predefinidos de servidor: permite a los miembros de un grupo que tengan este privilegio
guardar un conjunto de opciones de impresién que los usuarios pueden seleccionar para su trabajo.

¢ Administrar flujos de trabajo: permite a los miembros de un grupo que tengan este privilegio crear, editar y
eliminar valores predefinidos de servidor e impresoras virtuales.

¢ Editar trabajos: permite a los miembros de un grupo que tengan este privilegio editar trabajos en las colas En
espera o Impresos.

Eliminar usuarios

Puede eliminar completamente un usuario del servidor Fiery. Sin embargo, todos los trabajos que el usuario ya haya
enviado al servidor Fiery seran procesados y el Registro de trabajo conserva el nombre de usuario con la informacién
de trabajo pertinente.

Nota: No es posible eliminar los usuarios por defecto Administrador, Operador o Invitado y no puede eliminar los
grupos Administradores, Operadores o Invitados.

1 En Configure, seleccione Cuentas de usuario.
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2 Para eliminar un usuario completamente del servidor Fiery, siga los siguientes pasos:
a) Haga clic en el boton Lista de contactos de Fiery.

b) En el cuadro de didlogo Lista de contactos de Fiery, mueva el cursor sobre el nombre del usuario que desea
eliminar.
Observe que se muestra el icono de Editar y Eliminar.

Nota: El icono Eliminar solo aparece si se le permite borrar el usuario.

¢) Haga clic en el icono Eliminar.
El usuario se ha eliminado completamente del servidor Fiery.

d) Haga clic en Cerrar.

Inicio de sesion unico (SSO)

El Fiery server admite el protocolo OpenID Connect para la autentificacién de usuarios de inicio de sesién unico
(SSO) basada en la nube con Microsoft Entra ID. Los usuarios pueden iniciar sesidn en el Fiery server mediante sus
credenciales de Entra ID existentes.

El método de autentificacién es compatible con la autentificaciéon multifactor (MFA). SSO ayuda a establecer la
identidad del usuario mediante la verificacién de la informacién necesaria. Con SSO, los usuarios que tengan el
acceso adecuado pueden iniciar sesidn en el Fiery server sin tener que autentificarse cada vez. SSO garantiza un
inicio de sesién seguro porque el Fiery server no almacena ninguna contrasefia de usuario localmente.

El Fiery server no debe estar conectado a un servidor proxy. Debe estar conectado directamente a Internet. También
debe asegurar la disponibilidad de la conexidn a Internet y tener una cuenta de Microsoft Entra ID activa.

Registrar una nueva aplicacion en Microsoft Entra

Debe registrar una aplicacion en el inquilino de Miscrosoft Entra ID en el que residan las cuentas de usuario.
1 Inicie sesion en la cuenta de Microsoft Entra.

2 Vaya a Registros de la aplicacion > Entra ID > Nuevo registro.

3 Introduzca los detalles en la pagina Registrar una aplicacion.

Puede copiar la URL de redireccionamiento desde WebTools > Configure > Red > Inicio de sesién tnico. La
aplicacioén se registrara incluso si no agrega la URL de redireccionamiento en este momento. Puede agregar la
URL de redireccionamiento mds adelante.

4 Haga clic en Registrar.

Agregar la URL de redireccionamiento tras registrar una aplicacion

1 Haga clic en Aihadir una URL de redireccionamiento en la seccién de informacién general.
Haga clic en Agregar una plataforma en Configuraciones de plataforma en el panel de la derecha.

Seleccione Aplicaciones maviles y de escritorio.

H W N

Agregue la URL de redireccionamiento en URL de redireccionamiento personalizadas.

5 Haga clic en Configure.
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Conceder permiso de API

Tras registrar la aplicacion, debe conceder el permiso de API para que la aplicacién pueda leer la informacién de
Entra ID.

1

2
3
4

Inicie sesién en la cuenta de Entra y vaya a Administrar > Permisos de APl > Agregar un permiso.
En la pagina Solicitar permisos de API, seleccione Microsoft Graph > Permisos delegados.
En la barra de biisqueda, escriba “directory” y active la casilla de verificacién Directory.Read.All.

Haga clic en Agregar permisos.
El administrador debe autorizar la solicitud.

Utilizar SSO como método de inicio de sesion disponible

Puede permitir que los usuarios de SSO inicien sesién en Command WorkStation y WebTools.

Para ver los mensajes de autentificacion en otro idioma, cambie el idioma del navegador.

1

En Configure > Red > Inicio de sesién tnico (SSO), seleccione Habilitar SSO.
El identificador de Microsoft Entra se puede denominar "Azure Active Directory (Azure AD)" en Configure.

Copie esta informacion desde la cuenta de Microsoft Entra y péguela en la ventana Inicio de sesién unico.

¢ Documento de metadatos de OpenID Connect
¢ ID de directorio (inquilino)
¢ ID de aplicacién (cliente)

E1ID de directorio (inquilino) y el ID de aplicacion (cliente) estan disponibles en la seccién Informacién general
de la aplicacién registrada. La URL del documento de metadatos de OpenID Connect se mostrara al hacer clic en
Terminales en la misma seccidn.

Copie la URL de redireccionamiento y agréguela a la seccién Autentificacion de la aplicacidn registrada en Entra.

La URL de redireccionamiento se genera previamente y contiene el nombre del Fiery server. Si el nombre de host
cambia, debe reiniciar el Fiery server y agregar la nueva URL de redireccionamiento a la seccién Autentificacién
de la aplicacién registrada en Entra.

El Fiery server no puede tener el mismo nombre de host que otro Fiery server en la misma intranet.
Haga clic en Guardar.

Para validar los detalles, haga clic en Validar.

El bloqueador de elementos emergentes de su navegador web debe estar desactivado.

Haga clic en Avanzada en la pagina de advertencia y luego haga clic en Aceptar el riesgo y continuar.
En funcidén de su navegador web, los nombres de las opciones pueden ser diferentes.

Si los detalles son correctos, la validacidn se completard en 180 segundos. Si el tiempo de espera de validacion se
agota, reinicie el procedimiento de autentificacién.
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Agregar cuentas de usuario en Configure (WebTools)

Tras la configuracién de SSO, el administrador podra agregar usuarios con privilegios de usuario especificos a
grupos.

1 Inicie sesion en Configure > Cuentas de usuario > Asignar usuarios > Agregar desde Azure AD.

2 Enlaventana Asignar usuarios, haga clic en Iniciar sesién.

Si ya tiene una sesion activa de Entra ID, WebTools buscara la lista de usuarios de Entra. En caso contrario, se le
pedird que introduzca las credenciales de inicio de sesién de Entra.

3 Seleccione el nombre de usuario que desea agregar y haga clic en la flecha derecha.

Configuracion del servidor

Puede realizar tareas como la especificacion de la configuracién general, la definicién de las opciones del trabajo, la
configuracion de las contrasenas de administrador y operador, la gestion del Registro de trabajos y la especificacién
de la configuracién de JDF.

Indicar el nombre del Fiery server

Puede especificar el nombre del Fiery server y configurar otras opciones generales.
1 En Configure, seleccione Servidor Fiery > Nombre de servidor.

2 Escriba el nombre del Fiery server que desea que aparezca en la red.

Nota: Si tiene mas de un Fiery server, no les asigne el mismo nombre.

Configurar el idioma y la configuracion regional

Al seleccionar un idioma, la configuracién regional (excepto la hora y la fecha) se configuran automaticamente en
funcidn de su seleccién. Ademds puede cambiar manualmente cualquier valor segin sea necesario.

1 En Configure, seleccione Servidor Fiery > Configuracion regional.
2 EnIdioma del servidor, seleccione un idioma.

3 Sidesea cambiar la configuracién regional de manera individual (como para las Unidades de medida
exclusivamente), cambie la configuracioén si es necesario.

4 Guarde los cambios.

Nota: Debe rearrancar el Fiery server para que se aplique el cambio de idioma.

Configurar manualmente la fecha y la hora

La caracteristica Configuracién regional permite definir manualmente una zona horaria y los valores de horario de
verano.

1 En Configure, seleccione Servidor Fiery > Configuracion regional.

2 Especifique la fecha y la hora.

7
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Configurar la fecha y la hora automaticamente

Puede utilizar un mecanismo automadtico de fecha y hora mediante la seleccién de un servidor de hora y un intervalo
entre sondeos.

1

2

En Configure, seleccione Servidor Fiery > Configuracion regional.
Seleccione Establecer fecha y hora automaticamente y haga clic en el enlace Administrar.

Seleccione un servidor de hora y un intervalo entre sondeos.

El intervalo entre sondeos determina con qué frecuencia recibe el Fiery server actualizaciones del servidor de
hora.

Definir las opciones del trabajo

Puede configurar los valores de las opciones que afectan a todos los trabajo, asi como si debe estar habilitada o no la
Cola Impresos.

1

En Configure, seleccione Administracion de trabajos > Cola de impresién y, a continuacidn, active la casilla de
verificacién Guardar trabajos impresos.

Si esta opcion estd habilitada, puede volver a imprimir los trabajos de la cola Impresos sin tener que reenviarlos al
Fiery server. Si esta opcion no estd habilitada, los trabajos se eliminan inmediatamente del Fiery server tras su
impresidn.

En el campo Trabajos guardados en la cola Impresos, escriba el niimero de trabajos que quiera que se guarden
en la cola.

Nota: Esta opcion solo esté disponible si habilita la cola Impresos. Los trabajos de la cola Impresos ocupan
espacio en el Fiery server.

Fiery server genera una presentacién preliminar en miniatura de la primera pagina de un trabajo a medida que se
importa. Esta presentacién preliminar se genera siempre para los trabajos en cola de impresion, y no existe
ninguna opcién para deshabilitar este comportamiento.

Para configurar el Fiery server para que empiece a procesar trabajos antes de que estén en la cola, seleccione
Administracion de trabajos y la casilla de verificacién Permitir procesamiento durante la recepcion.

Tenga en cuenta estos puntos antes de habilitar esta opcién:

¢ Los trabajos PDF y de impresion de datos variables (VDP) no se admiten con la opcién Permitir procesamiento
durante la recepcidn porque estos trabajos deben almacenarse en cola completamente antes de procesarse.

¢ La funcién Permitir el procesamiento durante la recepcion puede causar que algunos trabajos se impriman en
un orden diferente al que tenian al recibirse en la red.

¢ En funcién del entorno de red y la velocidad del equipo cliente que envia el trabajo al Fiery server, si permite el
procesamiento durante la recepcidén puede monopolizar los recursos del Fiery server durante mucho tiempo y
evitar que otros trabajos mas pequefios o mas rapidos puedan ponerse por delante y procesarse mientras el
trabajo de procesamiento durante la recepcidn sigue en la cola.

Para controlar la conversion de PS a PDF con un archivo de opciones de trabajo, seleccione Administracién de
trabajos > Conversion de PS a PDF.

Guarde los cambios.
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Configurar las contraseinias de administrador y operador

Puede configurar contrasefias por omisiéon de administrador y operador. Por omisidn, la contraseiia de administrador
estd configurada en el Fiery server, pero la de operador no. Cambie la contraseiia de Administrador para proteger el
Fiery server de cambios no autorizados.

Nota: Mantenga un registro con las contraseiias que defina.

Para obtener mas informacién acerca de las contraseiias, consulte Inustalacion y configuracion, que es parte del
conjunto de documentacién del usuario.

1 En Configure, seleccione Seguridad.
2 Seleccione uno de los siguientes:
¢ Contrasena de administrador
¢ Contrasena de operador
3 Introduzca y confirme una nueva contraseria.

4 Guarde los cambios.

Descargar registros del sistema

Puede descargar los registros del sistema desde Configure. Estos registros se guardan como un archivo ZIP en su
equipo y se pueden enviar al equipo de asistencia técnica para solucionar problemas.

1 En Configure, haga clic en Servidor Fiery > Registros del sistema.

2 Haga clic en Descargar.

Administrar el Registro de trabajos

El Registro de trabajos es un archivo guardado en el Fiery server. Enumera todos los trabajos procesados por el Fiery
server desde la dltima vez que se vacid el Registro de trabajos o se reinstald el software de Fiery server.

Cada entrada del Registro de trabajos incluye el nombre del usuario, el nombre del documento, la hora y la fecha de
impresion y el nimero de paginas.
1 En Configure, seleccione Servidor Fiery > Registro de trabajos.

2 DPara configurar el Fiery server para que exporte automaticamente el Registro de trabajos, seleccione Habilitar
exportacion automatica del registro de trabajos.

Si selecciona esta opcion, seleccione la fecha y la hora en que desea que se realice la exportacién. El Registro de
trabajos se exportard como archivo de texto con formato CSV (valores separados por comas).

3 Para garantizar que el Registro de trabajos se vacie automdaticamente después de exportarse, seleccione Vaciar
registro de trabajos tras la exportacion.

Nota: El Registro de trabajos se borra aunque la exportacion no sea correcta. No seleccione esta opcidn si estd
usando el Registro de trabajos como informacién importante de contabilidad. En este caso, le recomendamos que
se asegure de que el Registro de trabajos se guardé correctamente y entonces lo elimine del Fiery server.
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4 DPara exportar el Registro de trabajos a través de SMB, seleccione SMB e introduzca la informacién requerida.
Haga clic en Validar para asegurarse de que la informacién se introdujo correctamente.

Valores JDF

La tecnologia JDF es un estandar abierto del sector basado en XML para las identificaciones de trabajo. Simplifica el
intercambio de informacidn entre aplicaciones y sistemas de artes graficas diferentes.

Fiery JDF permite enviar trabajos JDF a Fiery server desde aplicaciones que permitan la creacion de identificaciones
de trabajo JDF.

Utilice Configure para especificar la configuracién de JDF y ver la versién de Fiery JDF, el ID de dispositivo de JDF y
la URL de JMF.

Para obtener mas informacién acerca de JDF y JMF, consulte Ayuda de Fiery Command WorkStation.
1 En Configure, seleccione Envio de trabajos > Configuracion de JDF.
2 Seleccione Habilitar JDF.

3 Sihay una impresora virtual configurada para Fiery server, seleccione una en la opcién Utilizar la configuracion
de trabajos de la impresora virtual.

Nota: Especifique esta opcidn solo si se aplica a su flujo de trabajo especifico.
4 Especifique una accion de cola de impresion por defecto en Accién del trabajo.

5 Seleccione Redefinir trabajo JDF con la configuracion de arriba, si desea modificar la configuracién especificada
en la identificacién JDF.

6 Laseccion de URL de JMF (formato de mensajeria de trabajos) muestra informacién de solo lectura sobre el Fiery
server, que puede utilizar para configurar flujos de trabajo de JDF.

7 Especifique cdmo desea que se cierren los trabajos JDF una vez impresos.

8 Especifique los elementos requeridos para cerrar un trabajo JDF. Los elementos que seleccione deben
completarse para que el trabajo pueda cerrarse automédtica o manualmente.

9 Especifique las rutas de red donde Fiery server busca los recursos compartidos.

El Fiery server busca estas rutas de red en el orden que especifique hasta que encuentra los objetos necesarios.
Cuando se introduce una ruta, el Fiery server no verifica si existe en la red.

Nota: Informe a los usuarios de estas rutas de forma que sus trabajos puedan tener acceso a los recursos.

10 Guarde los cambios.

Especificar la informacion de contacto
Puede especificar la informacién de contacto de las personas que proporcionan asistencia técnica para el Fiery server
y el dispositivo de impresién.

1 Desde Configure, seleccione Servidor Fiery y a continuacidn, seleccione Informacion de contacto de asistencia
de Fiery o Informacion de contacto de asistencia de impresora.
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2 Introduzca la informacién de contacto en los campos disponibles.

Nota: La informacidn de contacto que introduzca aqui aparecerd en WebTools y en Command WorkStation, en
Centro de dispositivo.

3 Guarde los cambios.

Configuracion de red

Agregue el Fiery server a su red.

Introduzca las direcciones de red y nombres que van a ser utilizados por las computadoras, servidores y el Fiery
server cuando se comunican entre si. Asegurese de que el Fiery server esté conectado a una red en funcionamiento
de forma que pueda consultar la red para obtener la informacién adecuada.

Configurar la velocidad Ethernet

Especifique la velocidad de la red a la que estd conectado el Fiery server. Puede utilizar la funcién Deteccién
automdtica si no sabe la velocidad.

1 En Configure, seleccione Red > Velocidad de Ethernet.

2 Seleccione la velocidad de la red a la que esta conectado el Fiery server.

Si el entorno de red es compuesto o si no sabe cudl es la velocidad de red, seleccione la opcién Auto
(10/100/1000).

3 Guarde los cambios.

Configurar LDAP

Si su Fiery server admite esta opcién, puede configurar el Fiery server para comunicarse con servidores de
informacidén corporativa de su organizacién mediante el protocolo LDAP. Fiery server puede acceder a listas de
direcciones de correo electrénico para ciertas funciones.

Nota: La diferencia horaria entre el servidor LDAP y la hora del sistema del Fiery server (Servidor > General > Fecha
y hora) debe ser de cinco minutos o menos.

1 En Configure, seleccione Red > LDAP.
2 Enlaventana de configuracién de LDAP, marque la casilla Habilitar LDAP.

3 Introduzca el nombre o la direccién IP del servidor LDAP.

La direccién IP y el nombre de host del servidor LDAP deben estar registrados en el servidor DNS.
4 Escriba el nimero de puerto para la comunicacién con el servidor LDAP.
5 DPara solicitar la comunicacion segura, seleccione Comunicacién segura (TLS).

6 Sise requiere la autentificacion, seleccione Requiere autentificacion y, a continuacion, especifique el tipo de
autentificacién.

7 Escriba el nombre de usuario y la contraseiia para la conexién al servidor LDAP.

8 Siha seleccionado GSSAPI como tipo de autentificacion, escriba el nombre de dominio del servidor LDAP en el
campo Dominio.
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9 En Base de busqueda, especifique la ubicacién en la que el Fiery server debe buscar para encontrar el servidor
LDAP. Para verificar la ubicacién de la base de btsqueda, haga clic en el botén Validar de la parte inferior de la
pantalla.

10 En el campo N.° maximo de entradas, escriba el nimero méximo de entradas que el Fiery server acepta del
servidor LDAP.

11 En el campo Tiempo limite de busqueda, especifique la cantidad maxima de tiempo que el Fiery server emplea
en intentar comunicarse con el servidor LDAP.

12 Guarde los cambios.

Configurar servicios de Web e impresion IPP

La habilitacion de los servicios de Web permite a los usuarios utilizar WebTools.

TCP/IP debe estar habilitado en el Fiery server y en los ordenadores de los usuarios. Todas los ordenadores deben
tener un navegador web instalado con Java habilitado y una direccién IP o un nombre de host validos.

Después de habilitar los servicios de Web, puede habilitar el protocolo de impresion de Internet (IPP). No todos los
modelos de Fiery server son compatibles con la impresién IPP.

Para obtener mas informacién sobre los requisitos del navegador y del ordenador, consulte Instalacion y
configuracion. Para obtener mds informacidon acerca de la configuracion de las computadoras de los usuarios para
usar la impresion IPP, consulte Impresion. Estos documentos son parte del conjunto de documentacién del usuario.

1 En Configure, haga clic en Envio de trabajos y seleccione IPP.

2 Guarde los cambios.

Configurar SNMP

Habilite SNMP para permitir el acceso remoto a Configure y a otras caracteristicas del Fiery server.
1 En Configure, seleccione Red > SNMP.

2 Seleccione Habilitar SNMP.

3 DPararestaurar los valores originales de SNMP en el Fiery server, haga clic en el bot6n Restaurar.

Nota: Si los valores de SNMP han cambiado desde que cargé la pagina de SNMP, debe hacer clic en Restaurar
antes de realizar los cambios.

4 En lalista Nivel de seguridad, seleccione uno de los siguientes:
¢ Minimo: corresponde a la funcionalidad en SNMP versi6n 1.
¢ Medio: ofrece mas seguridad para SNMP versién 3.
¢ Maximo: el valor mds seguro para SNMP versién 3.
5 Escriba los nombres para la Comunidad de lectura y la Comunidad de escritura.

6 DPara especificar un nombre de usuario que no requiera autentificacion ni encriptacién con el servidor de SNMP,
escriba el nombre en el campo Nombre de usuario no seguro.
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7 Para especificar un nombre de usuario que requiera autentificacién o encriptacién con el servidor de SNMP,
escriba el nombre en el campo Nombre de usuario seguro y especifique la siguiente informacion:

¢ Tipo de autentificacién del usuario

¢ Contrasena de autentificacion de usuario: la contrasefa para leer los valores de MIB basados en el nombre de
usuario seguro

¢ Tipo de privacidad del usuario - tipo de encriptacién

¢ Contrasefia de privacidad del usuario

8 Guarde los cambios.

Configuracion de protocolos

Al especificar la configuracién de TCP/IP, puede asignar automdticamente direcciones desde un servidor DHCP o
BOOTP.

Si utiliza este enfoque, asegurese de que el servidor adecuado se esté ejecutando antes de configurar los valores de
TCP/IP para Ethernet, DNS, servidor WINS, seguridad, IPsec o certificados.

Configurar TCP/IP para Ethernet

Puede especificar que el Fiery server obtenga automdticamente su direccion IP o que se defina la direccién
manualmente.

Nota: El Fiery server almacena las direcciones IP asignadas, incluso si deshabilita TCP/IP posteriormente. Si debe
asignar la direccion IP del Fiery server a otro dispositivo, configure primero la direccién del Fiery server con la
direccion de bucle de prueba (127.0.0.1).

El Fiery server requiere una direccidn IP exclusiva y valida. Puede especificar que el Fiery server obtenga
automadticamente su direccion IP o que se defina la direccién manualmente. Si permite que el Fiery server obtenga la
direccion IP, también se obtiene automdaticamente la direccién de pasarela.

Si desea configurar autométicamente otros tipos de direcciones IP, como por ejemplo para un servidor DNS o
WINS, debe permitir que el Fiery server obtenga automaticamente su propia direcciéon IP.

Permitir que el Fiery server obtenga automaticamente su direccion TCP/IP

Puede hacer que el Fiery server obtenga automaticamente su direccién IP, méscara subred y direccién de
pasarela por omision.

1 En Configure, seleccione Red > Direccion IPv4

2 Seleccione Automatico en Configurar direccién IP.

3 Seleccione si desea configurar automatica o manualmente el servidor DNS y el servidor WINS.

4 Guarde los cambios.

5 Sisured utilizar direcciones IPv6, seleccione Red > Direccién IPv6 y seleccione Habilitar direccion IPv6.
Nota: IPv4 debe estar habilitado para que IPv6 funcione.

6 Guarde los cambios.



Configuracién de los valores del Servidor Fiery | 14

Definir manualmente las direcciones de TCP/IP para el Fiery server

Para definir manualmente las direcciones TCP/IP, especifique la direccién IP, la méscara de subred y la direccién
de pasarela por omision.

1 En Configure, seleccione Red > Direccion IPv4
2 Seleccione Manual en Configurar direccién IP.

3 Escriba la direccidn IP, la méscara de subred y la direccién de pasarela por omisién en los campos
respectivos.

4 Seleccione si desea configurar automatica o manualmente el servidor DNS y el servidor WINS.

5 Guarde los cambios.

6 Sisured utiliza direcciones IPv6, seleccione Red > Direccién IPv6 y seleccione Habilitar direccién IPv6.
Nota: [Pv6 requiere que IPv4 ya esté habilitado.

7 Guarde los cambios.

Configurar DNS

Conlfigure los valores de DNS para que el Fiery server resuelva un nombre para una direccién IP.

Para que el Fiery server obtenga autométicamente una direccién DNS, en primer lugar debe permitir que el Fiery
server obtenga automaticamente su propia direccién IP.

En Configure, seleccione Red > Direccion IPv4.
Seleccione Configurar servidor DNS y Automatico o Manual.

Si selecciona Manual, escriba la direccién IP del eje de neutros servidores DNS secundario y el sufijo DNS
(nombre de dominio).

Guarde los cambios.

Configurar el servidor WINS (resolucién de nombre)

Puede especificar si configurar un servidor WINS automaticamente o manualmente. El servidor WINS permite a los
usuarios utilizar los recursos de red por nombre en lugar de por direccién IP.

Para que el Fiery server configure el servidor WINS automaticamente, la direccién IP del Fiery server también debe
configurarse automaticamente.

1
2

En Configure, seleccione Red > Direccion IPv4.
Junto a Configurar servidor WINS, seleccione Automatica o Manual.

Si selecciona Manual, introduzca la direccién IP del Fiery server.

El nombre aparece en la red cuando los usuarios acceden al Fiery server a través de SMB (Server Message Block).
Este nombre es el mismo nombre que el del Fiery server.

Guarde los cambios.
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Puertos de control y direcciones IP

Para controlar las conexiones con el Fiery server, puede permitir la comunicacién a través de puertos IP especificos o
puede restringir un rango de direcciones IP.

Permitir la comunicacién a través de puertos IP especificos

Para restringir las conexiones no autorizadas al Fiery server, puede restringir la actividad de red sélo en puertos
especificos. El Fiery server no tiene en cuenta los comandos o trabajos enviados desde puertos no autorizados.

1 En Configure, seleccione Seguridad > Filtrado de puertos TCP/IP.

2 Seleccione Habilitar filtro de puertos TCP/IP y especifique los puertos a habilitar.

Seleccione sélo los puertos que desea autorizar en el Fiery server.

3 Guarde los cambios.

Para habilitar el acceso de Escritorio remoto en el Fiery server, asegirese de que el puerto 3389 esté
habilitado y de que la opcidn Escritorio remoto (en la seccién Servidor Fiery) estd habilitada.

Nota: No todos los modelos de Fiery server admiten la opcién de puerto 3389.

Permitir o restringir un rango de direcciones IP

Restringir conexiones no autorizadas al Fiery server mediante la definicién direcciones IP que se aceptan o se
rechazan.

Puede rechazar todas las direcciones IP por omisién excepto aquellas que acepte especificamente, o aceptar
todas las direcciones IP por omisidn excepto aquellas que rechace especificamente. Puede especificar si acepta o
rechaza varios rangos o direcciones IP. El Fiery server no tiene en cuenta los comandos o trabajos enviados
desde las direcciones IP no autorizadas. Si configura un rango de direcciones IP para que se rechacen pero no
especifica direcciones IP validas para que se acepten, se deshabilitan todas las comunicaciones de red del Fiery
server.

1 En Configure, seleccione Seguridad > Filtrado de direcciones IP.

2 Para permitir el filtrado de direcciones IPv4, active la casilla de verificacién Filtrado de direcciones IPv4,
indique si la Regla de filtro por omisién para IPv4 debe aceptar las direcciones IP excepto las que ha
rechazado, o rechazar las direcciones IP excepto las que ha aceptado, y haga clic en Agregar filtrado de
direcciones IPv4 para especificar el rango de direcciones IP y si desea aceptar o rechazar el rango. Puede
anadir varios rangos.

3 Para permitir el filtrado de direcciones IPv6, active la casilla de verificacién Filtrado de direcciones IPv6,
indique si la Regla de filtro por omisién para IPv6 debe aceptar las direcciones IP excepto las que ha
rechazado, o rechazar las direcciones IP excepto las que ha aceptado, y haga clic en Agregar filtrado de
direcciones IPv6 para especificar una direccion IP y la longitud de prefijo, y si desea aceptar o rechazar esta
direccién. Puede aiadir varias direcciones IP.

4 Guarde los cambios.

Configurar IPsec (Internet Protocol Security)

Si las computadoras de los usuarios admiten IPsec, puede habilitar el Fiery server para aceptar las comunicaciones
encriptadas de los usuarios.
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1 En Configure, seleccione Seguridad > IPSpec.
2 Seleccione Habilitar IPsec.

3 Para definir la clave precompartida, escribala en el cuadro Clave precompartida.

Si ha definido la clave precompartida, todas las comunicaciones entrantes que utilizan IPsec deben contener esta
clave.

4 Guarde los cambios.

Administracion de certificados desde Configure

El servidor Fiery requiere una conexion segura entre los ordenadores de los usuarios y los componentes del servidor
Fiery. HTTPS a través de TLS encripta las comunicaciones entre los dos puntos finales. Se requiere HTTPS para una
conexidn al servidor Fiery desde WebTools. Estas comunicaciones estan cifradas con TLS 1.2y 1.3.

El servidor Fiery permite al administrador gestionar los certificados utilizados durante las comunicaciones TLS
(formato de certificado X.509 codificado en Base64). El servidor Fiery es compatible con certificados RSA con una
longitud de clave de 4096, 3072 y 2048 bits.

Puede gestionar los certificados de las siguientes maneras:

e Crear certificados digitales autofirmados.
e Anadir un certificado y su clave privada correspondiente para el servidor Fiery.

e Anadir, examinar, ver y eliminar certificados de una entidad de certificacién de confianza.

Nota: Puesto que los certificados autofirmados no son seguros, debe utilizar un certificado de una entidad emisora
de certificados (CA) de confianza.

Una vez que obtenga un certificado firmado por una entidad emisora de certificados de confianza, puede cargar el
certificado al servidor Fiery en Configure.

Agregar un certificado o una clave privada

Al agregar un certificado o una clave privada, especifique su ubicacién.

1 Para ver informacién sobre un certificado, pase el ratén por encima del nombre del certificado y haga clic en
el icono que representa un ojo.

También puede eliminar el certificado haciendo clic en el icono de la papelera.
2 En Configure, seleccione Seguridad > Certificados de confianza.
3 Haga clic en Agregar.

4 Haga clic en Examinar para seleccionar el archivo y, a continuacion, haga clic en Agregar.

Asignar un certificado al servidor Web.
Puede asignar o reasignar un certificado utilizado mediante el servidor web.
1 En Configure, seleccione Seguridad > Certificados de servidor.

2 Haga clic en Crear certificado autofirmado.
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3 Especifique y guarde la informacién de certificado.

4 DPara cambiar el certificado que utiliza el servidor Web, seleccione el certificado, haga clic en Cambiar
certificado, y a continuacién introduzca la ubicacién del certificado o la clave privada.

Eliminar un certificado asignado

Puede eliminar un certificado asignado.
1 En Configure, seleccione Seguridad > Certificados de confianza.

2 Dase el cursor por encima del certificado que desea eliminar.

Observe que se muestra el icono de Eliminar (papelera).

3 Haga clic en el icono Eliminar.

Configurar opciones de seguridad

El Servidor Fiery tiene muchas herramientas para administrar la seguridad, como la selecciéon de un perfil de
seguridad predefinido o el cifrado de datos del usuario.

Configurar la seguridad de PostScript

La seguridad PostScript restringe el acceso al software, las fuentes, los archivos de color y los trabajos en el Fiery
server.
Para instalar tipos mediante una herramienta de descarga de tipos basada en PostScript, desactive esta opcidn.

1 En Configure, seleccione Seguridad.

2 Marque la casilla de verificacién de Seguridad de PostScript.

Seleccione un perfil de seguridad

El perfil de seguridad de Fiery le proporciona acceso rapido a las configuraciones que le permiten proteger su Fiery
server.

1 En Configure, seleccione Seguridad > Perfiles de seguridad.

2 Haga clic en el bot6n Seleccionar de la parte inferior de la columna para los perfiles Estandar o el Alto.

Los perfiles se muestran en un disefo cilindrico.
e Estandar: La configuracién de seguridad por defecto
e Alto: Permite que el Fiery server sea atin mds seguro y habilita las caracteristicas de seguridad mas usadas

¢ Actual: Un resumen de solo lectura de la configuracién de seguridad actual

3 Haga clic en Guardar.

Algunas opciones de configuracién tienen subopciones adicionales que no se muestran en la ventana Perfiles de
seguridad. El perfil de seguridad permite activar o desactivar la configuracion principal (alto nivel). Si hay
subopciones, se mantendran con la configuracién por defecto. Puede configurar las subopciones después de
seleccionar un perfil y guardar su eleccidén.
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Recopilar eventos de seguridad

Para ayudarle con los requisitos de cumplimiento en su organizacion, Fiery server recopila eventos relacionados con
la seguridad, los cuales se guardan en el registro de auditoria de seguridad.

Los registros estan en un formato compatible con las soluciones de recopilacién y analisis de registros SIEM
comunes.

Los eventos estin en formato JSON. Puede leer los eventos sin la intervencién de Fiery, LLC.
1 En Configure, seleccione Seguridad > Registro de auditoria de seguridad.
2 Seleccione Habilitar Registro de auditoria de seguridad.

3 DPara ver los eventos que se han recopilado, haga clic en Descargar.

El registro se proporciona como un archivo ZIP.
4 Extraiga fieryauditlog.evtx y dbralo en el Visor de eventos de Windows

Los eventos de seguridad se conservan segun la capacidad de almacenamiento en disco del Fiery server. Cuando el
tamano del registro alcanza el limite maximo de almacenamiento (400 MB), se eliminan automaticamente los
eventos mas antiguos.

Configurar los valores de impresora

Puede publicar las conexiones de impresion y configurar otros valores que afectan al procesamiento de trabajos.
1 En Envio de trabajos > Colas, seleccione las conexiones de impresion para publicar en el Fiery server

¢ Publicar cola de la impresora: la cola del Fiery server estandar donde los trabajos se procesan e imprimen en el
orden en el que se reciben. En su Fiery server, esta opcién puede tener un nombre diferente o no estar
disponible porque la cola esta siempre habilitada.

¢ Publicar cola En espera: el drea de almacenamiento para imprimir los trabajos posteriormente desde las
herramientas de administracién de trabajos.

¢ Publicar cola de tipos: Seleccione esta opcion para descargar tipos. También debe desactivar la seguridad
PostScript (Seguridad > Seguridad PostScript).

2 DPara permitir que los trabajos se envien mediante Fiery Hot Folders, seleccione Envio de trabajos y, a
continuacion, la casilla Fiery Hot Folders.

3 Guarde los cambios.

Configurar RIP
Especifique los valores que determinan cdmo se procesan los archivos por el Fiery server.

Adobe PDF Print Engine (APPE)

El Fiery server siempre usa el Adobe PDF Print Engine (APPE) para procesar y reproducir los trabajos PDF sin
necesidad de convertirlos a PostScript. Aunque hay una opcion para esto en Configure, siempre estd activada.
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Configurar los valores de PostScript

Puede configurar los valores que afectan a los trabajos PostScript. Estos valores afectan a los trabajos en los que los
usuarios no hayan especificado un valor.

Algunas combinaciones de valores pueden ser inadecuadas (por ejemplo, la especificacién de impresién diplex en
transparencias). Si especifica una combinacion de valores inadecuada, no aparece ningin mensaje de error.

1 En Configure, seleccione RIP > Configuracion de PS.
2 Especifique los valores para las opciones.
3 Guarde los cambios.

Para obtener mdas informacién acerca de la configuracién PostScript, consulte Instalacion y configuracion, que es
parte del conjunto de documentacidén del usuario.

Configurar valores de impresién de datos variables

Puede especificar el nimero de registros que se deben interpretar previamente para los trabajos de FreeForm y las
ubicaciones de red (rutas) de los objetos que utiliza la impresién de datos variables (VDP).

1 En Configure, seleccione RIP > VDP.

2 Silos usuarios aplican imposicién o impresién duplex a un trabajo de FreeForm 1 o de FreeForm Create,
seleccione la extension del registro:

¢ Trabajo: define como limite de registros el trabajo completo.

¢ Archivo maestro de FreeForm: define como limite de registros la extensidn del archivo maestro de FreeForm.

3 Especifique el ndmero de registros para examinar mientras se almacena en cola un trabajo.

Si introduce un ntmero, el Fiery server examina ese nimero de registros como una muestra para determinar si la
longitud del registro es coherente entre los registros. Si los registros de esta muestra tienen la misma longitud, el
Fiery server entiende que todos los registros del trabajo tienen la misma longitud.

Si el Fiery server detecta que algunos de los registros tienen una longitud diferente (si especifica Todos los
registros o un nimero de muestra), el Fiery server examina todos los registros cuando es necesario para el
procesamiento o la imposicion. Si el Fiery server no detecta ninguna longitud diferente en los registros de
muestra en el momento del almacenamiento, pero después detecta un registro posterior con una longitud
diferente, se solicita una accion al usuario.

4 Haga clic en Agregar para especificar las rutas de red donde el Fiery server busca los objetos comunes.

5 Enlaventana que aparecera, escriba el nombre de la ruta.

Al escribir el nombre de la ruta, utilice el formato de una unidad asignada (por ejemplo, Z:\carpeta) o UNC (por
ejemplo, \\nombre equipo\carpeta).

6 Sila ruta se encuentra en un equipo que requiere autentificacion, seleccione Autentificacion de servidor remoto
e introduzca el nombre de usuario y la contrasefia correspondientes.

7 Haga clic en Aceptar.
8 DPara agregar mas rutas, haga clic en Agregar y repita estos pasos.

9 Guarde los cambios.
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Modo HyperRIP

HyperRIP maximiza el rendimiento en los trabajos de impresién procesando los trabajos de impresion de forma
simultanea. Esta caracteristica resulta especialmente ttil cuando los trabajos de impresion suelen tener mas de una o
dos paginas.

Para acceder al modo HyperRIP, elija Configure > RIP > Modo HyperRIP.
e Para que el procesamiento de trabajos sea mas eficiente, seleccione Auto.

o Silos trabajos suelen tener menos de 10-20 paginas, seleccione Varios trabajos para procesar varios trabajos de
impresién de forma simultanea.

o Silos trabajos suelen tener mas de 10-20 péginas, seleccione Un solo trabajo para dividir cada trabajo en
secciones que se procesen de forma simultdnea.

Nota: La seleccidn mas eficaz depende del ndmero y el tipo de trabajos que se procesan e imprimen. Para una mayor
eficiencia, le recomendamos que compare la velocidad de salida para cada seleccién durante una mezcla tipica de
procesamiento e impresion de trabajos.

RIP distribuido

Con la licencia adecuada, el Fiery server puede procesar trabajos en varios servidores blade. Se pueden procesar
multiples trabajos complejos de forma rdpida y en paralelo, asegurando que la cadena de impresion del backend
esté siempre llena. Cuando los trabajos llegan al Fiery server, se distribuyen a los servidores blade para su
procesamiento con el fin de maximizar el rendimiento.

El RIP distribuido mantiene todas las funciones existentes del Fiery server y es compatible con todas las
aplicaciones existentes de Fiery.

Requisitos de hardware

El RIP distribuido debe poder ejecutar servidores blade Fiery XB con un minimo de 64 GB de RAM. No hay
requisitos especificos para la CPU o la unidad de disco.

HyperRIP

Cada RIP distribuido puede ejecutar HyperRIP en él. No obstante, la opcién HyperRIP en Configure no estd
disponible cuando el RIP distribuido esta activo. En su lugar, esta distribucion del procesamiento del trabajo se
produce automdticamente.

e Los trabajos se procesan entre servidores blade al igual que en el modo de trabajos paralelos. Cada servidor
blade puede procesar un trabajo diferente al mismo tiempo.

o Dentro de cada servidor blade, los trabajos se procesan como si estuvieran en modo paralelo de pagina.

Incluso con RIP distribuido, el modo de banda paralela estd activado todo el tiempo (si el Fiery server estd
configurado para el modo de banda paralela). El modo de banda paralela no tiene ninguna opcién Configure.
Solo procesa archivos PDF de una o dos paginas y APPE debe estar habilitado.

Fuentes

La ventana de gestion de tipos enumera los tipos existentes en el servidor Fiery. También puede imprimir la lista de
tipos en una impresora local.
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Administrar tipos en el servidor Fiery

Puede agregar, actualizar y eliminar tipos, asi como imprimir una lista de tipos.
En Configure, realice estas configuraciones:

Habilite Envio de trabajos > Colas > Publicar cola de tipos. Por su seguridad, habilite la Cola Tipos solo cuando vaya
a instalar tipos.

Para tipos PostScript, deshabilite Seguridad > Seguridad PostScript.

Nota: Todos los tipos japoneses existentes en el servidor o descargados por una aplicacién admitida estdn
bloqueados. Los tipos japoneses descargados en el servidor Fiery solo se pueden eliminar desde la aplicacién de
instalacion.

1 Abra Centro de dispositivo de alguna de las siguientes formas:
e Haga clic en el icono Mas (tres puntos verticales) junto al nombre del servidor en el panel Servidores.
¢ Haga doble clic en el nombre del servidor en el panel Servidores.
* Haga clic en Servidor > Centro de dispositivo.

¢ Haga clic con el botén derecho en el nombre del servidor y seleccione Centro de dispositivo.

2 Haga clic en Recursos > Tipos.
3 Seleccione Tipos PS.
Aparece una lista de los tipos que estdn actualmente en el servidor Fiery.

4 DParaagregar o actualizar tipos, haga clic en Agregar nuevo. Haga clic en Agregar para buscar el tipo que desea
descargar y luego en Aceptar y Actualizar.

Puede agregar tipos Adobe PostScript Tipo 1.

5 DPara eliminar un tipo, seleccione uno que no esté bloqueado en la Lista de tipos y haga clic en Eliminar. Los tipos
bloqueados no pueden eliminarse.

6 Para imprimir la Lista de tipos, haga clic en Imprimir.

7 Siaiade tipos PostScript, vuelva a habilitar Seguridad > Seguridad PostScript.

Copia de seguridad y restauracion de tipos

Puede realizar una copia de seguridad y restaurar todos los tipos en el servidor Fiery. No es posible seleccionar tipos
individuales.

Debe haber iniciado sesién como Administrador para poder realizar la copia de seguridad y restaurar los tipos en el
servidor Fiery.

1 Abra Centro de dispositivo de alguna de las siguientes formas:
¢ Haga clic en el icono Mas (tres puntos verticales) junto al nombre del servidor en el panel Servidores.
¢ Haga doble clic en el nombre del servidor en el panel Servidores.
¢ Haga clic en Servidor > Centro de dispositivo.

¢ Haga clic con el botén derecho en el nombre del servidor y seleccione Centro de dispositivo.
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Haga clic en Recursos > Tipos.

Haga clic en Copia de seguridad o Restaurar.

En la ventana del navegador web que aparece, siga las indicaciones de seguridad.

En Recursos y configuracion de copia de seguridad, haga clic en Realizar copia de seguridad ahora.

Inicie sesiéon como administrador si se le solicita.

N & A W N

En la lista de elementos de los que desea realizar una copia de seguridad, seleccione Tipos.

-]

Tenga en cuenta las siguientes instrucciones generales:

No realice la copia de seguridad de los tipos en una unidad interna que también contenga el servidor Fiery. Debe
restaurar los tipos sélo en el mismo servidor Fiery en el que se realizé la copia de seguridad original de los tipos.

Salir de Configure

Algunos cambios no tendran efecto hasta que reinicie el servidor Fiery. Si un cambio del valor requiere el reinicio, el
rearranque, u otra accion, se mostrara un mensaje en la parte superior de la pdgina.

1 Haga los cambios adecuados.

Si va a realizar varios cambios de configuracion que requieren un rearranque, puede esperar hasta que haya
terminado de realizar todos los cambios de configuracién.

En el caso de los cambios que no requieren un rearranque, se le da la opcién de reiniciar en lugar de rearrancar.
El reinicio tarda mas tiempo en estar disponible para el servidor Fiery.

2 Rearrancar o reiniciar el servidor Fiery para que los cambios tengan efecto.

Ver, guardar o imprimir los valores de servidor

La pestaiia Configuracién en Command WorkStation muestra la configuracién actual del servidor Fiery.

Ver los valores de configuracion del servidor

En la pestana Configuracién de servidor, puede ver las categorias de valores del servidor Fiery o cambiar las opciones
de Configuracion.

1 En Command WorkStation, conéctese al servidor Fiery deseado y haga clic en Centro de dispositivo > General >
Configuracion de servidor .

2 Realice una de las siguientes acciones:

¢ Haga clic en los accesos directos del lado izquierdo de la pagina para ver los valores de una categoria concreta.

¢ Haga clic en Configure en la esquina inferior derecha de la ventana para cambiar las opciones actuales del
servidor Fiery.
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Guardar la Configuracion de servidor como un archivo

Puede guardar la configuracién de servidor como un archivo para cada servidor Fiery al que esté conectado. Esto
resulta especialmente til si estd gestionando multiples servidores Fiery y desea controlar los cambios realizados en
la configuracion de los servidores Fiery.

1 En Command WorkStation, puede conectarse al servidor Fiery que desee.
Haga clic en Centro de dispositivo > General > Configuracion de servidor.

Haga clic en Guardar como.

2

3

4 Especifique el nombre de archivo y la ubicacién.

5 Haga clic en PDF o Texto para elegir el tipo de archivo.
6

Haga clic en Guardar.

Imprimir la pagina Configuracion de servidor

Una vez terminada la configuracién, imprima la Configuracién de servidor para confirmar los valores y téngala cerca
del Fiery server como referencia. Los usuarios necesitan la informacién de esta pagina, como por ejemplo los valores
por omisién actuales de la impresora.

1 Guarde el archivo de configuracién.

2 Imprima el archivo guardado en una impresora de oficina.

Copias de seguridad y restauracion

Puede realizar una copia de seguridad de los Recursos y la configuracion de Fiery o de toda la imagen del sistema
del servidor Fiery.

Para obtener mas informacién con respecto a las copias de seguridad de la imagen del sistema, consulte lustalacion y
configuracion, que forma parte de la documentacién del usuario.

Copia de seguridad de la configuracion del servidor Fiery desde Command WorkStation
(FS400/400 y posterior)

Desde Command WorkStation, puede seleccionar de qué valores del servidor Fiery desea realizar una copia de
seguridad.

Le recomendamos que guarde el archivo de copia de seguridad en un servidor de red, no en el propio servidor Fiery.
De lo contrario, cuando reinstale el software del sistema, el archivo de copia de seguridad se elimina.

La configuracién se puede restablecer a otro servidor Fiery del mismo modelo y version; sin embargo, valores como,
por ejemplo, el Nombre del servidor, la Direccién IP y la Configuracién de red no se restauraran. Los valores
existentes se mantendran sin cambios. Asi se evitan problemas con ambos servidores Fiery si estdn en la misma red.
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Conéctese al servidor Fiery como administrador y realice una de las siguientes acciones:

¢ Haga clic en Centro de dispositivo > General > Herramientas > Recursos y configuracion de Fiery.
e Seleccione Servidor > Copia de seguridad y restauracion.

En la nueva ventana del navegador web que aparece, haga clic en Recursos y configuracion de Fiery.
Haga clic en Copiar ahora.

Seleccione los elementos de los que desea realizar la copia de seguridad y haga clic en Continuar.

En la ventana que aparece, especifique un nombre para el archivo de copia de seguridad.

(Opcional) Seleccione Agregar fecha al nombre del archivo.

Haga clic en Continuar.

Descargue el archivo que desee y especifique una ubicacién para el mismo.

Debe seleccionar un archivo .fbf y un archivo .DAT.

Restaurar la configuracion del servidor Fiery desdeCommand WorkStation (FS400/400 y
posterior)

Si realiz6 previamente una copia de seguridad del servidor Fiery, puede restaurarla desde Command WorkStation.
La configuracidn se puede restablecer a otro servidor Fiery del mismo modelo y version; sin embargo, valores como,
por ejemplo, el Nombre del servidor, la Direccién IP y la Configuracion de red no se restauraran. Los valores
existentes se mantendran sin cambios. Asi se evitan problemas con ambos servidores Fiery si estdn en la misma red.

1

Conéctese al servidor Fiery y realice una de estas acciones:

¢ Haga clic en Centro de dispositivo > General > Herramientas > Recursos y configuracion de Fiery.

¢ Seleccione Servidor > Copia de seguridad y restauracion.

En la nueva ventana del navegador web que aparece, haga clic en Recursos y configuracién de Fiery.
Haga clic en Restaurar.

En la ventana que aparece, haga clic en Seleccionar archivo y vaya a la ubicacion de los valores de configuracion
que desee restaurar; a continuacién haga clic en Abrir.

Debe seleccionar un archivo .fbf y un archivo .DAT.
Haga clic en Continuar.
Seleccione los elementos que desee restaurar y haga clic en Continuar.

Una vez que la operacion de restauracion se haya completado, vuelva a arrancar el servidor Fiery si es necesario.

Resolucion de problemas

Estos pasos para la solucién de problemas pueden ayudar a resolver los problemas mas comunes.

Para obtener informacién o asistencia adicional, los usuarios registrados pueden iniciar una sesién de chat a través
de Fiery Communities. También puede ver Ayuda de Fiery Command WorkStation.


https://communities.fiery.com/s/
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1 Confirme que todos los cables que necesita el Fiery server estén intactos y firmemente conectados en los puertos
correspondientes.

La causa més comun de los problemas suele ser un cable flojo o defectuoso.

/NI No retire las portadas ni abra el hardware del Fiery server. Las partes que se encuentran en el
interior del chasis y los cables internos se han disefiado para ser manipulados Gnicamente por
técnicos de servicio autorizados.

2 Siel Fiery server no se puede encender, confirme que el cable de alimentacién esté intacto y la corriente adecuada
disponible en la toma de alimentacién eléctrica.

3 Siel Fiery server esta imprimiendo lentamente o no gestiona los trabajos de la forma esperada, revise la
configuracién del Fiery server para confirmar que los valores son éptimos para su entorno de red y de impresién.

Cualquier cambio en el entorno de red o en el flujo de trabajo puede requerir cambios en la configuracién del
Fiery server

4 Compruebe que no haya aplicaciones de otros fabricantes instaladas en el Fiery server.

No se admiten las aplicaciones de otros fabricantes en el Fiery server y podrian causar problemas en el sistema.
Esto incluye las aplicaciones del servicio de mensajerfa multimedia (MMS) (que pueden estar instaladas en los
ordenadores cliente o en la red).

5 Compruebe que las aplicaciones antivirus utilizadas para explorar el Fiery server estén configurada para
ejecutarse Gnicamente bajo solicitud y no estén funcionando continuamente.

6 Compruebe que la configuracion del sistema operativo Windows del Fiery server no esté modificada y que el
sistema operativo no se haya actualizado (a menos que se haya aprobado por el servicio de asistencia técnica).

Los cambios en la configuracion o la version del sistema operativo pueden causar problemas en el sistema.
7 Compruebe que el firewall de Windows no esté desactivado.
8 Revise cualquier mensaje de error que se muestre en la lista de servidores de Command WorkStation

9 Realice una captura de la pantalla de Command WorkStation y de los mensajes de error. A continuacion, cierre y
vuelva a abrir Command WorkStation. Si aparece cualquier mensaje de error al reiniciar, péngase en contacto
con el servicio de asistencia técnica.

10 Puede utilizar la opcidn Preflight para comprobar si hay errores. Para obtener mds informacién, consulte Ayuda
de Fiery Command WorkStation.

11 Reinicie el Fiery server. Si el Fiery server no pasa al estado Libre o sigue existiendo cualquier otro problema,
recopile la informacidn relacionada y pongase en contacto con el servicio de asistencia técnica.

Creacion de informes de errores del trabajo

Cuando crea un reporte de errores del trabajo, Command WorkStation crea un archivo zip de los archivos del
trabajo actual, registros e informacién acerca de Fiery server. Puede crear un informe de errores del trabajo aunque
el trabajo de impresién no se encuentre en un estado de error.

Nota: Las entradas del registro de errores se sobrescriben pasado un periodo de tiempo. Para garantizar que los
registros de errores contienen la informacién pertinente, cree el informe de errores del trabajo cuanto antes una vez
observado el error. Cree el informe de errores del trabajo antes del rearranque de Fiery server y, si es posible, antes
de que se procese o imprima cualquier otro trabajo de impresion.

Puede crear un informe de errores del trabajo para cualquier trabajo en la lista En espera.

1 En Command WorkStation, seleccione un trabajo en la lista En espera.
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2 Siaccede desde un ordenador Windows, pulse Ctrl y haga clic con el botén derecho en el trabajo. Si accede desde
un equipo Mac, pulse Comando-+Control y haga clic con el botén derecho en el trabajo.

3 Enel mend de acceso directo, haga clic en Crear reporte de errores.

4 Introduzca informacidén acerca del error del trabajo.

a) Introduzca los comentarios y detalles adicionales en el campo de texto.

Le recomendamos que incluya la siguiente informacién:

e Lafechay hora en la que se ha producido el error

e Los cddigos de error observados, si los hubiera

e Ladescripcion del resultado previsto

e Ladescripcion del resultado incorrecto

¢ Los pasos seguidos para producir el error

e Lafrecuencia del error (por ejemplo: caso tinico, casi nunca, en ocasiones, con frecuencia, siempre)
e Siel error se ha producido con mds de un archivo

¢ Si el archivo seleccionado para el reporte es el mismo archivo que tuvo el error

e Laversidn del sistema operativo, si el trabajo de impresion se envié desde un ordenador cliente

e Version del software de usuario del Fiery server instalada

e Ladescripcién de cualquier otra accién realizada en el Fiery server durante el mismo periodo de tiempo

b) Opcional: Si el trabajo incluye los datos de trama, puede incluirlos en el informe seleccionando Tramas.
Incluir la trama puede ser 1til si el archivo no se ha procesado correctamente. Sin embargo, puede que supere
el tamafio permitido del reporte. En este caso, puede resultar ttil proporcionarla por separado.

¢) Opcional: Si el trabajo incluye perfiles de color en el informe, puede incluirlos en el informe seleccionando
Perfiles de color.

Incluir los perfiles de color puede ser 1til si se trata de perfiles personalizados y los colores de la impresién son
incorrectos.

d) Para excluir los archivos de trabajo, seleccione Guardar solo registros (no archivos de trabajo).

Utilice esta opcion si los trabajos de impresion se consideran confidenciales.

e) Opcional: Para incluir el archivo de origen nativo en el reporte, haga clic en Agregar +.

Incluir el archivo de origen nativo puede resultar util si el trabajo no se procesa ni se imprime. Sin embargo,
puede que supere el tamarfio permitido del reporte. En este caso, puede resultar ttil proporcionarla por
separado.

5 Adjunte cualquier archivo adicional relacionado al reporte.

El tamano del archivo de trabajo debe ser inferior a 6 GB, pero el informe de error puede superar los 6 GB debido
a los archivos adjuntos y relacionados.

6 Guarde el reporte de errores del trabajo.
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Descargar registros del sistema

Puede descargar los registros del sistema desde Configure. Estos registros se guardan como un archivo ZIP en su
equipo y se pueden enviar al equipo de asistencia técnica para solucionar problemas.

1 En Configure, haga clic en Servidor Fiery > Registros del sistema.

2 Haga clic en Descargar.

Resolucion de errores de tiempo de ejecucion

La mayoria de los errores de tiempo de ejecucion se corresponden con los problemas de conexién y se pueden
resolver facilmente con los consejos que aparecen en esta seccién.

Impresora no encontrada

En su mayor parte, los problemas para encontrar una impresora en la red se deben a nombres o direcciones IP del
Fiery server conflictivos o no encontrados.

En el Fiery server:

o Asegurese de que se introduce el nombre de host (nombre DNS) en Configure > Servidor Fiery > Nombre de
servidor. Para obtener mds informacién, consulte Ayuda de Fiery Command WorkStation.

En cada ordenador cliente Windows o Mac:

e Ejecute un comando Ping en el Fiery server desde el ordenador cliente y lleve a cabo la resolucién de problemas
estdndar relativa a los problemas de conexién.

e Silaresolucién de problemas estindar no soluciona el problema, puede especificar el nombre de host (nombre
DNS) del Fiery server (nombre DNS) en el archivo de hosts.

Nota: Una vez especifique el nombre de host en un ordenador cliente, debe actualizarse cada vez que el nombre
cambie.

e Para permitir que Command WorkStation y otras utilidades de Command WorkStation en el ordenador cliente
se conecten al Fiery server, la direccién IP o el nombre DNS del Fiery server deben estar configurados en la lista
de servidores. Para obtener méas informacion, consulte Utilidades.

No se puede conectar el sistema Fiery server con Command WorkStation o con las utilidades

Si no puede conectarse al sistema Fiery server con Command WorkStation o con las utilidades, compruebe la
conectividad de red y asegurese de que los usuarios estén utilizando valores de direccién IP o nombre DNS
correctos.

e Esposible que un ordenador remoto que ejecute las utilidades o WebTools esté interfiriendo mediante la
obtencidn de la informacién de estado. Si es posible, cierre la aplicacién remota e intente de nuevo la conexidn.

¢ Reinicie el software de Command WorkStation e intente realizar de nuevo la conexion.

e Reinicie el Fiery server.
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Compruebe los valores de configuracién en el sistema Fiery server. Si no puede conectarse con Command
WorkStation, utilice Configure de WebTools.

o En Configure > Servidor Fiery, compruebe la configuracion de Nombre de servidor.
e En Configure > Red, compruebe la configuracion de las direcciones IP y otros valores de red.

e En el ordenador cliente, confirme que los protocolos de red necesarios estén cargados.
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