Konfigurace nastaveni serveru Fiery Server

Pristup k nastroji Configure

Po prvnim spusténi serveru Fiery nebo instalaci systémového softwaru je nutné nastavit konfiguraci serveru Fiery.
Pokud nastaveni nezadate, bude pouzito vychozi nastaveni. Ujistéte se, Ze zvolené nastaveni je vhodné pro vase
tiskové prostredi. Dojde-li ke zméné sitového nebo tiskového prostiedi, mize byt potieba nastaveni zménit.

Pouzijete-li proxy server s vychozim webovym prohlizeCem, muzZe se stat, Ze nebude mozné spustit ndstroj Configure
z Command WorkStation. IP adresu serveru Fiery ve vychozim nastaveni prohlizece registrujte jako vyjimku. Ovérte
vychozi nastaveni pripojeni prohlizece a upravte je odpovidajicim zptasobem.

Fiery server mizete z klientského pocitace nastavit pomoci nastroje Configure, ktery je dostupny z nasledujicich
aplikaci:

¢ Command WorkStation

e WebTools (pfes podporovany internetovy prohlizec)

Oteviete nastroj Configure z adresy Command WorkStation.

1 Z aplikace Command WorkStation se pripojte k pozadovanému serveru Fiery a prihlaste se jako spravce.
2 Chcete-li spustit Configure, provedte jednu z nésledujicich akci:
¢ V nabidce Server kliknéte na moznost Configure.

¢ Ve Stredisku zafizeni vyberte Obecné informace a poté kliknéte na Configure v pravém dolnim rohu.

3 V nastroji Configure zméiite aktudlni moznosti nastaveni serveru Fiery.

Otevrete nastroj Configure z adresy WebTools.

1 Otevrete internetovy prohlize¢ a zadejte IP adresu serveru Fiery server.
2 V WebTools kliknéte na kartu Configure.

Poznamka: Pri spusténi nastroje Configure mtize prohlize¢ zobrazit chybu certifikitu zabezpeceni. Navzdory
chybé mizZete bezpecné pokracovat.

3 Prihlaste se s opravnénimi spravce.
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Nastaveni serveru

Fiery server lze nastavit pomoci nastroje Configure. Nastaveni je nutné po prvnim zapnuti serveru Fiery server nebo
po instalaci systémového softwaru. Pomoci nastroje Configure lze také zadat informace o sitovém prostredi a
predvolby tisku pro tlohy, které uzivatelé zasilaji na server Fiery server.

Poznamka: Pouzity server Fiery server nemusi nékteré moznosti néstroje Configure podporovat.

Informace o moznostech nastroje Configure, které nejsou popsany v této ndpovédé, najdete v prirucce Konfigurace a
nastavent, kterd je soucasti sady uzivatelské dokumentace.

Pracovni postup konfigurace

Pomoci nastroje Configure lze zobrazit a provadét drzbu nastaveni serveru Fiery server nutnych k tisku a
zpracovani uloh po siti.

1 Chcete-li zménit nastaveni konfigurace serveru, v Command WorkStation se pripojte k pozadovanému serveru
Fiery server.

2 Chcete-li zménit nastaveni, kliknéte v nabidce Server na Konfigurovat.

Informace o dal$ich moznostech pfistupu k nastroji Configure viz Pristup k nastroji Configure na strané 1.
3 V néstroji Configure prejdéte k nastaveni, které chcete zménit.
4 Po dokonceni zmény prislusného nastaveni kliknéte na tlacitko Zrusit nebo Ulozit.

5 Az dokoncite provadéni zmén, restartujte server Fiery server.

Poznamka: Provedené zmény se uplatni az po restartovani serveru Fiery server.

Uzivatelé a skupiny

Pro uzivatele, ktefi maji pristup k serveru Fiery, miizete definovat opravnéni pridélenim uzivateltt do skupin. Ve
vychozim nastaveni je k dispozici nékolik skupin. Vsichni uzivatelé ve skupiné maji stejnd opravnéni.

Podrobné informace o uzivatelich a skupindch si mtazete prohlédnout v UzZivatelské ucty.

Kromé uzivateld, které jste vytvorili, mtizete do skupin pridavat také uzivatele z globélniho adresare vasi organizace.
Nejdrive je vSak nutné povolit sluzby LDAP na serveru Fiery.

Vytvoreni novych uzivatela

Pokud se uzivatelé nenachdzeji v globalnim adresafi nebo seznamu kontaktd, muzZete je vytvorit ru¢né. Kterékoli
jméno na seznamu kontaktii se mtze stat uzivatelem, kterého priradite ke skupiné.

Skupina Spravci a skupina Operatori ma prirazeného vychoziho uzivatele se jménem ,Spravce” a ,Operator”.
1 V nastroji Configure vyberte moznost UzZivatelské ucty.

2 Kliknéte na tladitko Seznam kontaktt Fiery.

3 V dialogovém okné Seznam kontaktl Fiery kliknéte na tlacitko Pfidat uzZivatele.

4 V dialogovém okné Vytvofit uzivatele zadejte pozadované informace. Kliknéte na tlacitko Vytvofit.

5

Kliknéte na tlacitko Zavrit.
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Pridani uzivatelt do existujicich skupin
Existujici uzivatele mizete pridat do existujici skupiny, pfipadné muzete uzivatele vytvorit a pridat je do existujici
skupiny. Uzivatele mizZete pridat do libovolného poctu skupin.

Vytvorenim uzivatelského Gctu se k uzivateli nepritadi zddnd opravnéni, dokud tohoto uzivatele neptidate do néjaké
skupiny.

1 V nastroji Configure vyberte moznost Uzivatelské ucty.

2 Vyberte skupinu, do niZ chcete pridat uzivatele.

3 Kliknéte na tlacitko Pfifadit uzivatele.

4 Priradte uzivatele do skupin podle potteby. Pouzijte ptitom libovolny z nésledujicich postupt:

¢ Chcete-li vytvorit nového uzivatele a pridat jej do skupiny, vyberte z rozeviraciho seznamu polozku Vytvofit a
pfifadit nového uzivatele, zadejte prislusné informace do dialogového okna Vytvofit uzivatele a pak kliknéte
na tlacitko Ulozit.

¢ Chcete-li pfifadit existujici uzivatelsky ucet do skupiny, vyberte moznost Pfidat ze seznamu kontaktd. V
dialogovém okné Ptifadit uzivatele zadejte ndzev uctu v ¢ésti Uzivatelé seznamu kontakt( Fiery a stisknéte
klavesu Return, nebo vyberte tcet, je-li uveden v seznamu, a kliknéte na tlacitko Pfidat uzivatele.

¢ Chcete-li prifadit uzivatelsky tcet SSO ke skupiné, vyberte moznost Pfidat z Azure AD. V dialogovém okné
Prifadit uzivatele vyberte moznost Seznam uzivatel(i SSO a prihlaste se. Pokud ma uzivatel jiz aktivni relaci
Azure, nastroje WebTools nac¢tou seznam uzivateld ze sluzby Azure. Pokud ne, bude uzivatel vyzvan k zadani
prihlasovacich udaji do sluzby Azure. Vyhledejte uzivatele SSO v seznamu, vyberte tcet, pokud je uveden, a
kliknéte na tlacitko Pfidat uzivatele.

¢ Chcete-li prifadit uzivatele z globalniho adresére, vyberte moznost Pfidat z globalniho adresare. Je-li
nakonfigurovan a povolen protokol LDAP, globalni adresar obsahuje jména z firemni databaze vasi organizace.
Pokud se zobrazi tla¢itko Konfigurace nastaveni sluzby LDAP, kliknutim na toto tla¢itko nakonfigurujete
nastaveni LDAP pro préci s aplikaci Command WorkStation.

5 Jakmile dokoncite pridavani uzivatelskych uct do skupin, kliknéte na tlacitko Zavrit.

Odebrani uzivateli ze skupin

Mizete odebrat uzivatele ze skupiny. VSechny dlohy odeslané takovym uzivatelem na server Fiery server budou i
presto zpracovany a v protokolu udélosti bude uvedeno jméno uzivatele a prislusné informace o tloze.

Po odebrani uzivatele ze skupiny bude uzivatel stale uveden v seznamu kontaktt Fiery.
Poznamka: Vychozi uzivatele se jménem ,Spravce” a ,Operator” nelze odebrat.

1 'V nastroji Configure vyberte moznost UZivatelské ucty.

2 Vyberte skupinu, ve které se uzivatel nachdzi.

3 Nastavte kurzor na jméno uzivatele, kterého chcete odebrat z dané skupiny.
Vsimnéte si, Ze se zobrazi ikony Upravit a Odstranit.

4 Kliknéte na ikonu Odstranit.
Uzivatel bude odstranén ze skupiny, ale nikoli ze seznamu kontaktt Fiery.

3
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Zména atributt uzivatele

Atributy uZivatele, napfiklad heslo a e-mailovou adresu, lze zménit. Je-li uzivatel jiz ptihld$en, zmény na néj budou
mit vliv, az se odhlési a znovu prihlési.

Chcete-li zménit vychozi heslo spravce a operatora, muzete pouzit nésledujici postup nebo nakonfigurovat nové
heslo.

1 V nastroji Configure vyberte moznost Uzivatelské ucty.
2 Kliknéte na tladitko Seznam kontaktu Fiery.

3 Nastavte kurzor na jméno uzivatele.
Vsimnéte si, Ze se zobrazi ikona Upravit.

4 Kliknéte na ikonu Upravit. V dialogovém okné Upravit uzivatele upravte atributy uzivatele a pak kliknéte na
tlacitko Ulozit.

Zména opravnéni skupiny

1 V néstroji Configure vyberte moznost Uzivatelské ucty.

2 Najedte kurzorem na nézev skupiny.
Vsimneéte si, Ze se zobrazi ikona Upravit.

3 Kliknéte na ikonu Upravit. V dialogovém okné Upravit skupinu zaskrtnéte pozadovana opravnéni nebo zruste
jejich zaskrtnuti a pak kliknéte na tlacitko Ulozit.

Poznamka: Tato opradvnéni nemusi podporovat vsechny servery Fiery server.

 Kalibrace - ¢lenové této skupiny mohou kalibrovat Fiery server. U vychozich skupin maji toto oprdvnéni pouze
skupiny Spravce a Operitor.

¢ Vytvofit predvolby serveru - umoznuje ¢lentim skupiny s timto opravnénim ulozit sadu moznosti tisku, které
mohou uzivatelé vybrat pro svou tlohu.

¢ Sprava pracovnich postuptll - umoziuje ¢lentim skupiny s timto opravnénim vytvéret, upravovat a
odstranovat predvolby serveru a virtudlni tiskarny.

* Upravy uloh - umoziuje ¢lentim skupiny s timto opravnénim upravovat tlohy ve frontdch Podrzeno nebo
Vytisténo.

Odstranéni uzivatela

Uzivatele muzZete ze serveru Fiery server zcela odstranit. Viechny tlohy odeslané takovym uzivatelem na server Fiery
server budou i presto zpracovany a v protokolu udalosti bude uvedeno jméno uzivatele a prislusné informace o tloze.

Poznamka: Nelze odstranit vychozi uzivatele se jménem Spréavce nebo Operator ani skupinu Spravci nebo
Operatori.

1 V nastroji Configure vyberte moznost UzZivatelské ucty.
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2 Chcete-li kompletné odstranit uzivatele ze serveru Fiery server, postupujte takto:

a) Kliknéte na tla¢itko Seznam kontaktu Fiery.

b) V dialogovém okné Seznam kontaktdi Fiery najedte kurzorem na jméno uzivatele, kterého chcete odstranit.
Vsimnéte si, Ze se zobrazi ikony Upravit a Odstranit.

Poznamka: Ikona Odstranit se zobrazi pouze v pripadé¢, ze muzete daného uzivatele odstranit.

¢) Kliknéte na ikonu Odstranit.
Uzivatel bude kompletné odstranén ze serveru Fiery.

d) Kliknéte na tla¢itko Zavfit.

Jednotné prihlaseni (SSO)

Fiery server podporuje protokol OpenID Connect pro cloudové ovérovani uzivateltt pomoci jednotného prihldseni
(SSO) s Entra ID spole¢nosti Microsoft. Uzivatelé se prihlasi do Fiery server pomoci svych stavajicich povéfeni Entra
ID.

Metoda ovérovani SSO podporuje vicefaktorové ovérovani (MFA). SSO pomdha zjistit identitu uzivatele ovérenim
potiebnych informaci. Pomoci SSO se mohou uzivatelé s prislusnym pristupem prihlésit do Fiery server, aniz by se
museli pokazdé ovérovat. SSO zajistuje bezpecné prihlaseni, protoze Fiery server neuklddd zaddna uzivatelska hesla
lokélné.

Server Fiery server nesmi byt pripojen k proxy serveru. Musi byt pfimo pripojen k internetu. Musite také zajistit
dostupnost internetu a aktivni uc¢et Microsoft Entra ID.

Registrace nové aplikace v Microsoft Entra

Aplikaci je tieba zaregistrovat v doméné Microsoft Entra ID, kde se nachazeji uzivatelské acty.
1 Prihlaste se k u¢tu Microsoft Entra.

2 Prejdéte na Entra ID > Registrace aplikaci > Nova registrace.

3 Zadejte tdaje na strance Registrace aplikace.

Adresu URL pfesmérovéni muzete zkopirovat z nastroje WebTools > Konfigurace > Sit > Jednotné pfihlaseni.
Aplikace bude zaregistrovana, i kdyz v tuto chvili nepridate adresu URL presmérovani. Adresu URL
presmérovani muzete pridat pozdéji.

4 Kliknéte na tlacitko Registrovat.

Pridani adresy URL pfesmérovani po registraci aplikace

1 'V ¢asti prehledu kliknéte na tlacitko Pfidat adresu URL pfesmérovani.
Kliknéte na tlacitko Pfidat platformu v ¢asti Konfigurace platformy v podokné na pravé strané.

Vyberte Mobilni a desktopové aplikace.

H W N

Pridejte adresu URL piesmérovani do ¢asti Vlastni adresy URL presmérovani.

5 Kliknéte na polozku Configure.
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Udéleni opravnéni API

Po registraci aplikace je nutné udélit aplikaci opravnéni API ke ¢teni informaci ze sluzby Entra ID.

1

2
3
4

Prihlaste se k i¢tu Entra a prejdéte do ¢asti Sprava > Opravnéni API > Pfidat opravnéni.
Na strdnce Zadost o opravnéni k rozhrani API vyberte moznost Microsoft Graph > Delegovana opravnéni.
Do vyhledévaciho radku zadejte ,directory” a zaskrtnéte policko Directory.Read.All.

Kliknéte na tlacitko Pfidat opravnéni.
Spravce musi zadosti vyhovét.

Zpristupnéni SSO jako metody prihlaseni

Uzivatelim SSO muzZete povolit prihlasovani Command WorkStation a WebTools

Chcete-li zobrazit ovérovaci zpravy v jiném jazyce, zméiite jazyk prohlizece.

1

V ¢ésti Configure > Sit > Jednotné pfihlaseni (SSO) vyberte moznost Povolit pfipojeni SSO.
Microsoft Entra ID mize byt v néstroji Configure oznac¢ovéano jako ,Azure Active Directory (Azure AD)"

Zkopirujte tyto informace z u¢tu Microsoft Entra a vlozte je do okna Jednotné pfihlaseni.

¢ Dokument s metadaty sluzby OpenID Connect
¢ ID adresare (nijemce)
¢ ID aplikace (klient)

ID adresére (ndjemce) a ID aplikace (klienta) jsou k dispozici v ¢4sti Piehled registrované aplikace. Adresa URL
metadat dokumentu OpenID Connect je viditelna po kliknuti na polozku Koncové body ve stejné sekci.

Zkopirujte Adresa URL pfesmérovani a pridejte ji do ¢asti Ovérovani registrované aplikace v Entra.

Adresa URL pfesmérovani je piedem vygenerovana a obsahuje nazev Fiery server. Pokud se nazev hostitele
zmeéni, je tfeba restartovat aplikaci Fiery server a pridat novou adresu URL pfesmérovani v ¢asti Ovérovani
registrované aplikace v Entra.

Fiery server nemuze mit stejny nazev hostitele jako jiny Fiery server v téZe intranetové siti.
Kliknéte na moznost Ulozit.

Chcete-li udaje ovérit, kliknéte na tlacitko Ovéfit.

Blokovani vyskakovacich oken ve webovém prohlizec¢i musi byt vypnuté.

Na strance s varovanim kliknéte na tlac¢itko UpfFesnit a poté na tlacitko PFijmout riziko a pokracovat.
V zavislosti na webovém prohlizeci se ndzvy moznosti mohou lisit.

Pokud jsou ddaje spravné, ovéreni bude dokonceno za 180 sekund. Pokud ovéteni skonéi chybou, spustte postup
ovérovani znovu.

Pridani uzivatelskych ucti v nastroji Configure (WebTool)

Po konfiguraci SSO mize spravce pridavat uzivatele s urcitymi uzivatelskymi pravy do skupin .

1

Prihlaste se do néstroje Konfigurace > Uzivatelské ucty > Pfifazeni uzivatel(i > Pfidat z Azure AD.

6
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2 V okné Priradit uzivatele kliknéte na tla¢itko PFihlasit.

Pokud jiz mate aktivni relaci Entra ID, nastroje WebTools nactou seznam uzivateli ze sluzby Entra. Pokud ne,
budete vyzvani k zadani prihlasovacich iidaji do sluzby Entra.

3 Vyberte uzivatelské jméno, které chcete pridat, a kliknéte na sipku vpravo.

Nastaveni serveru

Muzete napiiklad urcit obecné nastaveni, nastavit moznosti dloh, konfigurovat hesla sprdvce a operatora, spravovat
protokol tloh nebo urc¢it nastaveni JDF.

Nastaveni nazvu serveru Fiery server

Muzete nastavit ndzev serveru Fiery server a konfigurovat dal$i obecnd nastaveni.
1 V néstroji Configure vyberte polozky Server Fiery > Nazev serveru.

2 Zadejte nazev serveru Fiery server tak, jak se ma zobrazit v siti.

Poznamka: Pokud pouzivite nékolik serveru Fiery server, pfifadte jim razné ndzvy.

Konfigurace jazyka a mistnich nastaveni

Po vybéru jazyka se na jeho zdkladé automaticky konfiguruji mistni nastaveni (kromé ¢asu a data). Kterékoli
nastaveni miizete také podle potieby zménit rucné.

1 YV nastroji Configure vyberte polozky Server Fiery > Mistni nastaveni.

2 V poli Jazyk serveru vyberte jazyk.

3 Chcete-li zménit jednotliva mistni nastaveni (naptiklad pouze Mérné jednotky), zménte je podle potreby.
4 Ulozte provedené zmény.

Poznamka: Aby se zména jazyka projevila, je nutné restartovat Fiery server.

Rucni konfigurace data a ¢asu
Pomoci funkce Mistni nastaveni 1ze ru¢né nastavit casové pasmo a letni ¢as.
1 V nastroji Configure vyberte polozky Server Fiery > Mistni nastaveni.

2 Zadejte datum a cas.

Automaticka konfigurace data a c¢asu

Muzete pouzit mechanismus automatického ziskavani data a Casu. Je k tomu tfeba vybrat ¢asovy server a interval
dotazovani.

1 V nastroji Configure vyberte polozky Server Fiery > Mistni nastaveni.

2 Vyberte moznost Nastavit datum a ¢as automaticky a pak kliknéte na odkaz Sprava.

7
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3 Vyberte ¢asovy server a interval dotazovani.

Interval dotazovani urcuje, jak casto bude Fiery server ziskdvat aktualizace z ¢asového serveru.

Nastaveni moznosti ulohy

Je mozné konfigurovat nastaveni pro moznosti, které ovliviwji véechny dlohy, napfiklad to, zda mé byt povolena
fronta vytisténych tloh.

1

V néstroji Configure vyberte moznost Sprava tloh > Fronta vytisténych uloh a pak zaskrtnéte policko Ulozit
vytisténé ulohy.
Je-li tato moznost povolena, muzZete z fronty vytisténych tloh znovu tisknout tlohy, aniz byste je museli znovu

poslat na server Fiery server. Pokud tato moznost neni povolena, tGlohy se po vytisténi ze serveru Fiery server
odstrani.

V poli Ulohy uloZené ve fronté vytisténych Gloh zadejte pocet tloh, které chcete do fronty vytisténych tloh
ulozit.

Poznamka: Tato moznost je dostupnd, pouze pokud frontu vytisténych tloh povolite. Upozornujeme, ze Glohy
ulozené ve fronté vytisténych tloh zabiraji misto na serveru Fiery server.

Server Fiery server vygeneruje ndhled miniatury prvni stranky tlohy pri importu. Tento ndhled se vzdy
vygeneruje pro zarazené ulohy a neexistuje zadna moznost, jak toto chovani vypnout.

Chcete-li nakonfigurovat server Fiery server, aby zahdjil zpracovani (rastrovani) velkych tloh pred jejich
zarazenim, vyberte moznost Sprava uloh a pak zaskrtnéte policko Rastrovani béhem pfijmu.

Nez tuto moznost zapnete, zvazte néasledujici informace:

e Ulohy PDF a VDP nejsou pro moznost Rastrovani béhem piijmu podporovany, protoze musi byt pred
zpracovanim kompletné zarazeny.

¢ Po vybéru moznosti Povolit rastrovani béhem prijmu se mohou nékteré tlohy vytisknout mimo poradi, ve
kterém byly prijaty prostfednictvim sité.

¢ V zavislosti na sitovém prostredi a rychlosti, kterou klientsky pocita¢ odesila tlohy na server Fiery server,
muzete povolenim moznosti Rastrovani béhem ptijmu zptisobit vyhrazeni prostfedka serveru Fiery server na
dlouhou dobu. V disledku toho nebude béhem fazeni dlohy Rastrovani béhem prijmu mozné prioritné
tisknout a zpracovat malé nebo rychlejsi alohy.

Chcete-li ovladat prevod z formatu PS do PDF pomoci souboru s moznostmi tlohy, vyberte moznost Sprava
uloh > Prevod z formatu PS do PDF.

Ulozte provedené zmény.

Konfigurace hesla spravce a operatora

Muzete nastavit vychozi heslo spravce a operatora. Heslo spravce je ve vychozim nastaveni na serveru Fiery server
nastaveno, heslo operatora nikoli. Chcete-li ochranit Fiery server pfed neopravnénymi zménami, heslo spravce
zménte.

Poznamka: Nastavena hesla si zapamatujte nebo poznamenejte.

Dalsi informace o heslech najdete v priruc¢ce Konfigurace a nastavent, ktera je soucésti sady dokumentace pro
uzivatele.

8
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1 YV nastroji Configure vyberte moznost Zabezpeceni.
2 Vyberte jednu z nasledujicich moznosti:

¢ Heslo spravce

¢ Heslo operatora
3 Zadejte nové heslo a potvrdte je.

4 Ulozte provedené zmény.

Stahovani protokoll systému

Protokoly systému miizete stdhnout z nastroje Configure. Tyto protokoly jsou ulozeny do pocitace jako soubor ZIP a
mohou byt odesldny na technickou podporu pro tcely feseni potizi.

1 V aplikaci Configure kliknéte na Server Fiery > Protokoly systému.

2 Kliknéte na polozku Stahnout.

Sprava protokolu uloh

Protokol tlloh je soubor uloZeny na serveru Fiery server. Uvadi v§echny tlohy zpracované serverem Fiery server od
okamziku, kdy byl protokol dloh naposledy vymazan nebo byl pfeinstalovan software serveru Fiery server.

Kazdy zadznam v protokolu uloh zahrnuje jméno uzivatele, ndzev dokumentu, ¢as a datum tisku a pocet stranek.
1 V nastroji Configure vyberte polozky Server Fiery > Protokol dloh.

2 Chcete-li na serveru Fiery server nakonfigurovat automatické exportovani protokolu tloh, vyberte moznost
Povolit automaticky export protokolt tloh.

Vyberete-li tuto moznost, zadejte datum a cas, kdy ma k exportu dojit. Protokol aloh se exportuje ve formatu
souboru CSV (hodnoty oddélené ¢arkou).

3 DPokud chcete, aby se protokol tloh po exportovani automaticky vymazal, vyberte moznost Vy€istit po exportu
protokol uloh.

Poznamka: Protokol tloh se vymaze i v pripadé, Ze se exportovani nezdarilo. Tuto moznost nevybirejte, pokud
protokol uloh vyuzivate jako zdroj dilezitych tc¢tovacich ddaji. V takovém pripadé doporucujeme zajistit
bezpecné ulozeni protokolu tloh a poté jej smazat ze serveru Fiery server.

4 Chcete-li protokol uloh exportovat prostfednictvim protokolu SMB, vyberte moznost SMB a zadejte pozadované
informace. Kliknutim na tlac¢itko Ovéfit ovéite, zda jsou tidaje SMB zadany spravné.

Nastaveni JDF

Technologie JDF (Job Definition Format) predstavuje otevieny standard listka Glohy zalozeny na forméatu XML.
Zjednodusuje vyménu informaci mezi riznymi aplikacemi a systémy pro uméleckou grafiku.

Funkce Fiery JDF umoziuje odeslat tlohy JDF na server Fiery server z aplikaci, které umoznuji tvorbu listkd JDF.

Pomoci nastroje Configure lze zadat nastaveni JDF a zobrazit verzi nastroje Fiery JDF, ID zafizeni JDF a adresu URL
forméatu JMF.
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Dalsi informace o formatu JDF a JMF naleznete Ndpovéda k aplikaci Fiery Command WorkStation.

1
2

V nastroji Configure vyberte polozky Odesilani uloh > Nastaveni JDF.
Vyberte moznost Povolit JDF.

Pokud je pro server Fiery server nakonfigurovana virtudlni tiskdrna, vyberte jednu z moznosti Pouzit nastaveni
ulohy z virtualni tiskarny.

Poznamka: Tuto moznost zadejte, pouze pokud se vztahuje ke konkrétnimu pracovnimu postupu.
V nabidce Akce utlohy zadejte vychozi akci tiskové fronty.

Chcete-li prepsat nastaveni zadana v listku JDF, vyberte moznost Pfepsat lohu JDF vySe uvedenym
nastavenim.

V ¢ésti pro adresu URL formdatu JMF (job messaging format) jsou zobrazené informace o serveru Fiery server,
které jsou pouze pro Ctenf a které maZete pouzit pro nastaveni pracovnich postupt JDE.

Zadejte, jak maji byt ilohy JDF po vytisknuti zavieny.

Zadejte polozky pozadované pro uzavreni tlohy JDF. Polozky, které zde vyberete, je nutné vyplnit predtim, nez je
ulohu mozné automaticky ¢i ruéné uzaviit.

Urcete sitové cesty, ve kterych Fiery server vyhleddva spole¢né prostredky.

Server Fiery server tyto sitové cesty vyhledava v poradi, ve kterém jste je zadali, dokud nenajde nezbytné objekty.
Kdyz zaddte néjakou cestu, Fiery server neovéruje, zda na siti existuje.

Poznamka: Informujte uzivatele o téchto cestach, aby jejich dlohy mély pfistup k prosttedkam.

10 Ulozte provedené zmény.

Zadani kontaktnich udaja

Muzete zadat kontaktni informace pro osoby, které poskytuji podporu pro Fiery server a tiskové zatizeni.

1

V néstroji Configure vyberte polozku Server Fiery a pak vyberte polozku Kontaktni informace podpory Fiery
nebo Kontaktni informace podpory tiskarny.

Do prislusnych poli zadejte kontaktni tdaje.

Poznamka: Informace, které zde zadate, se rovnéz zobrazi v okné Stredisko zarizeni v sadé WebTools a v aplikaci
Command WorkStation.

Ulozte provedené zmény.

Nastaveni sité

Pridejte Fiery server do sité.

Zadejte sitové adresy a nazvy, které budou pouzivat pocitace, servery a Fiery server pfi vzdjemné komunikaci.
Ujistéte se, ze server Fiery server je pripojen k fungujici siti, aby se mohl v rdmci dotazovat na prislusné informace.
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Konfigurace rychlosti Ethernetu

Zadejte rychlost sité, k niz je pripojen server Fiery server. Pokud tuto rychlost neznéte, mtizete vyuzit funkci
Automatické rozpoznéni.

1 V néstroji Configure vyberte moznost Sit > Rychlost Ethernetu.

2 Zadejte rychlost sité, k niz je pripojen server Fiery server.

Je-li sitové prostiedi smiSené nebo nezndte-li rychlost sité, vyberte moznost Auto (10/100/1000).

3 Ulozte provedené zmény.

Konfigurace LDAP

Pokud Fiery server tuto moznost podporuje, miizete Fiery server nakonfigurovat na komunikaci s firemnimi
informacnimi servery ve vasi organizaci pomoci protokolu LDAP. Fiery server ma piistup do seznamu e-mailovych
adres pro nékteré funkce.

Poznamka: Casovy rozdil mezi serverem LDAP a systémovym ¢asem serveru Fiery server (Server > Obecné >
Datum a ¢as) musi byt maximalné pét minut.

1 YV néstroji Configure vyberte polozky Sit > LDAP.

2V okné Konfigurace LDAP zagkrtnéte policko Povolit LDAP.

w

Zadejte ndzev nebo IP adresu serveru LDAP.

IP adresa serveru LDAP a ndzev hostitele musi byt zaregistrovany na serveru DNS.

Zadejte cislo portu pro komunikaci se serverem LDAP.

Chcete-li vyzadovat zabezpecenou komunikaci, vyberte moznost Zabezpecena komunikace (TLS).
Je-li vyzadovéno ovéreni, vyberte moznost Je vyzadovano ovéreni a zadejte typ ovéreni.

Zadejte uzivatelské jméno a heslo pro pripojeni k serveru LDAP.

Vyberete-li jako typ ovéfeni moznost GSSAPI, do pole Doména zadejte nazev domény serveru LDAP.

O ®© N & un b

Do pole Vychozi bod hledani zadejte umisténi, kde Fiery server zahaji hledani serveru LDAP. Chcete-li ovérit
umisténi vychoziho bodu hledani, kliknéte na tlacitko Ovéfit v dolni ¢asti okna.

10 Do pole Maximalni pocet polozek zadejte maximalni pocet polozek, které Fiery server pfijme ze serveru LDAP.

11 Do pole Casovy limit hledani zadejte maximalni dobu, po kterou bude Fiery server zkouset komunikovat se
serverem LDAP.

12 Ulozte provedené zmény.

Konfigurace webovych sluzeb a tisku IPP

Povolite-li webové sluzby, budou uzivatelé moci pouzivat nastroj WebTools.

Na severu Fiery server a v pocitacich uzivateld musi byt povolena funkce TCP/IP. V kazdém pocitaci musi byt také
nainstalovan webovy prohlizec¢ s funkci Java a kazdy pocita¢ také musi mit platnou IP adresu nebo nazev hostitele
DNS.
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Po povoleni webovych sluzeb muzete povolit funkei IPP (Internet Printing Protocol). Ne véechny modely Fiery
server podporuji tisk IPP.

Informace o pozadavcich na prohlize¢ a pocita¢ najdete v dokumentu Konfigurace a nastaveni. Informace o
nastaveni tisku IPP v uzivatelskych pocitacich naleznete v dokumentu Tisk. Tyto dokumenty jsou soucésti sady
uzivatelské dokumentace.

1 V nastroji Configure kliknéte na polozku Odesilani tloh a vyberte moznost IPP.

2 Ulozte provedené zmény.

Konfigurace protokolu SNMP

12

Chcete-li povolit vzdaleny pristup k néstroji Configure a dalsim funkcim serveru Fiery server, povolte funkci SNMP.

1 V nastroji Configure vyberte polozky Sit > SNMP.
2 Vyberte moznost Povolit protokol SNMP.
3 Chcete-li obnovit pivodni nastaveni protokolu SNMP na serveru Fiery server, kliknéte na tlacitko Obnovit.

Poznamka: Pokud se nastaveni SNMP po nacteni stranky SNMP zmeénila, je tfeba pred provedenim zmén
kliknout na tlac¢itko Obnovit.

4 V seznamu Uroven zabezpeceni vyberte nékterou z téchto polozek:
¢ Minimalni — odpovidd funkcim protokolu SNMP verze 1.
¢ Stredni — nabizi vy$si zabezpeceni protokolu SNMP verze 3.

¢ Maximalni — nejvyssi zabezpeceni protokolu SNMP verze 3.

5 Zadejte nazvy pro Cteni komunity a Z4apis komunity.

6 Chcete-li zadat uzivatelské jméno, které nevyzaduje ovéreni ¢i Sifrovani serverem SNMP, zadejte jméno do pole
Nezabezpecené jméno uzivatele.

7 Chcete-li zadat uzivatelské jméno, které vyzaduje ovéreni ¢i $ifrovani serverem SNMP, zadejte jméno do pole
Zabezpedené jméno uzivatele a uvedte tyto tdaje:

¢ Typ ovérovani uzivatele

¢ Heslo pro ovéreni uzivatele — heslo pro ¢teni hodnot MIB na zdkladé zabezpec¢eného jména uzivatele
e Typ zabezpeceni uzivatele — typ Sifrovani

¢ Heslo zabezpeceni uzivatele

8 Ulozte provedené zmény.

Konfigurace protokolii

Pfi zadavani nastaveni TCP/IP lze adresy priradit automaticky ze serveru DHCP nebo BOOTP.

V takovém pripadé se pred konfiguraci nastaveni TCP/IP pro Ethernet, DNS, server WINS, zabezpeceni, IPsec ¢i
certifikdty presvédcte, Ze je spustény prislusny server.
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Konfigurace funkce TCP/IP pro Ethernet

Na serveru Fiery server muzZete nastavit automatické ziskavani vlastni IP adresy, pfipadné adresu zadat ru¢né.

Poznamka: Prirazené IP adresy se na serveru Fiery server ukladaji, i kdyz funkci TCP/IP pozdéji zakézete. Pokud
musite IP adresu serveru Fiery server prifadit jinému zafizeni, nejprve nastavte adresu serveru Fiery server na adresu
zpétné smycky (127.0.0.1).

Fiery server musi mit pfifazenou jedine¢nou, platnou IP adresu. Na serveru Fiery server miZete nastavit
automatické ziskavani vlastni IP adresy, pfipadné adresu zadat ru¢né. Pokud serveru Fiery server povolite
automatické ziskavani IP adresy, automaticky ziskd také adresu brany.

Chcete-li automaticky nastavit dalsf druhy IP adres, napfiklad adresu serveru DNS nebo WINS, je nutné povolit
serveru Fiery server automatické ziskavani vlastni IP adresy.

Povoleni automatického ziskavani adresy TCP/IP pro Fiery server
Server Fiery server lze nastavit tak, aby IP adresu, adresu podsité a vychozi adresu brany ziskaval automaticky.
1 V nastroji Configure vyberte moznost Sit > Adresa IPv4.
2 DPolozku Konfigurace IP adresy nastavte na hodnotu Automaticky.
3 Zvolte, zda se server DNS a server WINS ma konfigurovat automaticky nebo ru¢né.
4 Ulozte provedené zmény.
5

Pokud se v siti pouzivaji adresy IPv6, vyberte moznost Sit > Adresa IPv6 a pak vyberte moznost Povolit
adresu IPvé.

Poznamka: Pro fungovani protokolu IPv6 je nutné, aby byl povolen protokol IPv4.

6 Ulozte provedené zmény.

Rucni nastaveni adres TCP/IP pro Fiery server
Pfi ruénim nastaveni adres TCP/IP je tfeba zadat IP adresu, adresu podsité a vychozi adresu brany.
1 YV niéstroji Configure vyberte moznost Sit > Adresa IPv4.
2 Polozku Konfigurace IP adresy nastavte na hodnotu Ru¢né.
3 Do prislusnych poli zadejte IP adresu, adresu podsité a vychozi adresu brany.
4

Zvolte, zda se server DNS a server WINS ma konfigurovat automaticky nebo ruc¢né.

V)]

Ulozte provedené zmény.

6 Pokud se v siti pouzivaji adresy IPv6, vyberte moznost Sit > Adresa IPv6 a pak vyberte moznost Povolit
adresu IPv6.

Poznamka: Protokol IPv6 vyZaduje, aby jiz byl povolen protokol IPv4.

7 Ulozte provedené zmény.

Konfigurace nastaveni DNS

Konfigurace nastaveni NDS umoznuje serveru Fiery server interpretovat nazev jako IP adresu.
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Chcete-li serveru Fiery server povolit automatické ziskani adresy DNS, musite serveru Fiery server nejprve povolit
automaticky ziskat IP adresu.

1 V nastroji Configure vyberte moznost Sit > Adresa IPv4.
2 Vyberte polozku Konfigurace serveru DNS a poté vyberte Automaticky nebo Ru¢né.

3 Pokud jste vybrali moznost Ruc¢né, zadejte IP adresu pro primarni a sekundarni server DNS a priponu DNS
(ndzev domény).

4 Ulozte provedené zmény.

Konfigurace serveru WINS (pieklad adres)

Muzete urcit, zda server WINS md byt nakonfigurovan automaticky nebo ru¢né. Server WINS umoznuje uzivateldm
pristup k sitovym prostfedkiim na zakladé nazvu, nikoli IP adresy.

Chcete-li serveru Fiery server povolit automatickou konfiguraci serveru WINS, musi byt IP adresa serveru Fiery
server rovnéz konfigurovana automaticky.

1 V nastroji Configure vyberte moznost Sit > Adresa IPv4.
2V ¢asti Konfigurace serveru WINS vyberte moznost Automaticky nebo Ru¢né.

3 DPokud jste vybrali moznost Ruéné, zadejte IP adresu serveru Fiery server.

Nézev se zobrazi v siti, kdyz uzivatelé ziskaji pristup k serveru Fiery server pomoci protokolu SMB (Server
Message Block). Tento nézev je stejny jako nazev serveru Fiery server.

4 Ulozte provedené zmény.

Rizeni portt a IP adres

Chcete-li kontrolovat pripojeni k serveru Fiery server, miZete povolit komunikaci ptes konkrétni porty IP, ptipadné
omezit rozsah IP adres.

Povoleni komunikace pies konkrétni porty IP

Chcete-li omezit neautorizovana pripojeni k serveru Fiery server, mizete omezit sitové aktivity na konkrétnich
portech. Pfikazy nebo ulohy zaslané z neautorizovanych portt Fiery server ignoruje.

1 V nastroji Configure vyberte polozky Zabezpeceni > Filtrovani portG TCP/IP.

2 Vyberte moznost Povolit filtrovani port TCP/IP a zadejte porty, které chcete povolit.
Vyberte pouze porty, které chcete na serveru Fiery server autorizovat.

3 Ulozte provedené zmény.

Chcete-li na serveru Fiery server povolit pristup ze vzdélené plochy, musi byt povoleny port 3389 a moznost
Vzdélend plocha (v ¢asti Server Fiery).

Poznamka: Moznost pouziti portu 3389 nepodporuji viechny servery Fiery server.
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Povoleni nebo omezeni rozsahu IP adres

Chcete-li zamezit neopravnénému pripojovani k serveru Fiery server, urcete, které IP adresy jsou povoleny a
které zakazany.

Ve vychozim nastaveni muzete zakazat vSechny IP adresy s vyjimkou téch, které specificky povolite, nebo povolit
vSechny IP adresy s vyjimkou téch, které specificky zakazete. Mtizete zadat nékolik rozsaht nebo IP adres, které
maji byt povoleny nebo zakazany. Pfikazy nebo tlohy zaslané z neschvalenych IP adres Fiery server ignoruje.
Pokud ve vychozim nastaveni zakdzete IP adresy a nezaddte platné IP adresy, které maji byt povoleny, bude
komunikace se serverem Fiery server zakazana.

1 V nastroji Configure vyberte polozky Zabezpeceni > Filtrovani IP adres.

2 Chcete-li povolit filtrovani adres IPv4, zaskrtnéte policko Filtrovani adres IPv4, urcete, zda vychozi zasadou
filtrovani pro IPv4 by mélo byt povoleni vsech IP adres s vyjimkou téch, které zakazete, nebo zakaz IP adres
kromé téch, které povolite, a pak kliknéte na tlacitko Pfidat filtr adres IPv4 a zadejte rozsah IP adres a to, zda
chcete tento rozsah povolit nebo zakazat. Muzete pridat nékolik rozsahti adres.

3 Chcete-li povolit filtrovani adres IPv6, zaskrtnéte policko Filtrovani adres IPv6, urcete, zda vychozi zdsadou
filtrovani pro IPv6 by mélo byt povoleni véech IP adres s vyjimkou téch, které zakazete, nebo zakaz IP adres
kromeé téch, které povolite, a pak kliknéte na tlacitko Pfidat filtr adres IPv6 a zadejte IP adresu, délku
predpony a to, zda chcete tuto adresu povolit nebo zakazat. MuzZete pridat nékolik IP adres.

4 Ulozte provedené zmény.

Konfigurace funkce IPsec (Internet Protocol Security)

Pokud pocitace uzivatelti podporuji funkci IPsec, miizete serveru Fiery server povolit pfijimani Sifrované
komunikace od uzivatel.

1
2

V néstroji Configure vyberte moznost Zabezpeceni > IPSec.
Vyberte moznost Povolit IPsec.
Chcete-li definovat predsdileny kli¢, zadejte jej do pole Pfedsdileny klic.

Pokud definujete predsdileny kli¢, musi tento kli¢ obsahovat veskera prichozi komunikace, ktera vyuziva funkci
IPsec.

Ulozte provedené zmény.

Ke spravé certifikatli miizete pouzit nastroj Configure.

Server Fiery vyzaduje zabezpecené pripojeni mezi uzivatelskymi pocitaci a sou¢astmi serveru Fiery. Protokol HTTPS
pres TLS sifruje komunikaci mezi dvéma koncovymi body. Pro pripojeni k serveru Fiery z WebTools je vyzadovan
protokol HTTPS. Tyto komunikace jsou $ifrované pomoci TLS 1.2 a 1.3.

Server Fiery umoznuje spravci spravu certifikat pouzivanych béhem komunikace TLS (format certifikatu X.509
zakédovan ve formétu Base64). Server Fiery podporuje certifikity RSA s délkou kli¢e 4096, 3072 a 2048 bitd.

Certifikaty mizete spravovat nasledujicimi zptisoby:

Vytvaret digitdlni certifikdty s vlastnim podpisem.
Pridat certifikat a prislusny soukromy kli¢ pro produkt Fiery Server.

Priddvat certifikaty do autority divéryhodnych certifikatd, prochazet je a odebirat je odtud.
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Poznamka: Vzhledem k nezabezpeceni vlastnoru¢né podepsanych certifikdtti musite pouzit certifikat od
davéryhodné certifika¢ni autority (CA).

Po obdrzeni certifikitu podepsaného divéryhodnou certifika¢ni autoritou mizete certifikat odeslat na server Fiery v
nastroji Configure.

Pridani certifikatu nebo soukromého klice

Pri priddvani certifikatu nebo soukromého klice zadavate jeho umisténi.

1 Chcete-li zobrazit informace o certifikatu, nastavte kurzor my$i na jeho nazev a pak kliknéte na ikonu s
okem.

Certifikét je rovnéz mozné odstranit kliknutim na ikonu kose.
2V néstroji Configure vyberte moznost Zabezpeceni > Divéryhodné certifikaty.
3 Kliknéte na polozku Pridat.

4 Kliknéte na tlacitko Prochazet, vyberte pozadovany soubor a kliknéte na tlacitko Pridat.

Prifazeni certifikatu webovému serveru

Webovému serveru muzete prifadit certifikdt nebo prifazeny certifikdt zménit.
1 YV nastroji Configure vyberte moznost Zabezpeceni > Certifikat serveru.

2 Kliknéte na moznost Vytvofit certifikat podepsany sebou samym.

3 Zadejte informace o certifikatu a ulozte je.
4

Chcete-li certifikdt pouzivany webovym serverem zménit, vyberte certifikét, kliknéte na moznost Zménit
certifikat a poté zadejte umisténi certifikitu nebo soukromého klice.

Odstranéni prifazeného certifikatu
Prirazeny certifikat 1ze odstranit.

1 V nastroji Configure vyberte moznost Zabezpeceni > Dlivéryhodné certifikaty.

2 Nastavte kurzor na certifikat, ktery chcete odstranit.

Viimnéte si, Ze se zobrazi ikona Odstranit (kos).

3 Kliknéte na ikonu Odstranit.

Konfigurace moznosti zabezpeceni

Server Fiery poskytuje mnoho ndstrojii pro spravu zabezpeceni, jako je naptiklad vybér preddefinovaného profilu
zabezpeceni nebo Sifrovani uzivatelskych dat.
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Konfigurace zabezpeceni jazyka PostScript

Zabezpeceni jazyka PostScript omezuje pristup k softwaru, pismtim, souboriim barev a tlohdm na serveru Fiery
server.

Chcete-li nainstalovat pisma pomoci nastroje pro stahovéani pisem v jazyce PostScript, zruste zaskrtnuti této
moznosti.

1 YV nastroji Configure vyberte moznost Zabezpeceni.

2 Vyberte zaskrtavaci policko Zabezpeceni PostScript.

Vybér profilu zabezpeceni

Profil zabezpeceni Fiery poskytuje rychly pfistup k nastaveni pro ochranu serveru Fiery server.
1 V nastroji Configure vyberte Zabezpeceni > Profily zabezpeceni.

2 Kliknéte na tlacitko Vybrat na konci sloupce pro Standardni nebo Vysoké.

Profily jsou zobrazeny ve sloupcovém rozvrzeni.

e Standardni: vychozi nastaveni zabezpeceni

e Vysoké: umoznuje serveru Fiery server dosdhnout jesté lepsiho zabezpeceni a povoli nejcastéji pouzivané
funkce zabezpeceni

e Aktualni: souhrn aktudlnich nastaveni zabezpeceni pouze pro ¢teni

3 Kliknéte na tlacitko Ulozit.
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Nékteré moznosti nastaveni obsahuji dalsi dil¢i moznosti, které nejsou v okné Profily zabezpeceni zobrazeny. Profil

zabezpeceni umoziiuje zapnout nebo vypnout hlavni nastaveni (vysoké arovné). Jsou-li k dispozici dil¢i moznosti,
zlistanou ve vychozim nastaveni. Dil¢i moznosti miizete nakonfigurovat po vybéru profilu a uloZeni vybéru.

Shromazdovani udalosti zabezpeceni

Jako pomoc s pozadavky na dodrzovéni predpist ve vasi organizaci server Fiery server shromazduje uddlosti tykajici

se zabezpecdeni, které jsou ulozeny do protokolu auditu zabezpeceni.
Protokoly jsou ve formatu podporovaném béznymi fesenimi pro sbér a analyzu protokolu SIEM.

Udalosti jsou ve formatu JSON. Udélosti mizete ¢ist bez zdsahu spole¢nosti Fiery, LLC.
1 V Configure vyberte moznost Zabezpeceni > Protokol auditu zabezpeceni.
2 Vyberte Povolit protokol auditu zabezpeceni.

3 Chcete-li zobrazit shromazdéné udalosti, kliknéte na tla¢itko Stahnout.

Protokol je dostupny jako soubor ZIP.
4 Rozbalte soubor fieryauditlog.evtx a oteviete ho v prohlizeci udélosti systému Windows

Udalosti zabezpeceni jsou zachovany na zdkladé pridélené kapacity tlozného mista na Fiery server. Kdyz velikost
protokolu dosdhne maximalniho limitu Glozisté (400 MB), starsi udalosti se automaticky odstrani.
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Konfigurace nastaveni tiskarny

Muzete publikovat tiskova pripojeni a nastavit dal$i moznosti, které maji vliv na zpracovani tiloh.
1 V poli Odesilani uloh > Fronty vyberte tiskova pripojeni, kterd chcete publikovat na serveru Fiery server

¢ Publikovat tiskovou frontu — standardni fronta serveru Fiery server, v niZ se Glohy zpracovavaji a tisknou
v poradi, v jakém byly prijaty. Tato moznost miize mit na vasem serveru Fiery server jiny ndzev nebo nemusi
byt k dispozici, protoze fronta je vidy povolena.

¢ Publikovat frontu podrzenych tloh — oblast k uloZeni tloh, které se vytisknou pozdéji pomoci nastroji pro
spravu uloh.

¢ Publikovat frontu pisem — tuto moznost vyberte, chcete-li stéhnout pisma. Je také nutné zakdzat zabezpeceni
PostScript (Zabezpeceni > Zabezpeceni PostScript).

2 Chcete-li povolit odesilani uloh pomoci aplikace Fiery Hot Folders, vyberte polozku Odesilani uloh a pak
zaskrtnéte policko Fiery Hot Folders.

3 Ulozte provedené zmény.

Konfigurace nastaveni rastrovani

Zadejte nastaveni urc¢ujici zptisob, jakym Fiery server zpracovava soubory.

Modul APPE (Adobe PDF Print Engine)

Server Fiery server ke zpracovani a reprodukci tloh ve formatu PDF vzdy pouzivd modul APPE (Adobe PDF Print
Engine), takZe neni tfeba provadét prevod do formatu PostScript. Ackoli je tato moznost k dispozici v néstroji
Configure, je vidy zapnuta.

Konfigurace nastaveni PostScript

Muzete nakonfigurovat nastaveni platnd pro tlohy formatu PostScript. Tato nastaveni plati pro tlohy, u kterych
uzivatelé nezadali nastaveni.

Nékteré kombinace nastaveni nemusi byt vhodné (naptiklad zad4ni oboustranného tisku na f6lie). Zadate-li
nevhodnou kombinaci nastaveni, nezobrazi se Zddna chybova zprava.

1 V nastroji Configure vyberte polozky Rastrovani > Nastaveni PS.
2 Zadejte nastaveni pro jednotlivé moznosti.
3 Ulozte provedené zmény.

Dalsi informace o nastaveni PostScript najdete v priruc¢ce Konfigurace a nastaventi, kterd je soucésti sady uzivatelské
dokumentace.

Konfigurace nastaveni VDP

U udloh FreeForm muzete urcit pocet zdznamu k predbézné syntaktické analyze a sitovd umisténi (cesty) objektl
pouzivanych pfi tisku proménnych dat (VDP).
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V nastroji Configure vyberte polozky RIP > VDP.

Pokud uzivatelé pouziji vyfazovani nebo oboustranny tisk pro ilohu FreeForm 1 nebo pro ilohu FreeForm
Create, vyberte délku zdznamu:

« Uloha — hranice zdznamu vymezi jako celou tlohu.

¢ Predloha FreeForm — hranice zdznamu vymezi jako délku predlohy FreeForm.

Zadejte pocet zdznamd, které se maji ovérit béhem zarazovani tlohy.

Zadate-li ¢islo, Fiery server analyzuje zadany pocet zdznami jako vzorek pro zjisténi, zda je délka zdznamu
konzistentni mezi zdznamy. Maji-li zdznamy v tomto vzorku stejnou délku, Fiery server bude predpokladat, ze
vSechny zdznamy v Gloze maji stejnou délku.

Pokud Fiery server zjisti, Ze nékteré zaznamy maji odlisnou délku (at uz zadate moznost VSechny zdznamy, nebo
¢islo vzorku), bude Fiery server analyzovat v§echny zdznamy, je-li to nutné kvuli zpracovani nebo vytazovani.
Pokud Fiery server nezjisti ve vzorku zdznamt béhem zarazovani riazné délky, ale pozdéji zjisti nésledujici
zaznam odlisné délky, zobrazi se uzivateli vyzva k dalsi akci.

Kliknéte na tlacitko Pfidat a urcete sitové cesty, ve kterych Fiery server vyhledéva spole¢né prostredky.

V okné, které se zobrazi, zadejte ndzev cesty.

Pri zaddvani ndzvu cesty pouzijte format mapované jednotky (napf. Z:\slozka) nebo nazvu UNC (napt. \\nazev
pocitace\slozka).

Pokud se cesta nachazi v pocitaci, ktery vyzaduje ovéreni, vyberte moznost Ovéfeni vzdaleného serveru a
zadejte prislusné uzivatelské jméno a heslo.

Kliknéte na tlacitko OK.
Chcete-li pridat dalsi cesty, kliknéte na tlacitko Pfidat a opakujte tyto kroky.

Ulozte provedené zmény.

Rezim HyperRIP

Funkce HyperRIP maximalizuje vykon souc¢asnym zpracovanim vice tiskovych tloh. Tato funkce se nejlépe osvéd¢i v
pripadé, kdy je vétsina uloh del$ich nez jedna nebo dvé stranky.

K rezimu HyperRIP se dostanete vybérem moznosti Configure > RIP > Rezim HyperRIP.

Chcete-li dosdhnout co nejefektivnéjsiho zpracovani uloh, vyberte moznost Automaticky.

Pokud tlohy obvykle obsahuji méné nez 10—20 stranek, vyberte moznost Vice uloh, ktera slouzi k sou¢asnému
zpracovani vice tiskovych tloh.

Pokud tlohy obvykle obsahuji vice nez 10-20 stranek, vyberte moznost Jedna uloha, ktera slouzi k rozdéleni
jednotlivych tloh na césti, které se zpracuji souCasné.

Poznamka: Ktery vybér je nejvhodnéjsi, zavisi na poctu a typu zpracovavanych a tisknutych tloh. Pro maximalni
ucinnost doporucujeme porovnat rychlost vystupu u kazdé moznosti pfi béZném zpracovani a tisku tloh.

Distribuované RIP

S prislusnou licenci muaze Fiery server zpracovavat Glohy na vice serverech blade. Nékolik slozitych tloh lze
zpracovavat rychle a paralelné, coz zajistuje, Ze kandl back-endového tisku je vzdy zaplnén. Po doruceni uloh na
server Fiery server jsou tyto tlohy distribuovany do serveri blade ke zpracovani, aby bylo mozné maximalizovat
propustnost.
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Distribuované rastrovani udrzuje véechny stavajici funkce serveri Fiery server a je kompatibilni se vSemi
existujicimi aplikacemi Fiery.

Pozadavky na hardware

Distribuované rastrovani by mély byt schopny spoustét servery blade Fiery XB s minimalni paméti 64 GB. Na
CPU a diskovou jednotku nejsou k dispozici zadné specifické pozadavky.

HyperRIP

Na kazdém distribuovaném rastrovdni lze spustit HyperRIP. Moznost HyperRIP v nastroji Configure vsak nejsou
k dispozici, je-li aktivni distribuované rastrovani. Misto toho dojde k automatickému rozlozeni zpracovani tlohy.

o Ulohy jsou mezi servery blade vyfizovany jako v paralelnim rezimu tlohy. Kazdy server blade miize
zpracovavat soucasné jinou tlohu.

e Vramci jednotlivych servert blade jsou tlohy vyfizovany jako v paralelnim rezimu stranky.

I pti distribuovanych rastrovani je rezim paralelniho pasma vzdy zapnuty (je-li Fiery server nakonfigurovéan pro
rezim paralelnfho pdsma). Rezim paralelniho pasma neobsahuje moznost Configure. Zpracovava pouze soubory
PDF o jedné nebo dvou strankach a musi byt povoleno APPE.

Pisma

V okné Spréava pisem jsou uvedena vsechna pisma nachézejici se na serveru Fiery. Seznam pisem muzZete také
vytisknout na mistn{ tiskarnu.

Sprava pisem na serveru Server Fiery

Pisma lze pridat, aktualizovat a odstranit a lze také vytisknout seznam pisem.
V nastroji Configureprovedte tato nastaveni:

Povolte Odesilani tloh > Fronty > Publikovat frontu pisma. Z bezpe¢nostnich divodii povolte moznost Fronta
pisem pouze pfti instalaci pisem.

U pisem PostScript deaktivujte Zabezpeceni > Zabezpeceni PostScript.

Poznamka: Vsechna japonska pisma, dostupnd na serveru nebo stazend podporovanou aplikaci, jsou zaméena.
Japonska pisma stazend na server Fiery lze odstranit pouze instalaci aplikace.

1 Otevrete Stredisko zafizeni nékterym z nasledujicich postupt:
¢ Kliknéte na ikonu Dals{ (tfi svislé tecky) vedle ndzvu severu v podokné Servery.
¢ Dvakrat kliknéte na nazev serveru v podokné Servery.
¢ Kliknéte na Server > Stfedisko zafizeni.

¢ Kliknéte pravym tlacitkem na nézev serveru a vyberte moznost Stredisko zafizeni.

2 Kliknéte na moznost Prostfedky > Pisma.

3 Vyberte moznost Pisma PS.

Zobrazi se seznam pisem, kterd jsou uloZend na serveru Fiery.
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Chcete-li pisma pridat nebo aktualizovat, kliknéte na tlacitko Pridat nové. Kliknéte na tlacitko Pfidat a vyhledejte
pismo, které chcete stdhnout, poté kliknéte na tlacitko OK a Aktualizovat.

Lze pridat pisma Adobe PostScript typu 1.

Chcete-li pismo odstranit, vyberte nezamcené pismo v seznamu pisem a kliknéte na tlac¢itko Odstranit. Zamcena
pisma nelze odstranit.

Chcete-li vytisknout seznam pisem, kliknéte na tlacitko Tisknout.

Pokud jste pridali pisma PostScript, znovu povolte Zabezpeceni > Zabezpeceni PostScript.

Zalohovani a obnoveni pisem

Muzete zalohovat a obnovit véechna pisma na serveru Fiery. Jednotlivd pisma nelze vybrat.

Chcete-li na serveru Fiery server zdlohovat a obnovit pisma, musite byt prihldseni jako spravce.

1
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Otevrete Stiedisko zafizeni nékterym z nasledujicich postupt:

¢ Kliknéte na ikonu Dalsi (tfi svislé tec¢ky) vedle ndzvu severu v podokné Servery.
¢ Dvakrat kliknéte na ndzev serveru v podokné Servery.

¢ Kliknéte na Server > Stredisko zafizeni.

¢ Kliknéte pravym tlacitkem na nézev serveru a vyberte moznost Stfedisko zafizeni.

Kliknéte na moznost Prostfedky > Pisma.

Kliknéte na moznost Zalohovani nebo Obnoveni.

V zobrazeném okné webového prohlizece se fidte pokyny pro zabezpeceni.

V césti Prostredky zélohovani a nastaveni kliknéte na tlacitko Zalohovat nyni.
Budete-li k tomu vyzvani, prihlaste se jako spréavce.

V seznamu polozek pro zdlohovani vyberte Pisma.

Dodrzujte tyto zasady:
Pisma nezalohujte na interni pevny disk, ktery soucasné obsahuje Fiery server. Pisma je nutné obnovit vzdy na
stejny server Fiery server, z néhoz byla pavodné zalohovéna.

Ukonceni nastroje Configure

Neékteré provedené zmény se uplatni az po restartovani serveru Fiery server. Pokud zména nastaveni vyzaduje
restartovani nebo jinou akci, zobrazi se zprdva v banneru v horni ¢asti stranky.
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1 Provedte odpovidajici zmény.
Pokud provadite nékolik zmén vyzadujicich restartovini, mtizete nejprve provést veskeré pozadované zmeény a
teprve pak restartovat.

U zmén, které nevyzaduji restartovini, méte moznost restartovat misto opétovného spusténi. Pri restartovani
trva déle, nez bude server Fiery k dispozici.

2 Znovu spustte nebo restartujte Fiery server, aby se zmény uplatnily.

Zobrazeni, ulozeni ¢i tisk nastaveni serveru

Karta Konfigurace serveru v aplikaci Command WorkStation obsahuje seznam aktualnich nastaveni serveru Fiery
server.

Zobrazeni konfiguracnich nastaveni serveru

Na karté Konfigurace serveru lze zobrazit kategorie nastaveni serveru Fiery server nebo zménit moznosti nastaveni.

1 Z aplikace Command WorkStation se pripojte k pozadovanému serveru Fiery server a kliknéte na polozku
Stredisko zafizeni > Obecné > Konfigurace serveru.

2 Provedte jednu z téchto akci:
¢ Kliknutim na zdstupce na levé strané stranky zobrazite nastaveni pro konkrétni kategorii.

¢ Kliknutim na polozku Configure v pravém dolnim rohu okna zménte aktudlni moznosti nastaveni serveru
Fiery.

Ulozeni konfigurace serveru ve formé souboru

Pro kazdy server Fiery Server, ke kterému jste pripojeni, mizete ulozit konfiguraci ve formé souboru. Toto je zvlasté
uzite¢né, pokud spravujete vice serveri Fiery Servers a chcete mit prehled o zménach provedenych v nastaveni
jednotlivych servert Fiery Server.

1 Z aplikace Command WorkStation se pripojte k serveru Fiery Server.

2 Kliknéte na polozku Stredisko zafizeni > Obecné > Konfigurace serveru.
Kliknéte na tlacitko Ulozit jako.

Zadejte nazev souboru a jeho umisténi.

Jako typ souboru vyberte moznost PDF nebo Text.

A unn h~ W

Kliknéte na tlacitko Ulozit.
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Tisk stranky konfigurace serveru

Po dokonceni nastaveni vytisknéte konfiguraci serveru, zkontrolujte vyti§téné nastaveni a umistéte jej v blizkosti
serveru Fiery server pro pripadné rychlé nahlédnuti. UzZivatelé potiebuji znat informace uvedené na této strance,
jako je napriklad aktudlni vychozi nastaveni.

1 Ulozte konfiguracni soubor.

2 Ulozeny soubor vytisknéte na kancelarské tiskarné.

Zalohovani a obnova

Muzete zélohovat bud Prostfedky a nastaveni Fiery, nebo celou bitovou kopii systému serveru Fiery.

Dalsi informace o zdlohovani bitové kopie systému najdete v dokumentu Konfigurace a nastaveni v sadé
dokumentace pro uzivatele.

Zalohovani nastaveni serveru Fiery z aplikace Command WorkStation (FS400/400 Pro a
noveéjsi)

V nastroji Command WorkStation lze vybrat nastaveni serveru Fiery server, kterd chcete zalohovat.
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Soubor zalohy doporucujeme ulozit na sitovy server, nikoli na samotny server Fiery server. V opa¢ném pripadé se pri

preinstalaci systému soubor zalohy odstrani.

Nastaveni 1ze obnovit v jiném serveru Fiery stejného modelu a verze, ale nastaveni jako nazev serveru, IP adresa a

sitova nastaveni se neobnovi. Stdvajici nastaveni zistane nedotceno. Zabrani se tak problémam v pfipadé, Ze se oba

servery Fiery servers nachdazeji ve stejné siti.
1 Pripojte se k pozadovanému serveru Fiery server jako sprdvce a provedte jednu z téchto akei:
¢ Kliknéte na Stredisko zafizeni > Obecné > Nastroje > Prostfedky a nastaveni Fiery.
¢ Vyberte moznost Server > Zalohovani a obnova.
2V novém zobrazeném okné webového prohlizece kliknéte na moznost Prostfedky a nastaveni Fiery.

Kliknéte na Zalohovat nyni.

H W

Vyberte polozky, které chcete zdlohovat, a kliknéte na tla¢itko Pokracovat.

]

V zobrazeném dialogovém okné zadejte nazev pro soubor zalohovani.
6 (volitelné) Vyberte moznost Do nazvu souboru pfidat datum.
7 Kliknéte na tlacitko Pokracovat.

8 Stidhnéte pozadovany soubor a zadejte umisténi souboru.
Je tteba vybrat soubor. fbf a soubor .DAT.



Konfigurace nastaveni serveru Fiery Server | 24

v

Obnoveni nastaveni serveru Fiery z Command WorkStation (FS400/400 Pro a novéjsi)

Pokud jste jiz zalohovali nastaveni serveru Fiery server, 1ze je obnovit pomoci nastroje Command WorkStation.
Nastaveni 1ze obnovit v jiném serveru Fiery stejného modelu a verze, ale nastaveni jako ndzev serveru, IP adresa a
sitova nastaveni se neobnovi. Stdvajici nastaveni zlistane nedotceno. Zabrani se tak problémtm v pripadé, Ze se oba
servery Fiery servers nachdzeji ve stejné siti.

1 Pripojte se k pozadovanému serveru Fiery server jako spravce a provedte jednu z téchto akcf:

¢ Kliknéte na Stfedisko zafizeni > Obecné > Nastroje > Prostiedky a nastaveni Fiery.

¢ Vyberte moznost Server > Zalohovani a obnova.

2 V novém zobrazeném okné webového prohlizece kliknéte na moznost Prostiedky a nastaveni Fiery.
3 Kliknéte na polozku Obnovit.

4 V zobrazeném dialogovém okné kliknéte na polozku Vybrat soubor piejdéte na umisténi konfigura¢niho
nastaveni, které chcete obnovit, a kliknéte na tlacitko Otevfit.

Je tfeba vybrat soubor. fbf a soubor .DAT.
5 Kliknéte na tlacitko Pokracovat.
6 Vyberte polozky, které chcete obnovit, a kliknéte na tlacitko Pokracovat.

7 Pokud se po dokonceni operace obnoveni objevi vyzva k restartovani serveru Fiery, provedte restart.
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Reseni potizi
Tento postup reseni potizi mize pomoci pri feSeni nejbéznéjsich problémi.

Dalsi informace nebo podporu mohou registrovani uzivatelé ziskat v diskusi prostrednictvim sluzby Fiery
Communities. Mzete si také prohlédnout Ndpovéda k aplikaci Fiery Command WorkStation.

1 Potvrdte, zda jsou vechny kabely nezbytné pro server Fiery server v pofddku a pevné vloZzeny do spravnych
porta.

Nejcastéjsi pri¢inou problému je vadny nebo uvolnény kabel.

UNNEEIFAZS0] Nedemontujte kryty ani jinym zptisobem neotevirejte hardware serveru Fiery server. Servis
vnitfni ¢asti krytu a internich kabeltt mohou provadét vyhradné autorizovani servisni technici.

2 Pokud server Fiery server nelze zapnout, potvrdte, zda je napdjeci kabel v pofddku a zdsuvka poskytuje
odpovidajici prikon.

3 Pokud server Fiery server tiskne pomalu nebo neprovadi spravu tloh dle ocekavani, zkontrolujte konfiguraci
serveru Fiery server a potvrdte, zda jsou nastaveni optimdlni pro vasi sit a tiskové prostiedi.

Jakékoliv zmény vaseho sitového prostiedi nebo pracovniho postupu mohou vyzadovat zmény konfigurace
serveru Fiery server.

4 Potvrdte, Ze aplikace tfetich stran nejsou nainstalované na serveru Fiery server.

Aplikace treti strany nejsou podporovany na serveru Fiery server a mohou zptisobovat systémové problémy. To
zahrnuje aplikace sluzby multimedidlnich zprav (MMS) (mohou byt nainstalovény na klientskych po¢itac¢ich
nebo v siti).
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5 Potvrdte, Ze viechny antivirové aplikace pouzivané ke skenovani serveru Fiery server jsou nastaveny ke spusténi
pouze na vyzadani a nepracuji nepretrzité.

6 Potvrdte, Ze nastaveni opera¢niho systému na serveru Fiery server nebylo upraveno a operacni systém neni
aktualizovan (pokud to neni schvaleno technickou podporou).

Zmény nastaveni operac¢niho systému nebo verze mohou zpiisobovat problémy systému.
7 DPotvrdte, Ze bréna firewall systému Windows nebyla zakdzana.
8 Zkontrolujte vsechny chybové zpravy zobrazené v seznamu servert aplikace Command WorkStation.

9 Poridte snimek obrazovky zobrazeni aplikace Command WorkStation a vSech chybovych zprév a pak zaviete a
znovu otevrete aplikaci Command WorkStation. Pokud se po restartu zobrazi néjaké chybové zpravy, obratte se
na technickou podporu.

10 Moznost Preflight mazZete pouzit ke kontrole chyb. Dalsi informace naleznete v Ndpovéda k aplikaci Fiery
Command WorkStation.

11 Znovu spustte server Fiery server. Pokud server Fiery server nedosdhne nec¢inného stavu nebo pretrvavaji jiné
potize, shromézdéte souvisejici informace a obratte se na technickou podporu.

Vytvoreni sestav chyb ulohy

Kdyz vytvorite sestavu chyb tlohy, aplikace Command WorkStation vytvori soubor formatu zip z aktudlnich
soubort dlohy, protokold a informaci tykajicich se serveru Fiery server. Sestavu chyb tlohy muizete vygenerovat, i
kdyz tiskova tloha neni v chybovém stavu.

Poznamka: Polozky protokolu chyb se po urcité dobé prepiSou. Chcete-li zajistit, aby protokoly chyb obsahovaly
relevantni informace, vytvorte sestavu chyb tlohy co nejdfive po zpozorovani chyby. Vytvoite sestavu chyb tlohy
pred opétovnym spusténim serveru Fiery server, a pokud je to mozné, pred zpracovanim nebo vytisténim dalsich
tiskovych uloh.

Sestavu chyb ulohy lze vytvorit pro kteroukoli tlohu v seznamu podrzenych tloh.
1 V aplikaci Command WorkStation vyberte tlohu v seznamu Podrzeno.

2 Pokud k pristupu pouzivate pocitac se systémem Windows, stisknéte kldvesu Ctrl a kliknéte na alohu pravym
tlacitkem. Pokud k pristupu pouzivate pocitac se systémem Mac, stisknéte klavesu Command+Control a kliknéte
na ulohu pravym tlac¢itkem.

3 V nabidce zkratek kliknéte na moznost Vytvofrit sestavu chyb.

4 Zadejte informace o chybé v tloze.

a) Do textového pole zadejte komentére a dalsi podrobnosti.

Doporucujeme uvést nasledujici informace:

e Datum a cas vyskytu chyby

e Zjisténé chybové kddy, existuji-li

e DPopis ocekdvanych vysledkt

¢ Popis chybnych vysledkt

¢ DPostup, jak k chybé doslo

e Cetnost chyb (napiiklad samostatna udélost, vzicnd, obcasnd, ¢asta, vzdy)

e Zdak chybé doslo u vice nez jednoho souboru
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e Zda byl soubor vybran pro sestavu ve stejném souboru, ktery obsahoval chybu
e Verzi opera¢niho systému, pokud byla tiskova tiloha odesladna z klientského pocitace
¢ Nainstalovana verze uzivatelského softwaru pro Fiery server

¢ DPopis vsech dalsich akci provedenych na serveru Fiery server béhem stejného obdobi

b) Pokud Uloha obsahuje rastrové data, miZete je zahrnout do sestavy vybérem moznosti Rastry.

Rastr mtize byt uzite¢ny, pokud nebyl soubor zpracovan spravné. Miize vsak prekrocit povolenou velikost
sestavy. V takovém pripadé miize byt uzite¢né ho dorucit samostatné.

) Pokud dloha v sestavé obsahuje barevné profily, mtizete je zahrnout do sestavy vybérem moznosti Barevné
profily.

Barevné profily mohou byt uzite¢né, pokud predstavuji uzivatelské profily a barvy tisku jsou chybné.

d) Pokud chcete vyloucit tloha soubory, vyberte Ulozit pouze protokoly (ne uloha soubory).

Tuto moznost pouzijte, pokud jsou tiskové tlohy povazovany za ddvérné.

e) Chcete-li do sestavy zahrnout nativni zdrojovy soubor, kliknéte na polozku Pridat +.

Nativni zdrojovy soubor muize byt uzite¢ny, pokud se tloha nezpracovala nebo nevytiskla. Maze vsak prekrocit
povolenou velikost sestavy. V takovém pripadé muze byt uzite¢né ho dorucit samostatné.

5 K sestavé pripojte véechny dalsi souvisejici soubory.
Velikost souboru tlohy musi byt mensi nez 6 GB, ale chybové hlaseni miize kvili prilohdm a souvisejicim
souboriim presdhnout 6 GB.

6 Sestavu chyb tlohy ulozte.

Stahovani protokolii systému

Protokoly systému miiZete stahnout z néastroje Configure. Tyto protokoly jsou uloZeny do pocitace jako soubor ZIP a
mohou byt odeslany na technickou podporu pro ucely feseni potizi.

1 V aplikaci Configure kliknéte na Server Fiery > Protokoly systému.

2 Kliknéte na polozku Stadhnout.

Reseni chyb provozniho rozhrani

Vétsina chyb provozniho rozhrani souvisi s problém se spojenim a Ize je snadno vyresit pomoci rad uvedenych v této
Casti.

Tiskarna nebyla nalezena

Pri¢inou vétsiny selhani pfi pokusech o nalezeni tiskarny v siti jsou zptsobeny chybéjicim nebo konfliktnim
nastavenim ndzvu nebo IP adresy serveru Fiery server.
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Na serveru Fiery server:

o Ovérte, zda byl nazev hostitele (ndzev DNS) zadéan v ¢ésti Configure > Fiery Server > Nazev serveru. Dals{
informace naleznete v ¢asti Ndpovéda k aplikaci Fiery Command WorkStation.

Na kazdém klientském pocitaci se systémem Windows nebo Mac:

o Odeslete prikaz ping z klientského pocitace do serveru Fiery server a provedte standardni fe$eni potiZi problému
s pripojenim.

e DPokud standardni feSeni potizi problém nevyresi, pak mtizete urcit nazev hostitele serveru Fiery server (nizev
DNS) v souboru hostitelt.

Poznamka: Jakmile urcite ndzev hostitele na klientském pocitadi, je nutné ho aktualizovat pri kazdé zméné
nazvu.

e Chcete-li povolit aplikaci Command WorkStation a dal$im néstrojtium aplikace Command WorkStation na
klientském pocitaci pripojovani k serveru Fiery server, je nutné nakonfigurovat IP adresu nebo nazev DNS
serveru Fiery server v seznamu serveru. Dalsi informace naleznete v dokumentu Obsluzné programy.

Nelze se pripojit k serveru Fiery server s Command WorkStation nebo obsluznymi programy

Pokud se Fiery server s Command WorkStation nebo obsluzné programy nemohou pripojit k serveru, zkontrolujte
sitovou konektivitu a ovérte, zda uzivatelé zaddvaji spravné IP adresy nebo ndzvy DNS.

e Ziskavani informaci o stavu muze naru$ovat vzdaleny pocita¢, na kterém bézi obsluzné programy nebo néstroje
WebTools. Pokud je to mozné, zaviete vzdalenou aplikaci a zkuste se pfipojit znovu.

e Restartujte aplikaci Command WorkStation a zkuste se pripojit znovu.

e Znovu spustte server Fiery server.

Ovérte konfigura¢ni nastaveni na serveru Fiery server. Pokud se nedafi pripojit k aplikaci Command WorkStation,
pouzijte néstroj WebTools Configure.

e Pokud v nastaveni Configure > Server Fiery, zkontrolujte nastaveni pro ¢ist Nazev serveru.
e Pokud v nastaveni Configure > Sit, zkontrolujte nastaveni IP adresy a dalsi nastaven sité.

e Na klientském pocitaci potvrdte, Ze jsou naéteny pozadované sitové protokoly.



	Konfigurace nastavení serveru Fiery Server
	Přístup k nástroji Configure
	Otevřete nástroj Configure z adresy Command WorkStation.
	Otevřete nástroj Configure z adresy WebTools.

	Nastavení serveru
	Pracovní postup konfigurace
	Uživatelé a skupiny
	Vytvoření nových uživatelů
	Přidání uživatelů do existujících skupin
	Odebrání uživatelů ze skupin
	Změna atributů uživatele
	Změna oprávnění skupiny
	Odstranění uživatelů

	Jednotné přihlášení (SSO)
	Registrace nové aplikace v Microsoft Entra
	Přidání adresy URL přesměrování po registraci aplikace
	Udělení oprávnění API
	Zpřístupnění SSO jako metody přihlášení
	Přidání uživatelských účtů v nástroji Configure (WebTool)

	Nastavení serveru
	Nastavení názvu serveru Fiery server
	Konfigurace jazyka a místních nastavení
	Ruční konfigurace data a času
	Automatická konfigurace data a času
	Nastavení možností úlohy
	Konfigurace hesla správce a operátora
	Stahování protokolů systému
	Správa protokolu úloh
	Nastavení JDF
	Zadání kontaktních údajů

	Nastavení sítě
	Konfigurace rychlosti Ethernetu
	Konfigurace LDAP
	Konfigurace webových služeb a tisku IPP
	Konfigurace protokolu SNMP

	Konfigurace protokolů
	Konfigurace funkce TCP/IP pro Ethernet
	Povolení automatického získávání adresy TCP/IP pro Fiery server
	Ruční nastavení adres TCP/IP pro Fiery server

	Konfigurace nastavení DNS
	Konfigurace serveru WINS (překlad adres)
	Řízení portů a IP adres
	Povolení komunikace přes konkrétní porty IP
	Povolení nebo omezení rozsahu IP adres

	Konfigurace funkce IPsec (Internet Protocol Security)
	Ke správě certifikátů můžete použít nástroj Configure.
	Přidání certifikátu nebo soukromého klíče
	Přiřazení certifikátu webovému serveru
	Odstranění přiřazeného certifikátu


	Konfigurace možností zabezpečení
	Konfigurace zabezpečení jazyka PostScript
	Výběr profilu zabezpečení
	Shromažďování událostí zabezpečení

	Konfigurace nastavení tiskárny
	Konfigurace nastavení rastrování
	Modul APPE (Adobe PDF Print Engine)
	Konfigurace nastavení PostScript
	Konfigurace nastavení VDP
	Režim HyperRIP
	Distribuované RIP


	Písma
	Správa písem na serveru Server Fiery
	Zálohování a obnovení písem


	Ukončení nástroje Configure
	Zobrazení, uložení či tisk nastavení serveru
	Zobrazení konfiguračních nastavení serveru
	Uložení konfigurace serveru ve formě souboru
	Tisk stránky konfigurace serveru

	Zálohování a obnova
	Zálohování nastavení serveru Fiery z aplikace Command WorkStation (FS400/400 Pro a novější)
	Obnovení nastavení serveru Fiery z Command WorkStation (FS400/400 Pro a novější)

	Řešení potíží
	Vytvoření sestav chyb úlohy
	Stahování protokolů systému
	Řešení chyb provozního rozhraní
	Tiskárna nebyla nalezena
	Nelze se připojit k serveru Fiery server s Command WorkStation nebo obslužnými programy




